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Preface - information and methodology used for thevaluation

The evaluation of the Anti-money Laundering (AMIand Combating the Financing of Terrorism (CFT)
regime of The Republic of Zimbabwe (Zimbabwe) wasdd on the Forty Recommendations 2003 and
the Nine Special Recommendations on Terrorist Kimgn2001 of the Financial Action Task Force
(FATF), and was prepared using the AML/CFT Methodgl 2004. The evaluation was based on the
laws, regulations and other materials supplied imphabwe and information obtained by the evaluation
team during its on-site visit to Zimbabwe from 89-May 2006. During the on-site visit the evaluation
team met with officials and representatives of@ikvant Zimbabwe government agencies and thetpriva

sector. A list of the bodies met is set out in &x2 to the Mutual Evaluation Report (MER).

The evaluation was conducted by an assessmentwédch consisted of members of the ESAAMLG
Secretariat and ESAAMLG experts in criminal lawy lanforcement and regulatory issues: Mr. Wayne
Blackburn and Mr Fernie Kweka from the ESAAMLG Ssariat, Mr S. K. Rono from The Central Bank
of Kenya, who participated as a financial expert; M8. Kazavanga from the Attorney General’s
Department of Namibiavho participated as a law enforcement expbts I. Rugemalila from the
Ministry of Finance, Tanzania who participated degal expert. Mr. S.K. Rono from Kenya and Mr.
Wayne Blackburn made a second onsite visit betw@®nof January and the"2of February 2007 to
collect more data and clarify issues related tofttst draft report. The assessment team revietlied
institutional framework, the relevant AML/CFT lawsgulations, BUPSML Guideline No. 01-2006 and
other requirements, and the regulatory and oth&esys in place to deter money laundering (ML) dred t
financing of terrorism (FT) through financial instions and Designated Non-Financial Businesses and
Professions (DNFBP), as well as examining the dapabe implementation and the effectiveness bf al

these systents.

This report provides a summary of the AML/CFT measun place in Zimbabwe as at the date of the on-

site visit or immediately thereafter. It describeasd analyses those measures, and provides

! See Annex 1 for a complete list of abbreviationg acronyms.
2 See Annex 2 for a detailed list of all bodies ohating the on-site mission.

See Annex 3 for copies of the key laws, regulat@amd other measures. Annexure 2,3, and 4 are tachat to the
report

See Annex 4 for a list of all laws, regulations atiger material received and reviewed by the assgss



recommendations on how certain aspects of theraysteild be strengthened (see Table 2). It also sets

out Zimbabwe’s levels of compliance with the FATE+8 Recommendations (see Tablé 1).

% Also see Table 1 for an explanation of the conmgkaratings (C, LC, PC and NC).



EXECUTIVE SUMMARY

1. Background Information

1. This report provides a summary of the AML/CFT measun place in Zimbabwe as at the date
of the on-site visit or immediately thereafter. diéscribes and analyses those measures, and
provides recommendations on how certain aspecthefsystem could be strengthened (see
Table 2). It also sets out Zimbabwe's levels of pbamce with the FATF 40+9

Recommendations (see Table'1).

2. Serious crime in Zimbabwe has been characterisethéyollowing general trends: various
violations of exchange control rules, undergrourahKing, cross border crime, organised
syndicates both domestic and international, andeased co-operation between criminal
networks and links with legal business activityutéag in serious corruption and bribery. The

most common types of crimes considered to be therrmaurce of illegal proceeds in Zimbabwe

are
" Drug trafficking;
" lllegal trade and smuggling of precious mineralstais and stones;
" Parallel market activities involving foreign curognand commodities by individuals
and companies;
. Corruption, in particular practices in the fuel ustry involving both private and public
institutions;
" Misrepresentation of quality, nature and valuexgfcets;
" Armed robbery and theft of motor vehicles and stalehicle re-registration
3. Drug trafficking in Zimbabwe characterised the dstieeuse of African cannabis and some

harder drugs such as heroin and cocaine and ftihe dfallicit drugs in which Zimbabwe is used
as a transit point for cannabis and South Asianihemandrax and methamphetamines destined
for the South African and European markets. Zimbalsvbeing used by international drug

traffickers as a transhipment country; local dreg is not perceived as a problem.

“ Also see Table 1 for an explanation of the conmgkaratings (C, LC, PC and NC).



Parallel banking operations also pose a problem,irfstance underground banking which
appears to be gaining momentum and is used by malnsyndicates to launder their funds.
Trading in precious minerals, metals and stonesibabeen properly regulated or supervised for
AML/CFT purposes and also provides a means of ngpyiroceeds of crime. Smuggling of
stones and gold is easy to carry out and the bqrolglis have been alerted of the increase in the
smuggling of these items. . Violations of the Exage Control Act extend to false declaration
and trade in foreign currency, as well as dishoegpbrters providing commission deductions
above the standard 7.5% limit without prior auttyoof the Exchange Control to justify the
commission payments. . Trading activities in flolem of exports and imports involve
externalizing funds through the source of high gatxports in the country in which they are
resident, for once off export to the proposed dasibn. Imports are overstated in order to
facilitate the laundering of funds by payment ofess amounts into trust accounts. There are
also problems regarding illegal immigrants enteridgnbabwe, in particular immigrants
avoiding prosecution in neighbouring countries. e TPolice and Ministry of Home Affairs at

large are working together to treat each illegahigrant on a case by case basis.

In Zimbabwe, money seems to be laundered primtripugh the banking system, underground
banking networks, and through the purchase of ass@étsets purchased can later be sold and
the proceeds laundered through the banking systdime Real Estate industry and services
provided by Lawyers are vulnerable to money lauedesince they have not implemented an
effective AML/CFT regime and appear to be used ashécle to launder proceeds of crime. For
instance in the Real Estate industry attention aplyears to be given to transactions which have
declared and paid tax on either the purchase erafah propertyAs long as the individual has
shown payment of tax, the authorities don’t fea tieed to investigate any dealings with the

transaction that may contain unscrupulous actaitstched to it.

All Banks in Zimbabwe provide on the job training hew staff who are in contact with
customers regarding KYC and record keeping proeduUExamples of companies giving this
training are Standard Chartered Bank, Stanbic Baimkt Bank, Commercial Bank of Zimbabwe

and Zimbabwe Allied Banking Group.

Other institutions that are vulnerable to beindjagd by launderers in Zimbabwe are building

societies, moneylenders, insurance brokers. Buyldiocieties include the Beverley Building



Society and FBC Building Society. Examples of imgwe companies are March Insurance
Companies and Jupiter Insurance Companies. Exaroplefficial non-banking moneylenders

are Tazmac (Pvt) Limited and Baur Investments (Biijted.

The Reserve Bank of Zimbabwe (*RBZ”) carries ouaminations where emphasis is placed on
increased customer due diligence and Know Your @ast (KYC) procedures, the need to
establish the origin of the source of funds as wslidentification and reporting of suspicious
transactions to the Financial Intelligence Inspexdt and Evaluation Unit (“FIIES”) located

within the RBZ. The FIIES is established undex Bank Use Promotion and Suppression of
Money Laundering Act Guidelines 2002 (BUPSML) A2002 and has received 200 suspicious
transaction reports since its establishment. Cemehting the (BUPSML) Act, 2002, are the
Bank Use Promotion and Suppression of Money Latngekct Guidelines 2002 (BUPSML)

Guidelines No. 01-2006 on ML and TF (hencefortlenefd to as BUPSML Guidelines) that are
provided to FIs and most DNBFPs. The FIIES alsavigies anti-money laundering compliance
examination guidelines to Fls to review and analysmagements AML risk assessment of all
major business lines and products to determinleeifihstitution engages in activities that could

expose it to potential money laundering activities.

The following types of financial institutions arathorised to operate in Zimbabwe: commercial
banks, merchant banks, finance houses, discoundelplbuilding societies, money transfer
agencies and branches of foreign financial instiigt Commercial banks, acceptance houses,
discount houses, money transfer agencies, andcinhouses are registered under the Banking
Act, 2001 and are supervised by the RBZ. BuildBarieties are registered in terms of the
Building Societies Act[Chapter 24:02] and are supervised by The Reseek Bof
Zimbabwe. ThePost Office Savings Bank (now known as the Peofdsism Savings Bank) is
also authorized to operate under the Post Officén§a Bank Act [Chapter 24:10] and is
supervised by the Reserve Bank of ZimbabWension funds, life and non-life insurance
services are offered in Zimbabwe and are registareter the Insurance Act (Chapter 24.07),
and are supervised by the Commissioner of Insuramcker The Ministry of Financelhe
Pension Association has been established by mepdetss an umbrella body of Pension funds
with intention and mandate to update and advismésibers on any development that are likely
to affect pension. All banking institutions belotogthe Banker’'s Association and have received

some training on financial crimes.



10.

11.

12.

The Association expresses dissuasive action fanemembers who show poor compliance by
disassociating themselves from such institutioMoral suasion is the method used to ensure

compliance.

Zimbabwe has a Stock Exchange that is governedhbyStock Exchange Act (1974). The
Zimbabwe Stock Exchange is managed by a committeehweports to the Ministry of Finance.
The Stock Exchange has a Charter that works adexafoconduct for it's members. The Charter
also provides for the registration and listing @impanies. There are 17 registered Stock
Brokers and there are 80 listed companies in thekI¥xchange market. The Stock Exchange is
self regulatory and it provides monthly reportstite Minister of Finance. The reports cover

capital adequacy, risk management and structutfeeaf business operations.

The following types of non-financial businesses gmdfessions operate in Zimbabwe: real
estate agents registered in terms of the Estatatddet (Chapter 27.05), accountants registered
in terms of the Public Accountants and Auditors AGhapter 27.12), legal practitioners
registered in terms of the Legal Practitioners Kchapter 27.07) and supervised by the Law
Society, and dealers in precious metals and stareesiso licenced by Government. Lotteries,
casinos (including Internet casinos) operate inbAdbwe. Zimbabwe citizens may gamble on
Internet casinos that are operated from a seneatdd in another country, and Zimbabwe may
offer such a service in Zimbabwe from outside Zimba. Lawyers and auditors normally
provide trust and company services. Trust and emygervices providers are not recognised as
separate businesse$rusts and company service providers can be gruignt entities although

in terms of registration of a trust a lawyer is che

The types of legal persons existing in Zimbabwe: adémited companies, public limited

companies (shareholders have limited liability)ne@l partnerships, general partnerships with
shared liability (partners have unlimited liabi)itlimited partnerships (some partners have
unlimited liability, others have limited liability)house building co-operatives, housing co-
operatives, co-operative societies, foundationginga banks and associations. All have legal
persona. Foreign legal entities are not prohibftech having their main seat in Zimbabwe or
from conducting business in Zimbabwe. Once a fordigist is approved by the Zimbabwe

Investment Centre (ZIC) for a foreign company i éegally operate in Zimbabwe.



13.

14.

15.

16.

Legal System and Related Institutional Measures

Zimbabwe has criminalised money laundering un@eti8ns 63 and 64 of The Serious Offences
(Confiscation of Profits) Act enacted in 1990 andHher amended in 2001. Money Laundering
is also stated as a specified offence under Seétionthe Act in which money laundering is
referred to in relation to the proceeds of a serimarcotics offence.

The penalty for the offence of money-launderingeims of an individual is a fine not exceeding
$ZWD20,000.00 or twice the value of the properthjch ever is greater, or to imprisonment for
a period not exceeding 10 years or to both fine iemtisonment. As for corporate persons, a
penalty of a fine not exceeding $ZWD500 000.00hoeé times the value of the property, which
ever is the greater is prescribed.

The Bank Use Promotion and Suppression of Moneyndearing Act 2002 (“BUPSML") under
Chapter 24:24, also criminalises money laundering @equires the institutions designated in
terms of the BUPSML to identify customers and naimtrecords of transactions. It also
provides for confiscation, seizure and forfeitufepooceeds of crime. The Act also prohibits
dealings, acquiring and holding of tainted properfjne BUPSML Guidelines provide in detall
ways in which the BUPSML Act, 2002, needs to belenented by all accountable institutions
to include FIs and most DNFBPs. The extent to wile BUPSML Guidelines are enforceable
is limited since the BUPSML Guidelines only recgrdme into force in April 2006 and as yet

no sanctions have been taken against institutmnsdn-compliance.

The physical and material elements of the ML oféeircthe Serious Offences (Confiscation of
Profits) Act, 1990 satisfy the Vienna and Palernomntions which require that conversion of
transfer, concealment, possession, acquisition,panticipation in, association to commit ML
are stated clearly in the law. However a list afdicate offences for ML are not provided in
either the Serious Offences (Confiscation of Pspfiict, 1990, nor the BUPSML Act and this
creates some confusion as to how the authoritiaspcasecute a wide range of ML offences
without a legal association of predicate offenaedViL. The proceeds of a serious narcotic
offence are the only proceeds referred to in théo8e Offences (Confiscation of Profits) Act

1990 that would provide some scope for prosecwfdviL relating to narcotics offences.

10



17.

18.

19.

20.

21.

The law does not provide that a person must beictmuvof a predicate offence before a person
can be convicted of the offence of ML. Hence a @ensiay be convicted of the offence of ML

even though no one has been convicted of the @teditfence.

The definition of proceeds of crime is stated ictidm 2 of the Serious Offences (Confiscation
of Profits) Act, 1990. The Act provides:

“proceeds of crime” means any property that iswaetior realized, directly or indirectly,
by any person from—
(@ the commission of any serious offence; or
(b) any act or commission which occurred outsidalZbwe in relation to a
narcotic substance and which, had it occurred immbabwe would have constituted a

serious narcotic offence;”

The said term covers an offence punishable in Zbwe or in a foreign country by
imprisonment for a period of twelve months or bynare severe punishment; or (b) the value of
the property derived or obtained from the commissibwhich is or is likely to be not less than
twenty thousand dollars ZWDor such greater or leas®ount as may be prescribed. However a
conviction must be made before confiscation ofgh#ceeds can be effected by the Zimbabwe

authorities.

ML committed abroad is punishable under Sectiorobthe Serious Offences (Confiscation of
Profits) Act in which a person is guilty of ML whhetr he is in or outside Zimbabwe and which
involves the removal into or from Zimbabwe moneyooperty which is the proceeds of crime.
However predicate offences for ML are not providedin the legislation making it difficult to

punish criminals abroad for predicate offencegHtierpurposes of money laundering.

The main pieces of legislation relating to ternoriand partly terrorist financing are the Public
Order and Security Act, 2002, the Serious Offer{Gmmnfiscation of Profits) Act, 2001, and the
Criminal Matters (Mutual Assistance) Act. In paudiiar the Public Order and Security Act, 2002
provides for offences relating to recruiting orirtiag terrorists, training as a terrorist, supptyin

weaponry or possessing weaponry to be used farrigm, harbouring, concealing or failing to

report terrorists The Public Order and Security Act, 2002 does nearty criminalise terrorist

11



22.

23.

24.

25.

26.

27.

financing as defined by FATF recommendations SRefar to any acts by organizations or any

listed terrorist organizations.

The Suppression of Foreign and International TesmoBill 2004 (“SFIT Bill”) criminalizes the
financing of terrorism. This bill adds to new ldgiton and consolidates all the relevant anti
terrorism legislative provisions which were scatkein different pieces of legislation. The Bill
outlines issues relating to anti-terrorism whichluide criminalisation of financing of terrorism,
freezing, seizure and forfeiture of assets of otlividuals and organisations related to terrorist

activities.

Zimbabwe has focussed on measures that could emli@nability to deprive criminals of the
proceeds of crime. The law provides for two typésprovisional measures—charging and
seizing (which in practice, operates like a fregzimechanism for certain types of assets, such as
funds in a bank account) and these measures dieienuifin most cases, though some minor
enhancements such as the power to make seizingiiegaorders against all of a defendant’s
property could make it even more effective. Thegaohnd the prosecution authorities have a

full range of powers to identify and trace assets.

In Zimbabwe, as at on-site visit there are gengrabh provisions in the law that expressly
provide for the confiscation of the property of angzations that are found primarily criminal in
nature. However, the Standing Act of the Seriougi@es (confiscations of Profits Act) provide
forfeiture orders to be made in respect of propextyned or controlled by, or on behalf of, a

terrorist group.

There are no provisions for the confiscation ofparty of corresponding value in the event that

property that is subject to the forfeiture ordendas available.

The SFIT Bill provides that a judge can make aditufe order upon an application, if on a
balance of probabilities the judge is satisfied tive property comes within subsection of the

laws, since the burden of proof is that of a gt@ndard rather than that of a criminal standard.
Under Section 2 of the Serious Offences (Confiscatif Profits) Act, 2001, the authorities may

freeze any “tainted property” which can include lbagcounts if assets from money laundering
are suspected to be held in such accounts. Uretgio§ 40 of the BUPSML Act, police may

12



28.

29.

30.

31.

seize and detain any currency which is being ingubimto or exported from Zimbabwe if such
currency was derived from the commission of a serioffence or is intended to be used in the

commission of a serious offence.

United Nations Security Council Resolution (UNSC®RES/1267(1999) and its successor
resolutions have yet to be properly implementec: @irrent laws provide some of the necessary
measures by providing an authority to freeze, aataally incorporating any changes to the

lists into the legal system, prohibiting anyonenfrmaking any funds available to entities listed,

and providing for penalties of fines or imprisonmeéfreezing can be legally challenged using

normal legal mechanisms for challenging governngemisions. Despite this, there is a lack of

guidance to institutions and persons holding tadjedssets, and no measures to monitor
compliance. The effectiveness of the regime idceably reduced by the absence of any
policies and procedures to handle freezing casask Biccounts have been frozen using the
Serious offences (Confiscation of Profits Act) arte Bank Use Promotion and Suppression of
Money Laundering Act. The provisions are in linghws/R/1267 (1999). No accounts have been
seized using S/RES/1267(1999).

Zimbabwe has not implemented S/RES/1373(2001).reTisea provision in the Public Order and
Security Act, 2002 Act that allows property to lbezen when a person is suspected of terrorist
offences. The decision to freeze is not based lst, dut on a case-by-case assessment based on
evidence (to the criminal standard) that the petsdirected or used particular funds/assets to
support a terrorist act. This approach would makery difficult to freeze on the basis that a
person associates with a terrorist organisatiors &nown to finance terrorism in general, but

cannot be connected to any specific act of temris

The Bank Use Promotion and Suppression of Moneyhdeting Act provides guidelines and
monitoring conditions to financial Institutions Rart IV and Part V of the Act and Section 14 of
the Guidelines issued. Guidance to entities thay tme holding assets covered by such a
freezing action, and monitoring compliance is algwovided. Implementation of
S/RES/1373(2001) is premature in that the high &urof proof and tight timelines impede the

effectiveness of the system and, in fact, use eddlprovisions has been unsuccessful up to now.

Overall, the freezing regime in Zimbabwe has immated only few of the elements of Special

Recommendation Ill. There is a lack of clear praced for unfreezing and de-listing requests,

13



32.

33.

authorising access to assets on humanitarian gspumdnitoring compliance and applying
sanctions. An effective system for communicatiet®en government and the private sector

needs to be established, and clear guidance pbtadnancial institutions.

Zimbabwe’s capacity for the operation of a Finahbi&lligence unit is provided by the FIIES
located within the RBZ with a total staff complintesf 48. The FIIES is divided into various
departments (1) Anti-Money Laundering, (2) CompiiafBank Use Promotion which deal with
the encouragement of cash transactions throughsb#8k investigations, (4) Precious Metals
and Stones Monitoring. Suspicious transactionnteppin Zimbabwe takes place in two stages:
(a) where a reporting entity suspects that a tcitsais associated with the proceeds of crime, it
must make further inquiries; (b) if those inquirdes not dispel the suspicion, then an STR has to
be made to the FIIES. The transaction can be temmipofrozen by the Financial Intelligence

Unit, but this power is rarely exercised.

Preventive Measures - Financial Institutions
During the past years, the authorities have adopéedral measures in an effort to prevent the
proliferation of money laundering and financing tefrorism, the details of which are listed

below;

. During on-site examinations of financial institutey RBZ examiners evaluate whether
adequate AML procedures are in place and complidacthe BUPSML Act and
BUPSML Guideline No. 01-2006.

. To be in line with the FATF's 9 Special Recommeiuta against Terrorist Financing,
the SFIT Bill was drafted in 2006.

. Following the presentation on AML issues given itwahcial institutions, awareness
appears to have developed among the institutionsvadenced in the number of
suspicious transactions reported to FIIES.

. Enforcement agencies like the Police, Immigratiddgtional Economic Conduct
Inspectorate (NECI), Zimbabwe Revenue Authority l0ms and Tax Departments)
and the Airport Services have increased their aigie at the country’s main points of
entry and exit and this has had the effect of n@kimore difficult for drug traffickers
to be able to get their illegal narcotics into toantry. The installation of scanners at

main points of entry and exit have enhanced thectien of contraband.

14



34.

35.

. Staff from the supervisory and enforcement agendiesthe RBZ, the FIIES, NECI,
ZIMRA, the Police and prosecutors from the MinistrifyJustice have participated in

regional meetings and seminars on AML/CFT and arargitted to attending more in

the future.

. The BUPSML Act establishes a Financial Intelligeturdt (the “FIIES”) whose main
role is to receive, analyze, investigate and digsat® suspicious transaction reports for
prosecution.

. The Department of Anti -Corruption and Anti-Monojesl was established in 2004 in

the Office of the President and Cabinet (OPC). Améi Corruption Commission
(ACC) was established by the Government of Zimbabwierms of section 108 A of
the Constitution of Zimbabwe. The day to day opjers of the ACC are governed by
the Anti Corruption Commission Act Chapter 9.22 tlinn the department established
the Anti-Corruption commission in terms of the aatirruption commission act to
investigative cases of corruption. The departmetaldished an inter ministerial task
force on the fight against corruption. It comprisésepresentatives from the Ministries
of Justice, legal and Parliamentary Affairs, Defend-inance, Information and
Publicity, State Security, Home affairs and Res&agk, ZIMRA and NECI.

. AML/CFT Training has been provided to most of thekeholder agencies in

Zimbabwe with the exception of the legal professiodimbabwe.

Zimbabwe AML legislation does not yet take into @aat the full obligations set out in the
revised FATF Recommendations (2003). The defimitd predicate offences and a list thereof
does not appear in any of the AML legislation whigbuld provide for wider prosecution of
money laundering in which the proceeds of crimenfial serious offences can be prosecuted as
money laundering offences. While AML measures urttie BUPSML Act and BUPSML
Guidelines apply to all the banking institutionssurances, legal practitioners, real estate agents,
accountants, stock brokers, futures brokers, gatminges, casinos and lotteries, it was evident
during the evaluation that the BUPSML Guidelines aot enforced by several of these entities
nor was there any evidence for sanctions takennagdhese entities for non-compliance.
Moreover traders in precious metals, minerals atwthes are omitted from the BUPSML

Guidelines and are therefore not monitored for AGET.

Although Zimbabwe has implemented basic customentification obligations, it has not

implemented full customer due diligence (CDD) regoients for all Fls and DNBFPs.
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Reporting Fls are required to identify permanend accasional customers (for large value
transactions). A natural person’s identity is nallgnverified by producing a document issued

by a public authority, which normally contains fulame, signature and photograph. A legal
person’s identity is verified by checking certaiedisters. Where the customer is unable to
produce the required identity documents, the Repp#l should generally refuse to establish a
customer relationship.  Overall, there are wealewssegarding the implementation of

Recommendation 5, as the only measure currentlplace for some Fls and NBFIs is a

requirement to identify customers. Elements goimyomd the initial establishment of the

customer relationship such as beneficial ownersinigg other elements of CDD are either not
required or very limited. These deficiencies needoé addressed as a matter of priority. In
addition, specific identification requirements aptbcedures should be introduced that are
tailored to the business practices of sectors datiem banking for instance NBFIs. Zimbabwe

has implemented the applicable measures for pallifiexposed persons (PEPSs) in the BUPSML
Act, and further enforced by the BUPSML Guidelinesler Section 11.

The BUPSML Act does not prohibit where a custonseintroduced by one part of a financial
institution’s group from outside Zimbabwe to anath@ovided the identity of the customer has
been verified by the introducing branch or subsidia line with requirements equivalent to
those of Zimbabwe and those identification recads freely available on request to the other
parts of the group on request, it is not necedsariglentity to be re -verified or for the recorids

be duplicated.

Normally, the establishment of non-face-to-faceimess relationships is not allowed and the
customer must physically appear either at the RigygoFl where identification and verification

is performed.

A legal duty of confidentiality requires employees financial institutions to keep customer
information confidential, but does not inhibit dizsure of information, nor impede the RBZ in

performing its supervisory role.

Record keeping requirements are generally satfactvith Reporting FIs being obligated to
retain copies of any documents used to verify titamer’s identity for more than five years
after termination of the customer relationship, aodkeep transaction records for five to ten

years. There is no minimum retention period stifed in the Bank Act or Banking Regulations.
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However banking institutions, like other comparaes compelled to retain financial records for
at least five years in terms of the Income Tax [&tapter 23:06]. Some financial institutions

have internal policies which stipulate retentioniges for more than seven years.

The legal system for reporting is generally satisfey, but there are some issues concerning its
effectiveness. Monitoring of unusual transactionsonducted. Reporting FIs are required to
report transactions to the FIIES. Employees are liadite to any legal, administrative or
employment-related sanction, regardless of anychref a legal or employment obligation, for
reporting any information in good faith and in tteasonable belief that the information was

substantially true and disclosed evidence of mdaagéering or serious offence.

“Tipping off” a customer or any third party in coggtion with reporting a Suspicious
Transaction Reports (STR) is prohibited. Banks Muhetary Value Transmission Service
Providers (MVTS) report the largest number of STRe&ugh none of them were related to
terrorist financing. The number of STRs being reported by other non-fiaakcial institutions

is very small. There are also some other effenttgs concerns and a need to ensure that

appropriate action is taken in cases of non-compéa

Zimbabwe has published in the BUPSML Guidelines E#TF List of Non-Cooperative
Countries and Territories and it was stated bybitueks interviewed that they paid attention to
the NCCT list. Zimbabwe has enacted the NCCT lisflan the RBZ regulations. Additional
NCCT countermeasures do not appear to have bediedhpy the non-banking institutions such

as the insurances, legal practitioners, real eaggats and public accountants.

Controls and Monitoring of Cash and Cross Bordaansactions Under the Exchange Control
Act (no Zimbabwe resident is permitted to take castside of Zimbabwe, notes of the value
totalling - $1000.00 USD or $100,000.00 ZWDross border monitoring of Cash is enforced by
the Zimbabwe Revenue Authority.. There is a letigaframe work which provides for the

reporting of suspicious cross-border transportatioourrency. As a result currency crossing the
Zimbabwe borders under suspicious circumstancesvestigated by the Zimbabwe Revenue
Authority (ZIMRA) and they will pass the investigat on to the Zimbabwe Republic Police.

However the FIU needs to be included in the ingesive process.
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The Police may search any person suspected of beipgssession or having in his possession
anything unlawfully obtained. There are large cdslnsactions reporting requirements

including large foreign exchange transactions. A&ggte data on foreign exchange transactions
is provided by the local banks and provided toRBZ. .

Cash plays a major role in Zimbabwe cash basedoawpnTransactions involving financial
institutions are mostly conducted by cash or cheduosvever the use of debit cards for point-of-
sale transactions and ATM cash withdrawals is gisifhere are a total of 20 financial

institutions which offer Automated Teller MachindTM) services across the country as
indicated below.

Commercial Banks 14
Building Societies 4
Merchant Bank 1
Savings Bank 1

There are no requirements to report cross-borderements of gold or other high value items
such as diamonds or gems as long as they areifeorze use. There is large scale trade of gold,
diamond and gemstone in Zimbabwe and permits apgiresl for the exportation of such items

for business purposes. These must be declaredM&ZXlor else they could be seized and
subsequently confiscated.

The Police conduct searches in the country of persmspected of being involved in parallel
market operations. If found to be in possessiorfpdign currency with unlawful intend the

foreign currency can be forfeited by the court unflection 7 of the Exchange Control Act,
1975.

Some local commercial banks have an internal polNbgreby all large deposits above a set
threshold, is reported to either management ohéoMLRO who reviews the report and after

carrying out further investigations as to the seuof the funds, decides whether to refer the
transaction to the FIIES for investigation.

18



49.

50.

51.

52.

All Reporting FIs must establish certain internahitol and communications procedures, and
appoint an AML officer. Some Reporting FIs mustdan internal audit function and designate
a compliance officer within senior management. Toepliance Officer is required to ‘establish
an audit function to test its anti-money launderargl financing of terrorism procedures and
systems. Special training programmes for employeesother relevant persons on AML/CFT
obligations are required. While these measuregeamerally satisfactory regarding checking the
existing laws, they do not implement the full rangé measures required under the
Recommendations and it appears that institutionse het voluntarily implemented higher
standards. There are five foreign branches of Zbimlgainstitutions in southern and eastern
Africa. Information on these institutions was gliggd at the final report discussions on 20 July
2007. It should be noted that during the onsitetlaen was advised there were no Ifs outside of

Zimbabwe with head office in Zimbabwe. As a resultfollow up questions were given.

The RBZ is the regulator of financial institutiois Zimbabwe. These include banking
institutions and money transfer agencies. The RBhé authority responsible for administering
the Banking Act, 2001 and the BUMSML Act, 2002. &dha financial institution is granted a
licence, checks are conducted to ensure that therglemanager and directors meet fit and
proper requirementsrit and proper checks for directors are done befbee institution is
licensed in terms of the Banking Act [Chapter 24:20d the Banking Regulations, SI 205 of
2000.

The RBZ has adequate powers to supervise and inspecpolicies, practices and internal
controls of Reporting FIs. It is also authorisedimpose a broad range of administrative
sanctions for non-compliance, from letters requegstiorrective action through to fines or de-
licensing. Sanctions can be applied against battitutions and officers/employees. To date the
RBZ has not imposed any sanctions for breaches ME/SFT obligations (beyond issuing
letters requesting that corrective action be taknmugh there have been sanctions taken against

financial institutions for other offences for inst& the collapse of Time Bank.

At the end of 2005, the RBZ had 1676 employees.supervisory department is responsible for
supervising commercial banks (14), merchant baBksfihance houses (3), discount houses (6)
including designated non-financial businesses :(eMpney Transfer Agencies, Bureau De
Change). The RBZ is understaffed and requires rsi@fé to assist with conducting supervision

of Fls registered under the Banking Act, 2001. Reserve Bank conducts two types of on site
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inspections i.e. targeted examination and full scgxamination. Targeted inspections are
generally ad hoc and focus on identified areasupkssisory concern while risk based onsite
examinations are scheduled and conducted accotdiagpredetermined supervisory plan. On
average nearly 5% of banking institutions are ok every one to two years which translates
to over 30 examinations in a calendar year. Theguiacy of examinations on a specific
institution is also dependant on the condition eskl profile of the institution and its systemic

importance in relation to the banking system.

The RBZ has, as its primary goal, the maintenarfcth@ internal and external value of the
Zimbabwean currency. In this regard, the RBZ ispomsible for the formulation and
implementation of monetary policy, directed at eirgy low and stable inflation levels. A
further core function of the Bank is to maintaistable banking system through its supervisory
and lender of last resort functions. Other seconddes of the Bank include the management of
the country’s gold and foreign exchange assets bEmk is the sole issuer of currency and acts
as banker and advisor to Government. Although AMEY@Gssessments are integral part of the
RBZ's regular visits, they seem to be too limitadscope and not conducted frequently enough.
AML/CFT assessments are not held annually, but anhen there are indications that an
assessment would be necessary. Onlytbamatic inspection focusing solely on AML issues
has been conducted starting in December 2006. Niicate for compliance has been issued as
yet. Check lists specifically tailored for AML/CFare not used by the RBZ on site Bank
Supervision team. This situation needs to be resiewWwhe RBZ should consider how it can best
enhance focus on AML/CFT issues, for example, byirftpa team of examiners that checks

compliance with AML/CFT on an ongoing basis forsalpervised entities.

Some steps have been taken concerning guidance BURSML Guidelines are issued to
financial institutions and non-financial instituti® by the RBZ by virtue of powers conferred it
by sections 24 and 26 of the BUPSML Act, 2002. BREPSML Guidelines came into force on
1 April 2006 and are binding. They are also a statet of the minimum standards expected of
all financial and non-financial institutions. Th8R in the exercise of its supervisory duties will
monitor adherence to these Guidelines and failomméasure up to the standards contained in
these BUPSML Guidelines will be dealt with in lingth the appropriate penalties. It is a
criminal offence for financial institutions and réinancial institutions to fail to take measures
as contained in the BUPSML Guidelines to prevemirthinstitutions or the services their

institutions offer from being used to commit orf&ailitate the process of money laundering. The
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BUPSML Guidelines offer some guidance on the marwfereporting but this applies to
financial institutions and only some non-finandmstitutions. The BUPSML Guidelines also

contain notes on the detection of complex and ualusansaction reports.

DNFBPs are not equally supervised for AML/CFT. Md3NFBPs are accountable for
AML/CFT under the BUPSML Act, 2002 and BUPSML Guides, they include insurances,
legal practitioners, real estate agents, accoutatuck brokers, futures broker, gaming houses,
car dealers, jewellers, casinos and lotteriesd@msin precious metals and stones are designated
by the BUPSML Guidelines. The guidance seems t@reeature and ineffective since the
BUPSML Guidelines only came into force in April Z@nd reporting entities (both financial
institutions and DNFBPs) met by the assessment t&siad for additional and more sector-
specific guidance (particularly in the area of tiggies). Such guidance should be provided, as
should increased outreach to DNFBP sectors. Aadditly, the RBZ should enhance its general
and specific feedback concerning the status ofiquést STRs and the outcome of certain

specific cases.

Unauthorised MVTS providers are illegal, and Zimlvabhas detected some underground
banking. Regulated MVTS providers (banks) are suliethe FATF Recommendations, albeit
not adequately. This negatively impacts on thec#ffeness of AML/CFT measures in the
MVTS and other financial institution sectors. Zirblge should take steps to properly implement
Recommendations 5-7, 15 and 22, and SR VIl overBlle RBZ is responsible for monitoring
MVTS operators however there are concerns abouetfeetiveness of this supervision. The
RBZ should take immediate steps (including applysamctions if necessary) to correct these
problems.

Preventive Measures — Designated Non-Financial Bmesses and Professions

The following DNFBP are subject to AML/CFT obligatis: real estate agents, lawyers and other
independent legal professionals, auditors and antaats, auctioneering firms and commission
agents in connection with cash transactions anchpla@ps. Land-based casinos, trust/company
service providers (as a separate defined busimessry exist in Zimbabwe. All trust/company
services are handled by registered lawyers usieig tlesignation as a notary public. There is a

legal prohibition from other persons establishingrsbusinesses in Zimbabwe.
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AML/CFT obligations for Reporting FIS'DNFBPs arengeally not the same. Consequently, the
same serious deficiencies in the implementatioosustomer identification requirements (Rec.5)
exist; customer identification requirements and QfeGuirements for FIs have been implemented,
but reliable customer identification and full CDBguirements for DNFBPs have not. Zimbabwe
should correct these deficiencies as a matter iofifyr Dealers in precious metals/stones are
required to obtain a licence form the governmerZiaibabwe. They are required to maintain a
register on how much they produce. The registehéxked on a regular basis by the CID Gold
Squad and the Mineral Marketing Corporation of Zamlve. Failing to maintain balanced records
under The Gold Trade Act and the Precious StondeTAat is a prosecution offence. The dealers
in precious metals and stones are only legallyaxizibd to sell to the Government of Zimbabwe.
Occasional customer rules do not apply to lawyedependent legal professionals, real estate
agents, accountants or auditors since, due toateenof their work, they do not have occasional

customers.

In general, Reporting DNFBPs have not satisfagtamiplemented record keeping requirements.
Although Reporting DNFBPs are not allowed to essibhon-face-to-face business (customers
must physically appear at the Reporting DNFBP sraiggent/outsource for identification and

verification), there are some concerns about tfezfeness of this system in practice.

Reporting DNFBPs must monitor their accounts amantesuspicious activity to the supervisory
authority. Lawyers are obliged to report suspicidtensactions of any nature except for
privileged information. So far, there are no lavgyeaccountants, auditors and real estate agents
who have filed STRs. There are preliminary consaabout AML/CFT effectiveness because
most of the DNFBP sectors met during the on-sisé Yparticularly real estate agents, lawyers,
and dealers in precious metals/stones) had preenataasures in place to deal with AML/CFT.
While most DNFBPs are listed in the BUPSML Guidetiras Accountable Institutions, many
have not developed their own internal policies pratedures for dealing with AML/CFT. More
tailored and sector-specific AML/CFT guidance sliobé issued to the Reporting DNFBPs as

soon as possible to address these concerns.
Real estate agents, accountants and auditors rollsttively be licensed by an independent

authority in order to be authorised to carry ogitihusiness. An entity needs to supervise these

entities, issue guidance to them on an ad hoc laasisbe empowered to apply administrative

22



62.

63.

64.

65.

sanctions. This authority needs to conduct audita gearly basis. Furthermore law firms need

to be properly supervised by the Law Society far-ecompliance for AML/CFT compliance.

There ardand-based casinos in Zimbabwe and they are closglylated.

Legal Persons, Arrangements & Non-Profit Organistons

A number of publicly available registers contabmg information concerning the ownership and
control of Zimbabwe legal persons. All Zimbabweayde persons must register with the
Zimbabwe Registrar of Companies in terms of the Games Act, Chapter 24;03, which

provides all new companies with ID used to identifg legal person in all public business and
industry registers. Numerous other registers amcifipally associated to the Central Co-
ordinating Register and collect their informatiaonrh it. Although foreign companies are not
obligated to keep information on ownership and mdndvailable in Zimbabwe, any foreign

company conducting business in Zimbabwe must mgistthe Business Register. Private and
public limited companies must maintain a publiclsaidable shareholder register that includes

information about the legal control of the entity

Charitable organisations are obligated to registdr the Ministry of Public Service, Labour and

Social Welfare. They can operate bank account$eir torporate or legal name. Signatories
must be settlers or board of Trustees members. n\&haharitable organization is registered it is
then the registered name which is used officiallypusiness. If they are not legal entities they
are not allowed to operate. The RBZ specificallyisels reporting Fls that collection accounts
for charitable organisations should not be exempinfthe requirements to produce identity
documents. Zimbabwe has not reviewed its laws/ediguis relating to non-profit organisations

(NPOs) as required by Special Recommendation Vimbabwe should do so, and implement

appropriate CFT measures in this sector.

Zimbabwe law recognises the legal concept of st ton similar legal arrangements, including
trusts created in other countries. Zimbabwe lawykrsoccasionally handle trusts established
abroad. Zimbabwe reports that when doing so, they not subject to the full range of
AML/CFT obligations; and existing AML legislationamld benefit from being clarified in that

regard. Once Trusts are registered in Zimbabwe bbleepme legal entities.
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National and International Co-operation.

Zimbabwe has partially implemented the elementb@ienna, Palermo and Terrorist Financing
Conventions that are relevant to the FATF Recommugoms. Zimbabwe has partially
implemented the basic legal provisions of S/RES/{P#09), but should implement measures to
monitor or supervise for compliance with these megpents. Zimbabwe’s implementation of
S/RES/1373(2001) is inadequate, and should be iredro

On an operational level, the NECI is authoriseddebperate with other domestic supervisors, law
enforcement authorities and foreign supervisors AML/CFT. Several informal mechanisms,
including regular contact meetings and forums dighprove interagency co-operation between the
police, Prosecution Authority, customs and ZIMRAd aupervisors with regards to AML/CFT.
However, solid outcomes do not always seem totregthough a recent government action plan
sets out a strategy for enhanced co-operation amidination among all government bodies with
regards to the implementation of AML/CFT measurestual implementation of these
recommendations will be problematic if implementiiglL/CFT measures is not prioritised when
allocating budgetary resources to law enforcemerggeutorial authorities. Zimbabwe should
improve co-ordination, particularly at the openasiblevel and with regards to allocation of budget

and human resources.

Mutual legal assistance and extradition measumsyato money laundering since money
laundering is a criminal offence and both the CnahiMatters (Mutual Assistance) Act and the
Extradition Act provide that measures must be takgainst “any” criminal offence. However
since terrorist financing has not yet been crinime&l there is no scope for mutual legal
assistance or extradition. Zimbabwe can only redptmn both mutual legal assistance and
extradition requests regarding other serious offerand in the absence of an applicable treaty.

Mutual legal assistance is regulated by the Attpi@eneral’s Department of Zimbabwe.

Although in general, there are no legal or pratiitgediments to rendering assistance, provided
that both Zimbabwe and the requesting country aafige the conduct underlying the offence, the
application of dual criminality may create obstadie both mutual legal assistance and extradition
where the underlying offence relates to the follaypiypes of money laundering/terrorist financing
activity that have not been properly criminalisedZimbabwe: (i) conspiracy to commit money

laundering or terrorist financing outside of thentext of an organised criminal group; and
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(i) obtaining or collecting funds/assets to beduby a terrorist organisation/individual terrorist
where their use/intended use cannot be connectiedavspecific terrorist act. Zimbabwe should

take measures to address this problem, in pantidweproperly criminalising these activities.

Generally, mutual legal assistance requests areafded through the Attorney General's
Department. Zimbabwe reports that requests arengivierity; however, there are no statistics
concerning the length of processing times for eitimaitual legal assistance or extradition
requests. Duties of confidentiality do not impedatual legal assistance. Assistance can be
provided even where the offence is consideredviolie fiscal matters. A wide range of mutual
legal assistance can be provided, including corimgelivitness testimony, order the production
of documents and seizing evidence.

Where a foreign state (that is not a signatorjhto\ienna or Strasbourg Conventions) requests
Zimbabwe to execute a foreign freezing/seizing/smation order, Zimbabwe can only
recognise the order, but cannot give effect to itheut starting its own proceedings. A
procedure that requires a case to be made outebefdocal court on the basis of foreign
evidence is inherently less effective than one wl®mbabwe court satisfies itself that a foreign
court has made a freezing/seizing/confiscation mraed then simply gives effect to that order.
Zimbabwe should enhance the effectiveness of istesy by enacting legislation that would
clearly allow for confiscation in situations othi#an those covered by the Vienna Convention
and should consider enacting measures that woutnv ait to give effect to a foreign
freezing/seizing/confiscation order without the es=sity of starting its own domestic
proceedings. Although there are no special perntaregrangements for co-ordinating
seizure/confiscation actions with other countri@éishbabwe does co-ordinate on a case-to-case

basis. No asset forfeiture fund exists.

Zimbabwe is party to the following conventions tiglg to international co-operation:

" UN Convention on Psychotropic Substances Vienn@819

" UN Convention against Transnational Organized Cii&igned: 12 December 2000

" UN Convention against Corruption (Signed: 20 Faby2004)

" Africa Union Convention on Preventing and Combatlagruption (in process of being

prepared for signature)
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" Memorandum of Understanding on Anti-Money Laundgmvith members of ESAAMLG
(signed 1999)

. Southern African Regional Police Chiefs Cooperaf®ARPCCO] signed on 1 Oct 1997

. Memorandum of Understanding between FIIES and Fi@@Republic of South Africa

(signed February 2006) and Egypt.

Zimbabwe has not signed the International Convenfar the Suppression of Financing of
Terrorism.

Zimbabwe has not collated statistics on the nundferequests for mutual legal assistance,
extradition, freezing/seizing/confiscation and resg from foreign FIUs. Zimbabwe needs to
establish a register that provides these statigtidading those relating to the nature of mutual
legal assistance/extradition requests, whetherdahjgest was granted/refused, and how much

time was required to respond.

Zimbabwe law enforcement authorities are authorigedonduct investigations on behalf of
foreign counterparts. Information is exchangedwatreign counterparts on the condition that it
only be used for professional purposes, and isnmerde subject to disproportionate or unduly
restrictive conditions. Generally, the attitude Zifnbabwe law enforcement is to respond

rapidly to requests from co-operating agenciesathro

Under The Banking Act, 2001, RBZ may on a reciprdoasis exchange information on

supervisory matters whether based on a Memorandwndaerstanding or not, with supervisory
authorities in other countries. Under Section 46tlé Banking Act, 2001, RBZ Bank

Supervision Unit may enter into a MOU with foreigapervisory authorities setting out the
scope, procedures and further details for the exghaf information on a reciprocal basis. The
exchange of such information may include confid@ritiformation provided that the RBZ has
satisfied itself that the information submitted Ishemain confidential at the foreign supervisory

authority.
So far, no MOU has been entered into with any §presupervisors with regard to carrying out

any on-site inspections. It should be noted thtriational Banks conduct regular audits and

inspections on branches in Zimbabwe. The most te@uest that Zimbabwe has received
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relating to ML was at the beginning of 2006 frone tnited Kingdom involving a convicted
person, a Zimbabwean currently resident in the U6 was involved in fraudulently obtaining
student permits for students intending to studthen UK and using the proceeds from such acts
to purchase several assets in Bulawayo, ZimbabwmnUrequest being granted the UK
authorities managed to identify several of the props in Bulawayo and to record several
statements for purposes of supporting the forfei@pplication in the UK which is still to be

finalized.

The Attorney General’s Department has received osguest for assistance from non-
Commonwealth country, that being Brazil. The re¢wess for evidence gathering by Brazil in a
case involving a Nigerian National using a fake &tghn passport in Brazil. It was believed he
was in Zimbabwe at the time of the request. Unfuataly due to the nature of the request,
assistance could not be given. Requests for Mutegal Assistance have been denied because
there are no MOUs in place. The denials have nailed ML or FT cases to date. The below
chart reflects the statistics on mutual assistaremuests received from Commonwealth

Countries including extradition requests.

Year 2003 2004 2005 2006

Number of casg 0 4 3 4

Zimbabwe has received several requests for Mutwegal assistance from Commonwealth

countries and to date there has been no deniasagferation. However requests by Zimbabwe
to other countries have been returned with no tasgie given. Statistics on the number of cases
of Mutual Legal Requests received by the Attornegn&@al’s Office on suspected cases of

Money Laundering and Extradition are as follows.

Mutual Legal assistance requests2004 2005 2006

To Zimbabwe 3 1 2
From Zimbabwe 4 4 3
Total 7 5 5
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Extradition Requests| 2003 2004 2005 2006

To Zimbabwe 0 3 1 3
From Zimbabwe 1 1 0 1
Total 1 4 1 4
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MUTUAL EVALUATION REPORT

GENERAL

General information on The Republic of Zimbabwe

Zimbabwe’s struggle for independence from Britishler was realised in 1979 when UN
Sanctions and a guerrilla uprising finally led ted elections and independence in 1980. Robert
Gabriel Mugabe the nation’s first Prime Ministegshbeen the country’s President since 1987.

The capital of Zimbabwe is Harare.

Zimbabwe is landlocked and comprises a total afé290,580 sg km in which land constitutes
386670 sg km and water 2,910 sq km. Zimbabwe bsri#ozambique to the east (land
boundary 1,231 km), South Afri@25 km and Botswana (813 km) to the south and g¢ontbst

Zambia (land boundary 797 km) in which the ZambRizier forms a natural riverside boundary
between the two countries. Zimbabwe is divided Bipprovinces and 2 Metropolitan provinces.
The Provinces include Manicaland, Mashonaland @enilashonaland East, Mashonaland
West, Masvingo, Matabeleland North, Matabelelandt®&and Midlands. The two Metropolitan

provinces are Harare and Bulawayo.

The population is estimated at 12,236,805 with @avtir rate of 0.62%. Life expectancy is low
compared to developing countries in which the ayerage for males is 40.39 years and females
38.16 years. Ethnic groups are comprised of 98%gakf (Shona 82%, Ndebele 14%, other 2%),
mixed and Asian 1% and whites less than 1%. Hnglishe official language followed by Shona,
Sindeble and numerous other ethnic dialects. Felgiworship comprises syncretism (part
Christian, part indigenous beliefs) 50%, Christe&86, indigenous beliefs 24%, Muslim and 1%
other. Natural resources include coal, chromium asbestos, gold, nickel, copper, iron ore,

vanadium, lithium, tin, platinum group metals.

Zimbabwe’s government is described as a ParliaangBtemocracy. The current Chief of State and
Head of State and Government is President Robdtigbalugabe President (since December
1987), the Vice President Joseph Msika (since Dbeeni999) and Vice President, Joyce
Mujuru (since December 2004), the Cabinet is appditby the president; responsible to the

House of Assembly. Elections involve presidentiahdidates nominated with a nomination
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paper signed by at least 10 registered voterseédt lone from each province) and elected by
popular vote for a six-year term; election lastdhet11l March 2002 (next to be held March

2008); co-vice presidents are appointed by theigeas

The legislature in Zimbabwe consists of the loweude, the house of Assembly (Parliament)
and the upper house (the Senate). The lower heus@ade up of one hundred and fifty (150)
members of Parliament. One hundred and twenty)(@20elected directly through proportional
representation whilst the other thirty (30) are magp of ten Chiefs, eight (8) Provincial
Governors and ten (10) other non-constituency mesnipall the thirty (30) are appointed by the
State President). The lower house debates anépésgislation pending its approval in the
Senate. The upper house consists of sixty-six §&#lators, Fifty (50) are directly elected, six
(6) are Chiefs and ten (10) are appointed by tlesi@ent. The Senate approves legislation from
the lower house. Both houses work through a coremitystem. The lower house has a
Politician as a Speaker of Parliament who is theelChdministrator. The speaker is elected by
members of Parliament and is deputized by a Defpgaker also elected by Parliament. The

Senate is presided over by a President of Senate.

Political parties and leaders include Zimbabwe @&n National Union-Patriotic Front or ZANU-
PF [Robert Gabriel Mugabe]; the Movement for Dematicr Change or MDC [Morgan
Tsvangiral]; United Parties [Abel Muzorewa]; Uniteldeople's Party [Daniel Shumba];
Zimbabwe African National Union-Ndonga or ZANU-Ndgn [Wilson Kumbula]; Zimbabwe
African Peoples Union or ZAPU [Agrippa Madlela].

The legal system is a mixture of Roman-Dutch angdlieim Common Law and the Judicial branch
comprises a Supreme Court, High Court, Courts gbeap and District Courts. The process of
developing a bill involves the sponsoring Ministiy provide a layman’s draft of proposed
legislation. Public awareness campaigns are laghtthget public input. The layman’s draft is sent
to the Ministry of Justice draftsmen who will comp with a bill which goes to the Cabinet
committee on legislation. Once the Cabinet conaitin legislation has approved the bill it is
gazetted and taken to Parliament for three (3)imgad If it is approved by the parliament it vt

to the Senate for final approval before it goah#oPresident for signing into law.

Zimbabwean currency is the Zimbabwean Dollar ($ZWDhe exchange rate for Zimbabwean
dollars per US dollar fell from 24 Zimbabwean dddlper US dollar in 1998 to 96,000 in mid-
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January 2006. During recent years the countryexgerienced hyperinflation ranging from
1200% through 1500% per year.

Industries include mining (coal, gold, platinumpper, nickel, tin, clay, numerous metallic and
non-metallic ores), steel; wood products, cemehngnucals, fertilizer, clothing and footwear,
foodstuffs, beverages. Agricultural products ideucorn, cotton, tobacco, wheat, coffee,
sugarcane, peanuts; sheep, goats, pigs. GDP gsimghpower parity) is $28.37 billion (2005
est.), the GDP (official exchange rate) is $3.2libh (2005 est.) GDP - real growth rate is -7%
(2005 est.). The GDP - composition by sector igcafjure: 17.9%, industry: 24.3%, services:
57.9% (2005 est.) Labour force, 3.94 million (2@&3%.) The national budget states revenues at
$1.409 billion and expenditure at $1.905 billiom;luding capital expenditures of Z$ (2005 est.)

Inflation rate (consumer pricesy85% official data; private sector estimates arehmhbigher
(yearend 2005 est.). Exports are $1.644 billianbf. (2005 est.) and include cotton, tobacco,
gold, ferroalloys, textiles/clothing to South Afic31.5%, Switzerland 7.4%, UK 7.3%, China
6.1%, Germany 4.3% (2004). Imports are $2.05%hill.0.b. (2005 est.) and include machinery
and transport equipment, other manufactures, clasniduels from South Africa 46.9%,
Botswana 3.6%, UK. 3.4% (2004)

Zimbabwe membership of regional and internationganizations includes African Union,
COMESA, ESAAMLG, FAO, G-15, G-77, IAEA, IBRD, ICAOICCt (signatory), ICFTU,
ICRM, IDA, IFAD, IFC, IFRCS, ILO, IMF, IMO, Interpb IOC, IOM, IPU, ISO, ITU, MIGA,
NAM, OPCW, PCA, SADC, UN, UNCTAD, UNESCO, UNIDO, UWWS, UPU, WCL, WCO,
WFTU, WHO, WIPO, WMO, , WTO.

The unemployment rate stands at 80% (2005 esth) midre than two-thirds of the population
living below the poverty line. The government dfmbabwe faces a wide variety of difficult
economic problems as it struggles with a largeafiskeficit, an overvalued exchange rate, and
soaring inflation. The official annual inflatioate rose from 32% in 1998, to 133% at the end of

2004, and 585% at the end of 2005, although prisatéor estimates put the figure much higher.
All case documents of public administrations ardligy unless an exception is made by or

pursuant to statutélhe official Secrets Act makes releases of cerfaiblic documents for

stipulated periods unlawful.
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1.2 General Situation of Money Laundering and Financingof Terrorism®

93. In general, serious crime in Zimbabwe has beenachenised by the following general trends:
various violations of exchange control rules, ugdaund banking, cross border crime, organised
syndicates both domestic and international, andeased co-operation between criminal
networks and links with legal business activityutdeg in serious corruption and bribery. The
most common types of crimes considered to be therrmaurce of illegal proceeds in Zimbabwe
are:

" Drug trafficking;

" lllegal trade and smuggling of precious mineralstats and stones;

" Parallel market activities involving foreign curognand commodities by individuals and
companies;

" Corruption in particular practices in the fuel isthy involving both private and public
institutions;

" Misrepresentation of quality, nature and valuexqicets

" Armed robbery and theft of motor vehicles and stalehicle re-registration.

94. Drug trafficking in Zimbabwe is characterized by tthomestic use of African cannabis and some
harder drugs such as heroin and cocaine and ftihe dfallicit drugs in which Zimbabwe is used
as a transhipment country for cannabis and SouégmAgeroin, mandrax and methamphetamines
destined for the South African and European markE€here is a limited drug problem in
Zimbabwe. Armed Robbery seems to be increasing Withaccused armed robberies in the first
half of 2006. Instances of theft of motor vehicée®l stolen vehicle re-registration appear to be

at a very significant level with 329 persons acdusalf way though 2006.

95. Parallel banking operations also pose a problem,iristance underground banking which
appears to be gaining momentum and is used by malnsyndicates to launder their funds.
Hawala activities have been observed. Value temasire made where a foreign resident banks
money in the account overseas and then faxes atodpg local Hawala who then pays out local
currency to the local beneficiary. Funds can alsodmitted locally by way of importing fuel by

Zimbabwe nationals. Trading in precious mineralstais and stones is not properly regulated or

® The information in this section was provided bynBabwe and was not evaluated by the assessors.
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supervised for AML/CFT purposes and also provideseans of moving proceeds of crime.
Smuggling of stones and gold is easy to carry &edbiorder posts have been alerted of the
increase in smuggling these items.. Violations li# Exchange Control Act extend to false
declaration and trade in foreign currency, as &elldishonest exporters providing commission
deductions above the standard 7.5% limit withoubrpauthority of the Exchange Control to
justify the commission payments. Trading actigtie the form of exports and imports involve
externalizing funds through the source of high gatxports in the country in which they are
resident, for one off export to the proposed dasithm. Imports are overstated in order to
facilitate the laundering of funds by payment of&ss amounts into trust accounts. There are
also problems regarding illegal immigrants enteridgnbabwe, in particular immigrants
avoiding prosecution in neighbouring countries. Hadice and Ministry of Home Affairs are
working together to treat each illegal immigrantaonase by case basis. Human trafficking has
also been identified, however the number of casdésw and lack of reporting makes it difficult
to ascertain the extent of this crime.

In Zimbabwe, money seems to be laundered primtripugh the banking system, underground
banking networks, and through the purchase of @séssets purchased can later be sold and the
proceeds laundered through the banking systemREad Estate industry and services provided
by Lawyers are vulnerable to money launderers siheg have not implemented an effective
AML/CFT regime and appear to be used as a vehiclaunder proceeds of crime. For instance
in the Real Estate industry attention appears tgiveEn to transactions which have declared and
paid tax on either the purchase or sale of a ptppés long as the individual has shown
payment of tax, property that is undervalued oeraltively over-valued draws little attention

from the authorities.

In the last 10 years, Zimbabwe has seen an inciags®fit-motivated crime (especially drug-
related and economic crime). Economic crimes, dlicly various types of foreign exchange
violations, underground banking and fraud agait& $tate or against public and private
business entities have increased. All these crianessubject to money laundering. They are
however not mentioned as predicate offences forapdaundering in any of the legislation. To-

date there have been three convictions for moneydiering and none for terrorist financing.
Zimbabwe at the highest level has taken actionnagaiinisters and Financial Institutions for

unscrupulous activities. Time Bank’s directors weretrial for fraud involving Z440 billion
($4,446,916.00 USD). Time Bank did collapse and placed under curatorship in 2004. The
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Office of the Attorney General is said to be comsidg bringing criminal charges against the
directors, shareholders for their role in the Bandollapse, acts of fraud and externalisation of
foreign currency. Time Bank and the RBZ are rembttebe pursuing various options to resolve
its disputes which include mismanagement of US1liamicredit facility extended to Time
Bank by PTA in 2000 (Time Bank attributes its fing crisis to this action taken by the RBZ)
as well as Time Bank’s challenge of its placemerden curatorship. When Time Bank failed

in 2004, the institution was placed under the manant of a curator. The Reserve Bank took
the necessary supervisory actions and has sinalteh the license after determining that the
institution was no longer in condition to resumesigtions. Time Bank depositors have since
been paid. The police and prosecution are chargtd evaluating criminal acts and possible

charges in this matter.

The authorities are not aware of the existencengftarrorist financing activities in Zimbabwe.
In the future, the authorities anticipate more ¢emnin the form of increased cooperation

between neighbouring countries.

There are statistics available concerning the éxibarganised crime within Zimbabwe. In most
cases, these organisations are led by criminalsliwband operate abroad, while co-operating
with criminals or criminal groups in Zimbabwe. This especially true for crimes related to

smuggling and dealing in drugs and illegal commeslit

Zimbabwe maintains criminal statistics on typesfiénces. Zimbabwe does not encourage or
maintain statistics based on race. However, mesnbesome ethnic groups do dominate in
certain types of serious crime, such as smugglirtyugs and trafficking in human beings. Their
ethnic background makes it highly probable that esoofi the illegal proceeds are being
transferred out of Zimbabwe through a traditiorehittance system or by cash couriers. Non-
ethnic Zimbabwe's (such as immigrants, asylum-sesiefugees) are represented in about 30 %

of the suspicious transaction reports (STRs) reckiv

The globalisation of economies has made it easierirfternational criminal organisations
operating towards and inside Zimbabwe to chanreét thegal financial gains out of reach of the
national authorities in the country where the cerhave been committed towards safe havens
abroad. Zimbabwe states that it has reason tevgethat a larger proportion of the illicit gains

are transferred to accounts located outside of Zbwe. This may occur through private cash
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intensive companies, and then onwards through athepanies within Zimbabwe and abroad

by means of fictitious invoicing, fictitious loamg@ements, transfer pricing and other means.

103. The criminal investigation department of the ZimlvabRepublic Police has investigated major
criminal offences and the charts below give a bréakn of crime for 2006 and also a break
down of statistics for Drug trafficking and monewhdering for 2003-2006.
NUMBER OF SERIOUS OFFENCES IN ZIMBABWE FOR 2006
Type of Offence No. of Accused | Sentence Total Ecaniz Loss
Drug Trafficking 50 Between 1-9 years $35,198,86%0VD
Externalisation 67 Fines between $300 - $381 $69000000.00
(Exchange Control) million ZAR1035 119.00
USD21 642 038.00
EUR150100.00
GBP 9234.00
Fraud 455 Between 3 months to 20 year$751 085 831.65 ZWD
plus fines
Precious Minerals 2 Custodial and fines $24 7333BZWD
Armed Robbery 103 Between 3 months — 20 yegrs $8U6on ZWD
Robbery Motor 329 Between 3 months — 20 years $27 507 950 00000
Vehicles ZWD
Number of Serious Offences from 2003 to 2005
Type of Offence 2003 2004 2005 2006
Drug Trafficking 2 1 3 3
Money Laundering 0 0 2 2
104. The current Situation of Money Laundering in Zimbvahis described as follows:
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" Drug trafficking continues to pose a serious thesgtecially in view of the slight move
from softer drugs to harder drugs. Policing of ploents of entry by enforcement agencies
needs to be enhanced to make it more difficultfogs to get into the country. However,
since last year, several Zimbabwe nationals haea herested in foreign countries such as
South Africa, the UK and Thailand on charges ofgdrafficking.

. Proceeds generated from parallel market operaéippsars to have increased with the
scarcity of foreign exchange. With more enforcensart policing of the country’s main
points of entry and exit, several individuals fodade illegally dealing in foreign
exchange were arrested and court cases brouginisagfam. Some of the cases have
ended with the proceeds being forfeited to theestat

" Since April 2004 the FIIES Unit has received altof201 Suspicious Transactions
Reports. 196 STRs were received from bankingtutgins, 4 STRs from Insurance
companies and 1 STR from the whistle blower ceeist of these transactions were in
the form of large cash withdrawals, large cash diégpand electronic transfers. This is
mainly due to the fact that Zimbabwe’s economyigély cash based as evidenced by
most transactions being settled in cash.

. Other designated DNFBPs for instance real estaeags, accountants and other
corporate vehicles such as accounting firms anditaws have not been forthcoming in
complying with the need to report STRs. This talaited to lack of awareness and
adequate training on their role in the fight agameney laundering and terrorist
financing. The Law Society differs in principletivthe FIIES requirement on client
confidentiality. The matter before the Supreme €and both parties to negotiate a

solution to the issue.

Number of Suspicious Transactions Cases Reported FKIES and Referred to Police

Number of Cases Reported Number Referred to Police
Since 2004 201 103
Total 201
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Ways in which Money is Laundered in Zimbabwe:

105.

In Zimbabwe, money seems to be laundered prim#riiyugh the banking system, underground
banking system and through the purchase of as&s$gts purchased can later be sold and the
proceeds laundered through the banking system.egQaestly this has increased the awareness

among banks’ staff particularly with respect toritiiying and reporting suspicious transactions.

Types of Institutions Used to Launder Funds:

106.

107.

108.

1.3

109.

110.

The principal institutions utilized by money laungies in Zimbabwe would tend to be financial
institutions. However, the insurance industry isoaprone to be utilized by money launderers.

Insurance Sector is not aware of any money laungearccurring within the industry.

Traders in Precious Minerals, Metals and Stonesjn®ga, Real Estate Agents, Accountants and

Lawyers are also vulnerable to being utilized mnkerers.

The authorities are not aware of the existencengftarrorist financing activities in Zimbabwe.
In the future, the authorities anticipate more demnin the form of increased cooperation

between regional neighbouring countries.

Overview of the Financial Sector and DNFBP
Overview of the Financial Institutions sectors

The following types of financial institutions arathorised to operate in Zimbabwe: commercial
banks (14) to include Agricultural Development Baok Zimbabwe, Barclays Bank of
Zimbabwe Limited, Commercial Bank of Zimbabwe Lied{ FBC Bank Limited, Intermarket
Banking Corporation, Kingdom Bank Limited, MBCA Harimited, Metropolitan Bank of
Zimbabwe Limited, NMB Bank Limited, Stanbic Banknzhabwe Limited, Standard Chartered
Bank Zimbabwe Limited, Zimbabwe Allied Banking GmpuzZimbabwe Banking Corporation
Limited, and CFX Bank.

Merchant Banks (5) include African Banking CorparatLimited, Genesis Investment Bank

Limited, InterFin Merchant Bank, Premier Banking Corporation, andhd&sance Merchant
Bank. Finance houses (3) include ABC Asset Finaniaestfin (Private) Limited, ZDB
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Financial Services Limited. Discount houses (&)lude ABC Securities Limited, Discount
Company of Zimbabwe Limited, Highveld Financial Bees Limited, Intermarket Discount
House Limited, National Discount House Limited aneirad Securities Limited. Building
societies (4) include Beverley Building Society,n@al Africa Building Society, FBC Building
Society, and Intermarket Building Societoney Transfer Agents (MTA) including Western

Union and Banks operating in Zimbabwe as MTAs.

Commercial banks, accepting houses, discount hasgdinance houses are registered under
the Banking Act, 2001 and are supervised by the RBahey transfer agencies are created by a
statutory instrument to cater for Zimbabweans i@ Biaspora to facilitate home remittances.
Money transfer agencies must be insured, havecsifi liquidity and must have a foreign
partner duly licensed in the home country. Westénion and wire transfers are dealt with the
Exchange Control Division of the RBZ. Weekly forex remitted to the RBZ and agency
receives the equivalent in local currency, the ageis not permitted to remit it outwards.
Building Societies are registered in terms of theldng Societies Ac{Chapter 24:02] and
are supervised by The Reserve Bank of Zimbabee Post Office Savings Bank (Now
known as the Peoples own Savings Bank) is alscodméd to operate under the Post Office

Savings Bank Act [Chapter 24:10] and is supervised@he Reserve Bank of Zimbabwe

Zimbabwe has a Bankers Association (currently elgary the Chief Executive of Stanbic Bank
of Zimbabwe) of which all financial institutionseamembers and are required to abide by a code
of conduct. The chair of the Banker’'s Associatinformed the evaluation team that money
laundering is a complex issue and requires dedichteman resources to deal with ML/FT
compliance. The Banker's Association has not célsefooked at the vulnerability of Trust
Accounts though it is expected that if there isr@abh that Banks are supposed to inform the
Banker's Association of any unscrupulous activitidati-money laundering has been made a
core function in managing Banks and is part of aektrol measures. Members are required to
produce a quarterly report to the board on areaisttiey are required to comply. There have
been some internal measures provided by the Baisssciation such as awareness training to
sensitize its members with the current legislationl financial guidelines on identification of
suspicious transactions and reporting procedurke. Association expresses dissuasive action
for errant members who show poor compliance by sdisaiating themselves from such

institutions. Moral suasion is the method usedrtsure compliance.

38



113.

114.

115.

116.

Banks are required to open accounts at their bemnand take client’s information Know your
Customer (KYC). KYC is done first before any mongwccepted for deposit such as sources of
funds, if an individual is from the company who dhe directors, addresses and previous
Bankers. Currently KYC is done manually. All bantonduct full Customer Due Diligence
CDD on clients and seek an opinion from the FinainCiearance Bureau. In particular the two
banks interviewed Stanbic Bank Zimbabwe and Kingdank of Zimbabwe have adopted full
CDD for all clients.

The major role of Banking Supervision is to supsevibanks and financial institutions as
provided under the Banking Act, 2001. There ared@liries issued by the RBZ to Banks and
financial institutions on the required complianddey include Know Your Customers (KYC)
under the due diligence and record keeping req@nésnto maintain records for six years.
Banking Supervision does on site inspection for FACbmpliance, check on the Bank policy
and Internal Audit report. During on site inspeotim checklists specifically tailored AML/CFT
are used in the event any deficiencies are fouadkiBg Supervision provides to the Fl itemized
instructions to be followed. Banking Supervisiomdocts target inspections one to two a year.
During on site visits, inspectors team up with eigef various knowledge such as legal
professionals people and compliance officers. Iistnoases accounts are open face to face and
the appropriate documentation for customer ID avengieted. Every Zimbabwean has an
identity document and when an application is mé&ie document must be provided. There are
no particular training programmes on ML and FT heevesensitization has been conducted on

these issues.

Banking Supervision does not issue guidelines arkipg relationships established with other
Banks (corresponding banking) since they are tasea business decision. Where the Bank in
Zimbabwe operates in other countries there are Manaa of Understanding (MOU) entered
between the supervising banks of the countries eroied. Subsidiary Branches (outside

Zimbabwe) are supervised by Banking SupervisiomeBtision is actually done onsite.

Both the BUPSML Act, 2002 and the BUPSML Guidelimefer to the treatment of Politically
Exposed Persons (PEPs) with regards to enhancediililyence. In particular the Guidelines
under Section 11 provides individuals holding impot positions and with persons or
companies clearly related to them may expose a bardash dealer to significant reputation

and/or legal risks. Such PEPs are individuals wieoaa have been entrusted with prominent
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public functions, including heads of state or of government, seniofitipians, senior
government, judicial or military officials, seniexecutives of publicly owned corporations and
important political party officials. The possibyliexists that such persons may abuse their public
powers for their own illicit enrichment through theceipt of bribes, embezzlement. Accepting

and managing funds from corrupt PEPs is tantammmumioney-laundering

The BUPSML Act, 2002 and BUPSML Guidelines (unddéauSes 13 and 15) provide for a
Money Laundering Reporting Officer (MLRO) and stathat banks and cash dealers should
ensure a MLRO is appointed. In the absence of a ®ILR® member of the Internal Audit
Department of the bank or cash dealer perform titeesl of the MLRO as thisvill create a

conflict of interest. However any person in a mamagnt position can play the role of a MLRO.

The MLRO is endowed with a significant degree afpansibility and independence. He/she is
required to determine whether the information dreotmatters contained in the transaction
report he/she has received give rise to knowledgee@sonable suspicion that a customer is
engaged in money laundering or the financing abtesm. There is an obligation on all staff to
report in writing to the MLRO suspicious activity money laundering and terrorist financing.
Records of all internal reports made to the Monewrdering Reporting Officer and also all
reports made by the MLRO to the FIIES are retaiimedh period of not less than 10 years after

the date of reporting.

Pension funds, life and non-life insurance serviaes offered in Zimbabwe and are registered
under the Insurance Act (Chapter 24.07), and gpersised by the Ministry of Finance. In the
Insurance industry there is a limitation of moneynang in and cash is not accepted unless it is
deposited through a Bank. Zimbabwe has a systephaite that monitors life cover so that an
individual does not take out policies in severaksurance companies for him/herself. The
Pension Assaciation is an umbrella body for Pengionls; its purpose is to update its members
on any developments that are likely to affect pgmgunds. The Pension Association does not
regulate the pension funds but the Ministry of Rteunder the Registrar of pension funds. The
conditions for registration require payment by eoypts of 7.5 per cent of the employees
income and pension funds once registered can ndtsselved unless by the permission of the
regulator. Under the Pension and Provident Fund i\é$ a criminal offence if the employer
does not submit the contribution within the prdsed time. Pension Funds have limitation of

borrowing by the employer. In every pension funeréhis board of Trustees who are entrusted
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with the money and make decisions on how the maagybe invested. The board of trustees
comprises employer and employee representativeseTére rules that govern administrative
issues on the pension funds such as code of conbddattprovides for ethical requirements.
Regulations covering Pension fund management anedfin the Pension and Provident Funds
Act.

One of the companies visited by the Mutual Evabrafieam was ZIMNAT which is a company
dealing with life and asset insurance. Produdis dine offered include individual life insurance
(till death or endowment for fixed period), GroufeLinsurance (in the event of death or lump
sum paid to survivors), corporate insurance, netinet arrangement, group life assurance
arrangement, pension funds, and funeral arrangengtrs is a minor product). ZIMNAT has
taken ML issues seriously and appointed a compdiasflicer to perform the functions of a
MLRO. ZIMNAT also recognizes legislation and instrents prohibiting ML activities such as
the BUPSML Act and the BUPSML Guidelines. Montingports are provided to the RBZ and
to the Audit and Risk Management Committee. Quigrteports are provided to the Board'’s
Audit Committee. Full KYC and CDD rules are appletien establishing a relationship. For
account opening, all clients particularly investars required to disclose source of funds and
provide ID and proof of residence that should netnore than three months old. ZIMNAT
seeks to verify identification both residential dngsiness by verifying addresses on utility bills,
articles, and registration certificates. Contriboi/premium payments must be within the
contracted amount and payments must be made thiaudh, cash payments directly made to
ZIMNAT are not permitted. ZIMNAT have in place admof professional conduct. There is an
internal audit that identifies any transaction thatsuspicious and gives a report thereof.
Suspicious transactions or behaviour is red flagggda number of factors to include: staff
financial behaviour, cashbooks with unexplainedhense accounts, lack of justification for the
cover that one wants to take and affordabilitytfa cover, or invalid limit that one invests as a
lump sum in an annuity or retirement scheme. PE@sl@alt equally to other individuals based
on laws, rules and regulations governing Insuraindestry. ZIMNAT does not do business
electronically, however it has its website wherkevant information can be obtained by the
public. ZIMNAT have a cooperative relationship witle RBZ and FIIES on ML issues.

In the retail environment, account holders can malkehases in street shops, restaurants and

service stations. E-gold users can also send eiveenoney through their e-gold account, or

deposit and withdraw cash (as e-money can be reztbdar real money). Mobile e-cash is
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funded by the user from his/her bank account oreegiving a payment from another user, and
is stored in an extra electronic account availdbiethe customer at any time, anywhere. The
mobile e-cash is linked to the user's mobile phwmaber, but the transactions are not charged to
the person’'s mobile phone bill. Instead, it is aéeld electronically from the separate account.
After e-money has been purchased and stored indées e-money account, the user's mobile

phone can serve the same function as traditiongthpat forms such as payment cards or cash.

122. The following chart sets out the types of finandmetitutions that are authorised to carry out the

financial activities that are listed in the Glogsaf the FATF 40 Recommendations.

TYPES OF FINANCIAL INSTITUTIONS AUTHORISED TO CARRY OUT FINANCIAL ACTIVITIES LISTED IN THE
GLOSSARY OF THE FATF 40 RECOMMENDATIONS

Type of financial activity Type of financial institution that is authorised to perform

(See the Glossary of the 40 Recommendations) this activity in Zimbabwe®

Acceptance of deposits and other repayable funds from | Banks
the public (including private banking)

Lending (including consumer credit; mortgage credit; | Banks, finance companies, insurance companies, investment
factoring, with or without recourse; and finance of | firms (purchase of securities).
commercial transactions (including forfeiting))

Financial leasing (other than financial leasing | Banks, Finance Companies

arrangements in relation to consumer products)

The transfer of money or value (including financial activity | Domestic: Bank, Finance Companies

in both the formal or informal sector (e.g. alternative | Ajternative Remittance Not Requlated

remittance activity), but not including any natural or legal (The activities of financial institutions are regulated as

person that provides financial institutions solely with indicated above).

message or other support systems for transmitting funds)
Cross-border:
Banks, finance companies.

Alternative Remittance Not Regulated

Issuing and managing means of payment (e.g. credit and | Banks, finance companies, e-money issuers
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debit cards, cheques, traveller's cheques, money orders

and bankers' drafts, electronic money)

Financial guarantees and commitments Banks, finance companies

Trading in: (a) Banks and investment firms (intermediaries)

(a) money market instruments (cheques, bills, CDs, | (b) Banks and investment firms (intermediaries)

derivatives etc.); (c) Banks and investment firms (intermediaries)
(b) foreign exchange; (d) Investment firms (intermediaries)
(c) exchange, interest rate and index instruments; (e) Not regulated

(d) transferable securities;

(e) commodity futures trading

Participation in securities issues and the provision of | Investment firms, banks with an authorisation to provide

financial services related to such issues investment services.

Individual and collective portfolio management Individual portfolio management: Investment firms and

management companies for securities funds

Collective portfolio management: Management companies for

securities funds.

Safekeeping and administration of cash or liquid securities | Banks and investment firms
on behalf of other persons

Otherwise investing, administering or managing funds or | Banks, Insurance, Brokers

money on behalf of other persons

Underwriting and placement of life insurance and other | Life-Insurance Companies
investment related insurance (including insurance
undertakings and to insurance intermediaries (agents and

brokers))

Money and currency changing Banks

Overview of the Non-Financial Businesses and Prafiems sectors

123. The following types of non-financial businesses gmdfessions operate in Zimbabwe: real

estate agents, accountants, legal practitionerd, dealers in precious metals and stones.

43



124,

125.

Lotteries, casinos (including Internet casinos)rafeein Zimbabwe. Zimbabwe citizens may
gamble on Internet casinos that are operated froseraer located in another country, and
Zimbabwe may offer such a service in Zimbabwe framside Zimbabwe. Most DNFBPs are
required by legislation to engage in AML/CFT measur Under Section 2(1) of the BUPSML

Act, 2002, a financial institution, other than RBZ includes:

" A person registered as an insurer in terms ofrieerince ActChapter 24:07].

" A person registered as a legal practitioner in seofrthe Legal Practitioners AdChapter
27:07].

" A person registered as a public accountant in tedfrtise Public Accountants and Auditors
Act [Chapter 27:12].

" A person registered as an estate agent in terthe dstate Agents AcChapter 27:05].

" A cash dealer.

" A moneylender in terms of the Money Laundering Ratieinterest Act, [Chapter 14:14].

" A pension fund registered in terms of the PensiahRrovident Funds AcChapter
24:09].

. A person carrying on the business of import/export.

. A person carrying on the business as a manageusteé of a unit trust or other collective
investment scheme in terms of the Collective Inwestt Schemes Act, [Chapter 24:19].

] A person, other than a financial institution, wlasries on the business, whether formally

or informally, of providing money transmission sees.

Lawyers and auditors normally provide trust and pany services. Trust and company services

providers are not recognised as separate businesses

The types of legal persons existing in Zimbabwe: dirited companies, public limited

companies (shareholders have limited liability)neal partnerships, general partnerships with
shared liability (partners have unlimited liabi)itlimited partnerships (some partners have
unlimited liability, others have limited liability)house building co-operatives, housing co-
operatives, co-operative societies, foundationginga banks and associations. All have legal
persona. Foreign legal entities are not prohibftech having their main seat in Zimbabwe or

from conducting business in Zimbabwe.
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Casinos:

126.

Casinos operate in Zimbabwe and are establisheeruhd Lotteries and Gaming Act, 2000.
The registrar of Casinos falls under the Ministfy\Home Affairs. The Casino Board comprises
9 members who report to the Minister of Home ABaifThere are 2 casinos in Kariba, 2 in
Victoria Falls, and 2 in Mutare. Onsite casinoséapplied surveillance equipment and cash
points are properly secured, Casinos are covereaddbBUPSML Act, 2002 and the Guidelines
as being accountable for AML/CFT. Assessment of gl@ance provides for 2 visits annually.
There are only 3 inspectors who conduct these steseds and a further two more inspectors are
required. Inspectors are trained mainly in Soutlric&f on machine operations, Internet
gambling, surveillance, money laundering and on hmwonduct checks. Onsite inspections for
compliance are conducted once every six monthibydgulator with assistance of the police.
For an individual to apply for a casino licence #rry rules include: submission of building
plans, ownership of a at least a 50 room hoteisfaatory police background check, adequate
funding/capital to operate, satisfactory physicabiection check of the premises, and completed
quarterly returns on revenues, levies paid, tac@ses/disputes handled etc. Before purchasing a
locket, a purchaser is not required to ID him/hiér€eDD is not fully applied to gambling and
there is no limit on the purchase or surrenderobiens as yet. The regulator needs to be
sensitized as to the commissions responsibilitsetpulate casinos in relation to AML/CFT. At
times the police have been required to investitfadecasinos for mistreating of employees by
employers, and the cheating of customers. The @sdmave not forwarded any suspicious
transactions to the FIIES. Lotteries are registeneder the Lotteries and Gaming Act, 2000 and
include Lotto, Scratch card and Ticketinbhere are in Zimbabwe a National lotto and the

National lotteries, Nyanga Casino, Caribbean Bagiiga Kingdom Hotel Victoria Falls Casino.

Real Estate Agents:

127.

Real estate agents are registered under the BEitpmts Act (Chapter 27.05). Real estate
services are also provided by lawyers who have igeol security for real estate agency and
housing co-operatives that are in the businessaldning co-operative flats. Real estate agents
are licensed and supervised by the Real Estate c&g€puncil (a statutory body) established
under the Justice Ministry. The Council has sixmhers of whom three are professionals.
Disciplinary action can be taken by the Council ebhincludes cautions, deregistration, non-

renewal of license for a year, fines and non-reteshent. Operations are guided by the law
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especially how funds move between agent and clidments must be qualified to be licensed
and practice. Requirements include trust accofmtsdeposits and withdrawals, appointed
auditors, and audits to be conducted annually.i@e&d of the Real Estate Act provides for the
control and operation of a trust account. Onceral@ase has been made money received by the
real estate brokers is deposited into a trust atcolKYC is observed when the money is
received since the account opened by Real Estaketsr must have a name and identification to
support the name of the account. The trust accamtaudited by auditors to check if there are
problems such as an overdraft or any suspicioumsaciion. All transactions made under real
estate are taxed and are allocated a tax numberssdifficult to conduct a business transaction
out of the system. It appeared from the intervigvet as long as tax is paid on the purchase or
sale of property little attention is drawn to thanisaction of the sale. This provides a loophole
for unscrupulous activity in which the value of pesty can be manipulated and used as a means
to launder money. Real Estate Agents are designateer the BUPSML Act and Guidelines as
accountable for AML/CFT.

Dealers in Precious Metals and Dealers in Precids®nes:

128.

In Zimbabwe for a person to deal in gold and offrecious metals and stones he must obtain a
license that is issued by the Minister for Mindss lan offence to possess gold without a license.
Entry rules include a background check on appbecatnd a criminal record check for dealers
and mining. The CID Specialised Gold Unit was leigdhed in 1980 is focused on preventing
gold and other minerals from being smuggled ouZioibabwe. The units are stationed in
Harare, Bulawayo, Kwekwe, Gwanda, Kadoma and Zvisha. The CID is not yet fully
computerized. Dealers are covered under the BUP8Mbtland are mentioned in the BUPSML

Guidelines as being accountable for AML/CFT.

Stock Exchange:

129.

Zimbabwe’'s Stock Exchange was founded in 1896 aawl pvoperly established under the Stock
Exchange Act, 1974The requirements for registration for individaald corporate membership

is provided for under the Stock Exchange Chart€he Stock Exchange is managed by the
Committee that reports to the Ministry of FinandeSecurities Commission has recently been
established under the Act but requires fundingetdumctional and awareness raising sessions on
AML/CFT. The Stock Exchange has a Charter thawiges as a code of conduct for its
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130.

members. The Charter also provides for the registraand listing companies. The Stock
Exchange market capitalization has US 4 Billionlasl There are 17 registered Stock Brokers
and there are 80 listed companies in the Stock &gl market. The Stock Exchange is self
regulatory and it provides monthly reports. Theorégovers capital adequacy, risk management
and structure of their business operation. Ea@ntls required to sign a mandatory form
providing all details and relevant information astpof the Stock Exchange KYC policy. The
Stock Exchange doesn’t accept cash payments; wthgrats are required to go through a bank
and normally payment is settled after seven (7)sdfy institutional investors. On the
settlement date the payment is done through bangyrsgem and there are no third party
payments. The Stock Exchange provides for the hntpmeturns that require companies to
report on their income statement and balance shemster to broker open position and broker to
client open position. Investments comprise of 90@stifutional investors (mostly fund

managers), 8% individuals, and 2% foreigners.

The Stock Exchange is aware of the guidelines onemdaundering that have been issued by
RBZ (the BUPSML Guidelines) but they have not offily implemented them. There are
sanctions in case a member defaults as they casubpended or deregistered from the
registration. Some progress has been made wher8ttio& Exchange has blacklisted entities
that do not comply and there are statistics on dmoknd entities that have been sanctioned and
in one example Old Mutual Shares were flagged wderquest was received to transfer the
shares outside of the country. There is a requrénfor monthly returns also allow for
investigation of the member operation systerfl.qdntence is ambiguous) In the monthly return
a compliance officer check a compliance testingnanually done. The Stock Exchange of
Zimbabwe is a member of the Community of SADC Exdes.. It is also a member of the

community for Insurers and non Bank Communities.

Lawyers:

131.

Lawyers are registered in terms of the Legal Piangrs Act (Chapter 27.07) and are supervised
by the Law Society. Lawyers may give legal assistaio others, and conduct cases in the lower
court and the appeal court. There are approxime88B0 lawyers operating in Zimbabwe.

Lawyers are designated under the BUPSML Act andP8ML Guidelines as accountable for
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AML/CFT. However the Law Society is in negotiationgh RBZ implementation of AML/CFT
measures by lawyers and law firms.

Notaries:

132. Notaries do exist in Zimbabwe. Some lawyers are atgistered as notaries and practice as
conveyancers. Many of the services that would ettserbe provided by notaries (like legalising
the title for transferring ownership of registerprbperty or establishing a will) are part of
normal civil contracts.

Other independent legal professionals:

133. Approximately 1000 Graduates in Law work as assisadvocates to licensed lawyers.

Accountants:

134. There are 300 natural persons and firms registengér the Public Accountants and Auditors
Act (Chapter 27.12). The registrar is responsiiole licensing, registering and supervising
external accountants (both natural and legal psjsdinere is also a Registrar under the Public

Accounts and Auditors Act Chapter 27:12.

Auditors:

135. Auditors are registered under the Accountants anditArs Act (Chapter 27.12) and are
authorised to provide statutory auditing serviceZimbabwe. Auditors are regulated by the
Registrar of the Public Accountants and AuditorsuBio

Trust and company service providers:

136. In Zimbabwe, trust and company services providezsnat recognised as separate businesses or

professions. Lawyers and auditors normally providst and company serviceBhere are also
companies which deal with company formations.
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137.

138.

139.

140.

Overview of commercial laws and mechanisms gawéng legal persons and

arrangements

A wide variety of legal persons exist in Zimbabwa) Companies — limited companies and
public limited companies (shareholders have limitebility); (b) Partnerships - general
partnerships and general partnerships with shaabdity (partners have unlimited liability), and
limited partnerships (some partners have unlimitabliility, others have limited liability); (c)
Societies - house building co-operatives, housimgmeratives and co-operative societies; and
(d) Organisations — Foundations, savings bankassakiations. All have legal persona and can hold

a bank account or own property in their name.

Limited companies and public limited companies mbatve memorandum and articles of
association that identify (among other things) tizene, address and type of business of the
company and the board members. The minimum sartapital is $10,000.00.ZWD. The
managing director and at least one of the board beesnmust be residents of Zimbabwe. All
directors must be natural persons. There must lbeast one shareholder, and both natural and
legal persons can own shares. An auditor must taenegl. It is common practice in Zimbabwe
for lawyers or accountants to incorporate “shelfmpanies” for sale. Where required, the
lawyers/accountants could remain as directors @sdéhcompanies, if requested by the

shareholders.

All forms of partnership must have a partnershipeament that, inter alia, identifies the name

and address of the partners (the partners arewhere of the assets of the partnership), the
municipality where the company has its main officel the purpose of the partnership. There
are no residency/nationality requirements concerrire partners, and partners can be either
natural or legal persons. For a limited partnersHiphe general partner is a legal person, an
auditor must be appointed. All types of partngrsh{general partnerships, general partnerships
with shared liability and limited partnerships) bateir own legal personality, both with respect

to procedural law and substantive law.

Societies are required to have a board of dire@tdsto appoint an auditor. The members of the
society are generally the persons that have an ravpeinterest in the assets of the society.
Organisations are required to have a board of wirecand foundations and savings banks must
also appoint an auditor. Foundations are privatgies that hold the assets donated to them for

the purposes set out in the documents establistiiegfoundation (commercial and non-
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142.

143.

144,

145.

commercial purposes). Associations are bodies fdrbyeseveral natural or legal persons for a
common non-profit purpose.Unregistered Associations and Partnerships do awe hegal

capacity in Zimbabwe.

Zimbabwe law does not prohibit foreign legal eestfrom having their main seat in Zimbabwe

or from conducting business in Zimbabwe.

Overview of strategy to prevent money laundering ad terrorist financing
AML/CFT Strategies and Priorities

Zimbabwe is in the process of developing a comprsiie AML/CFT strategy to be adopted and

implemented by the Government.

Zimbabwe bases its AML control policies and objessi both on regional and international
initiatives. Regional initiatives include partieifpon in ESAAMLG which mandates under its
Terms of Reference that members must implemenintieenational best practice standards on
AML/CFT, international initiatives include the FAT# Recommendations and the 9 Special
Recommendation on Terrorist Financing, the Unitedidtis Convention against lllicit Traffic in
Narcotic Drugs and Psychotropic Substance 1988 {{ieana Convention) UN Convention
against Transnational organized Crime (Palermo) taedUN Convention against Corruption.

Both regional and international initiatives are @d@mentary.

Zimbabwe acceded to the UN Convention againstitillicraffic in Narcotic Drugs and
Psychotropic Substances (Vienna Convention) on W89 1993. Zimbabwe signed the UN
Convention against Transnational Organised Crimd2mecember 2000, and has also signed
the UN Convention against Corruption, 2003. Zimbahbvas not yet signed the International
Convention for the Suppression of the Financingrefrorism, and is not compliant with UN

Resolutions on Terrorism and Terrorist Financing.

Zimbabwe’s CFT policies and objectives are basechagily on the United Nations Security
Council Resolutions, the United Nations Conventionthe Suppression of the Financing of
Terrorism (1999) the Terrorist Financing Convent{8fIT) though not signed or ratified and, to

a certain extent, the FATF 9 Special Recommendatf8iRs). Once Zimbabwe has passed the
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146.

(i)

147.

SFIT Bill further progress will be made in the fighgainst terrorism and the financing of
terrorism.

In particular, Zimbabwe has prioritised AML measumelating to (a) increasing the risk of
detection and prosecution for everyone involvechwiite proceeds of crime; (b) improving the
process of tracing and confiscating illegal prosgednd (c) facilitating international co-
operation.

The institutional framework for combating mondguundering and terrorist financing
Ministries

Several ministries have responsibilities that aated to AML/CFT: the Ministry of Finance,

the Ministry of Justice & Ministry Home Affairs.

Ministry of Finance:

148.

149.

150.

The Ministry of Finance is responsible for planniagd implementing economic policy; co-

ordinating the preparation of the national budgaesuring government revenues by maintaining
and developing the system of taxes and duties amdtaning financial markets; and drawing up

regulations. The Ministry of Finance engages fitdekctly with money laundering issues. The
National Economic Conduct Inspectorate (NECI) canslunvestigations on economic crimes.

NECI liaises with the RBZ on ML and TF issues.

Within the Ministry of Finance, the Commissionerlio$urance and Pension Funds is responsible
for registering Insurance, Pension Funds, Broked Blultiple Agencies (which are neither
brokers nor agencies but perform similar functiofi$le entry rules for registration are provided
for under the Insurance Act, Provident and Pengtand Act and also in the Companies
Regulations.

The Insurance companies, Pension Funds, BrokersMudtiple agencies are checked for
compliance through their returns and sometimes it iaspections are conducted. The
Commissioner of Insurance and Pension Funds loaaithdn the Ministry of Finance acts as
regulator and stated that there is a need for awaee and training programs on Money
Laundering and Financing of Terrorism and that Mficers need to be appointed to check on

compliance. It was also stated that since FIIE®is/ersant with these issues there is a need for
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resource person to sensitize this industry. As guRsor, the issue of money laundering is
difficult to check whether this area is compliahiere is a need to define roles between FIU and

Commissioner of Insurance and Pension Funds.

Zimbabwe Republic Police:

151.

152.

153.

It was noted that although the legislation prolnilgit money laundering has been passed,
offenders have found loopholes in existing lawst tharmit them to commit crimes. Some
offences are not designated as money launderiegadt. The Police feel that AML laws need
to be amended to capture the existing crimes tieapredicate offences generating funds which
are subject to money laundering. Predicate offetmaesoney laundering are prosecutable with
the same weight as money laundering offences. T @f the Commissioner of police stated
that corruption is still a problem in Zimbabwe anigh level officials such as Ministers and
Commissioners have been investigated and prosetartedrruption offences. The Police have
established cooperative relationships with ZIMRABZR NECI, and the Anti Corruption

Commission.

The Zimbabwe Republic Police employ a range ofriephes to access records in the course of
an investigation. In terms of the Criminal Prasedand Evidence Act, the Police are legally
permitted to engage in an undercover operationrderoto detect, investigate or uncover the
commission of an offence In the event of telephone interceptions (“TIs”)caurt order or
warrant must be provided to the Court before asTapplied if the evidence obtained is to be
presented in court. Interception of communicatis permitted by the Post and
Telecommunications Services Act. The Police as® able to compel production of bank
account records, financial transaction recordstoonsr identification records from financial
institutions through The Criminal Procedure and déwice Act and Serious offences
(Confiscation of Profits) Act.

Within the Police there is a Serious Fraud Squatth wifices in Bulawayo and Harare. The
Court can authorize freezing and seizure of prgpand this is done through an application in
Court whereby the police can seize property. Whssets or money is found in connection with
the commissioning of crime pending investigatiome tassets or money are put into Police
custody. Where money is frozen, the FIIES openacmount called Cash Tender Account and

the frozen funds are deposited in that account.eWunds are forfeited, the funds go to the
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Treasury Department. The Zimbabwe Republic Policgintain statistics for all criminal

offences. There are currently no statistics famotest financing investigations.

Offence Caseg Cases Value of loss/ Value Accused | Percentage| Number
taken | Detected| Stolen Recovered Arrested | Detected | convicted
Over
Externalization| 98 92 $92,754,688,917 | $3,448,000 ZWD| 90 94% 48
Of funds ZWD $2,110,000 USD
$12,364,691.00 US | R 1,000,000 ZAR
R 2,86,490 ZAR
Fraud 671 412 $153,730,011,484 | $344,748,621 276 61% 86
ZWD ZWD
$5,867.00 USD
R 130,000.00 ZAR
Armed 732 171 $1,323,782,566 0 497 23% 9
Robbery ZWD
Theft of Motor | 1803 | 488 $26,822,511,183 | 288 Motor| 994 27% 5
Vehicle ZWD Vehicles
Recovered
Car Jacking 147 81 $99,593,944,450.00Not given 66 55% 0
ZWD
Money 4 4 $72,886.00 ZWD 0 4 100% 3
Laundering
Prevention of 34 32 $50,897,221,569.00 0 29 94% 5
Corruption Act ZWD
Dangerous 359 359 $35,198,869.00 Not Given 363 100% 78
Drugs Act ZWD
Theft by False | 28 16 $1,760,045.00 ZWD  $252,500.00ZWD 81 57% 12
Pretences
Forgery 4 3 Nil Nil 4 75% 1
Bank use 0 0 0 0 0 0

Promotion and

53




suppression of

Money
laundering Act
Smuggling of| 0 0 0 0 0 0 0
Precious
Stones
Total 3,874 | 1,664 $425,158,191,969.083,700,50ZWD | 2,404 43% 247
ZWD $2,100,00.00 US
$12,370,558.00 USID 1,190 BP
35,910 BP R 1,000,000,Zar
R 2,816,490 ZAR

154,

The CID Gold Unit was established in 1980.. Thé investigates illegal dealings in gold and

other precious metals and precious stones. Theisistationed in Harare Bulawayo, Kwekwe,

Gwanda, Kadoma and Zvishavane.

Customs and Immigration:

155.

156.

Customs & Immigration: Immigration officers questiguspicious incoming travelers on the
amount of funds they are carrying to meet the cobtbeir stay in the country and if they are
found to be in possession of a large amount of motieey are subject to more detailed
guestioning and a joint search with customs officidédlowever there is no restriction on the
amount of money being brought into the country. t@us officials also search suspicious
travelers for narcotics and other prohibited suirsta. Customs authorities share information
with police when the information is related to aedwh of Customs Regulations. Customs
Authorities share information relating to breachCafstoms Regulations with the police for the
purposes of prosecuting offenders. It is possiblpass information to the police where criminal
activities are suspected outside Customs Admirtrggrareas though there is no legal obligation
to do so. It is not necessary that a suspicion bfAWl or some other crime exist before making

such a report. The status quo will be reviewedragdlations on cooperation may be updated.

ZIMRA shares information with other foreign custorasthorities through various World

Customs Organization instruments such as the Nait@nvention, The Johannesburg
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Convention and through bi-lateral Memorandums ofdéfstanding between them and
Zimbabwe authorities.

ZIMRA cooperate with police, NECI, RBZ, Anti-Corrtipn Commission, immigration

personnel, airport security and foreign custombaities from time to time when necessary.

Ministry of Home Affairs:

158.

The Ministry of Home Affairs primarily deals withesurity and law enforcement issues and
interacts with other organs in Zimbabwe such asRBEZ, the Anti Corruption Commission, the

police and other authorities in enforcing Acts @rlRment. The Ministry of Home Affairs

together with the Ministry of Justice conductedesgsh on how to deal with external threats to
security and they developed an action plan on hovwdmbat these threats. Currently the
Ministry of Home Affairs has prepared the SFIT Biflat addresses terrorism and CFT and
covers any other terrorism issues not covered utideiPublic Order and Security Act, 2002.
The Bill also clearly defines acts of commissiond aacts of omission that can cause an
individual or an institution to be declared tersbriThe timeframe for the Suppression of Foreign

and International Terrorism Bill to come into ogera is 2006/2007.

Attorney Generals Chambers (AG’S)

159.

The AG’s office deals with prosecution of criminedses including money laundering and
financing of terrorism crimes. The AG’s office hasosecutors who are responsible for
prosecuting cases. Normally if the investigatiomas conducted well, the Prosecution side can
withdraw the case. The AG’s office also deals withitters relating to mutual legal assistance in
criminal matters as well as extradition. Zimbalves 50 criminal courts that deal with serious

crimes and could handle prosecution of ML/FT crimes
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160.

161.

162.

163.

There are not sufficient prosecutors from the AGffice with prosecution knowledge on
economic and financial crimes since such casesarsidered technical and unfamiliar. In most
cases prosecutors use common knowledge to proseoytkind of case and they have no
specialized areas for prosecution. Judges are radéosensitized in financial and economic
crimes. There is a need for more training on mdaegdering and financing of terrorism crimes

to enable effective prosecution to take place.

In the case of a third party engaged in the comiorigsy of an offence and is presumed
innocent, he/she will be called in court to testifg/her innocence or otherwise. In Zimbabwe
legal persons may be prosecuted for criminal offenkike natural persons. There are some

companies that have been prosecuted for relatednai matters.

For prosecution of money laundering and terronishes there are various pieces of legislation

that can be used:

. Bank Use Promotion and Suppression of Money Laungékct, (2002)
" Serious Offences (Confiscation of Profits) Act,§2p

" Criminal Procedure and Evidence Act, (2006)

" Criminal Matters (Mutual Assistance) Act, (2001)

" Public Order and Security Act, (2002)

" Prevention of Corruption Act, (2002)

] Exchange Control Act, Sec 2005

] Extradition Act,

. Gold Trade Act

" Precious Stones Trade Act
The AG’s office was of the opinion that there adeguate laws to cover ML/FT offences;

however with more developments amendments shoulddue accordingly. It is recommended

that Zimbabwe consider consolidating the laws eeldb AML in one Act.
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Director General of Public Prosecutions (Prosecutiduthority):

164. The Director of Public Prosecutions is head ofRhesecution Department and is responsible for
handling criminal prosecutions, including money ndering and terrorist financing and

prosecutions.

Zimbabwe Revenue Authority (ZIMRA):

165. ZIMRA was established 6 September, 2001, and joitled Dept of Customs and The Tax
department. It was made progress with combating MAIMRA enforces the Exchange Control
Act, 1974 on behalf of the RBZ. It is illegal fon andividual to take out USD1000 in cash
outside Zimbabwe or 500 Million ZWD Dollars withopermission being granted by Exchange
Control  ZIMRA cooperates with the RBZ and FIIES on MLues and also works closely
with Interpol, Zimbabwe Republic Police, Anti Coption Commission, NECI and other
enforcement authorities. ZIMRA subscribes to tAdE Regional Code of Conduct. There has

been an increase in currency smuggling in vievhefrecent economic crisis.

166. In an attempt to control bribery, ZIMRA has a whibtower system that covers both internal and
external whistleblowers. Outside whistleblowers swarded with 10% of proceeds recovered.
ZIMRA also use undercover operatives to unearthautivy elements. Unannounced search on
staff premises has yielded 47 arrests of memberstaff in the past. The border with
Mozambique has been found to be very porous atrgrable to smuggling. It allows for easy
crossing in the absence of natural barriers, abhascase with the South Africa border (the
Limpopo River), Zambia (Victoria Falls and the ZasmbRiver), the Botswana border (a game
reserve). To address this deficiency ZIMRA conduetndom patrols with the army and the

police and their counterparts in neighbouring coast

167. ZIMRA has organized training programs for staffMh issues. There is a code of conduct that
governs employees of ZIMRA not to engage or aidmoigsion of crime. ZIMRA participates in
International forums on money laundering and tlergork in progress with Interpol to be more

effective.

Anti Corruption and Anti Monopolies Department (AC& AMD):
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168.

169.

170.

171.

172.

The Department of Anti-Corruption and Anti-Monogdiwas created within the Office of the
President and Cabinet. Under the Anticorruption @agsion Act the government of Zimbabwe
established the Anti Corruption Commission whiclvestigates all allegations of corrupt
practices. The AC&AMD is responsible for fightingreuption and unfair business practices.
Operating legislation also includes the Prevenaborruption Act(2002 and other financial

and economic legislation.

The Prevention of Corruption Act defines a corrppactice as any act, corruptly soliciting,
accepting, obtaining, agreeing to accept, or att@ygpo obtain from any person a consideration
endowment or reward for doing or not for having eé@n not done any act, in relation to his/her

principal affairs or business.

All cases of corruption are reported to the AC&AMIough written reports, physical visits and
a whistle blower program or via telephone callserEhhave been some instances where officers
from the AC&AMD have had difficulties in distingisig between corruption acts and money
laundering activities and it was requested thath&mr awareness raising on both topics is
provided to officers of the AC&AMD to assist thenitlivaccurately processing and investigating

the claims that are made.

When an investigation is conducted by the AC&AMDgrvanting further action the information

is passed to the Attorney General's Department gmosecution. Regarding proceeds of
corruption the AC&AMD has a legal mechanism wherskgrch, seizure and confiscation can
be done through a Court Order. There is littletjpal interference in the AC&AMD’s operation
since there is strong political will to fight coptipon. For instance there have been cases reported
where high level government officials (Ministerspr@missioners and Members of Parliament)

were found engaged in corrupt practices and agtastaken.

The AC&AMD has received cooperation from neighbogrcountries within the region such as
Mozambique and South Africa. Currently Zimbabweniaking efforts to formalize the process
of cooperation. Zimbabwe has not ratified the UdtrGption Convention and as a result it has
been difficult to obtain cooperation from other otries for instance the United Kingdom where

people with alleged involvement with corrupt prees are resident
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(ii)

174.

175.

An Inter-Ministerial Task Force on the fight agdinerruption was also established to comprise
representatives from the Ministry of Justice, Legyadl Parliamentary Affairs, Defence, Finance,

Information and Publicity, State Security, Homeaf§, ZIMRA and the Reserve Bank.

Financial sector bodies:

The Banking Act, 2001 provides for registration aadpervision of commercial banks,
acceptance houses, discount houses, wire trarsfisel and finance houses. There are no stand
alone Bureau de Change offices in Zimbabwe. Tikibg activities that may be specified in a
registration certificate include: receiving depssiéxtending credit to include consumer and
mortgage credit; factoring, with or without recagjrshe financing of commercial transactions;
providing money transmission services; subjecthio Exchange Control Act [Chapter 22:05],
buying and selling foreign currencies, includingward and option-type contracts for the future
sale of foreign currencies; issuing and administereans of payment, including credit cards,
travellers’ cheques and bankers’ drafts; money inmkthe safekeeping and administration of
valuables, including securities; providing servi@ss a portfolio manager or adviser or as a
financial agent or consultant; financial leasingteging into or taking cession of hire-purchase
contracts in accordance with the Hire-Purchase[8bepter 14:09], buying and selling shares
on behalf of customers; providing credit refererssrvices; notes and other documents
evidencing an exporter’s claims on the person torwihe exports are sent, buying and selling
instruments, whether for the account of the bankisgtution concerned or for the account of its
customers, including the underwriting of (i) momagrket instruments including cheques, bills
of exchange and certificates of deposit; and (itufes, options and other financial derivatives
relating to debt securities or interest rates; @imdexchange and interest rate instruments; and

(iv) debt securities and equity.

The Reserve Bank of Zimbabwe (“RBZ”) carries ouaminations where emphasis is placed on
increased Customer Due Diligence (CDD) and Know rYy@ustomer (KYC) procedures, the

need to establish the origin of the source of fuadswell as identification and reporting of

suspicious transactions to the Financial Intellggerinspectorate Evaluation and Security
(“FIIES™) located within the RBZ. The FIIES wastablished under the BUPSML Act, 2004
and has received 201 suspicious transaction repioite its establishment from mainly banking
institutions as of the evaluation date. Compleimngnthe Guidelines which are provided to

FIsSIDNBFPs, the FIIES have also provided anti-mofeyndering compliance examination
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177.

guidelines to Fls to review and analyse managenfals risk assessment of all major business
lines and products to determine if the instituteEmgages in activities that could expose it to

potential money laundering activities

FIIES: 25 FIIES officers are involved in the handlingAML/CFT issues, as of the evaluation
date by receiving, analyzing and disseminating Bims Transaction Reports received from
financial institutions to the Police. Investigatigfficers from the Police and FIIE are in contact
and meet to discuss progress made on STRs subntiifickrs from the FIIES continue to do
the investigations with police officers and othawlenforcement agents. The RBZ ensures that
the financial institutions comply with the requirents of the Banking Act, 2001, BUPSML Act,

2002 and Guidelines by conducting on-site exanminatdf such institutions.

The Zimbabwe Investment Centre (ZIC) is a paralstasale for evaluating foreign investors in a

bid to remain abreast with investment trail socasrtsure continued compliance with AML/CFT.

Stock Exchange:

178.

Zimbabwe’s Stock Exchange was founded in 1896 aasl properly established under the Stock
Exchange Act, 1974The requirements for registration for individuadacorporate membership

is provided for under the Stock Exchange Chartbe $tock Exchange is run by a Committee
that reports to the Ministry of Finance. A SecestCommission has recently been established
under the Act but requires funding to be functioaatl awareness raising on AML/CFT. The
Stock Exchange has a Charter that provides a dodenduct for its members. The Charter also
provides for the registration of listed companiekhe Stock Exchange trades market
capitalization has US4 Billion. There are 17 raagisd Stock Brokers and there are 80 listed
companies in the Stock Exchange market. The Stackdhge is self regulatory and it provides
monthly reports. The report covers capital adequaisk management and structure of their
operative business. Each client is required to signandatory form providing all details and
relevant information as part of the Stock Exchake& policy. The Stock Exchange doesn’t
accept cash payment. All payments are supposed tbrgugh a bank and normally payment is
settled after seven (7) days for institutional stees. On the settlement date the payment is
done through banking system and there are no farty payments. The Stock Exchange
provides for the monthly returns that require coms to report on their income statement and

balance sheet, broker to broker open position aokeb to client open position. Investments
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179.

(iii)

comprise of 90% institutional investors (mostly dumanagers), 8% individuals, and 2%

foreigners.

The Stock Exchange is aware of the guidelines oneydaundering that have been issued by
RBZ (the BUPSML Guidelines) but they have not b&ely implemented. There are sanctions
in case a member defaults as they can be suspemd#eregistered. Some progress has been
made where the Stock Exchange has blacklistediesntihat do not comply and there are
statistics on brokers and entities that have begwt®ned and in one example Old Mutual
Shares were flagged when a request was receivedrsfer the shares outside of the country.
There is a requirement for monthly returns whictoadllow for investigation of the member’s
operation system. In the monthly return a compkaofficer checks levels of compliance. The
Stock Exchange of Zimbabwe is a member in the Conitymaf SADC Exchanges. It is also a

member in the community for Insurers and non Baak@unities.

DNFBPs

Law Society of Zimbabwe

180.

Zimbabwe Law Society: All registered legal praciners are members of the law society. Most
of Zimbabwe lawyers are members of the Law Socidtye Law Society handles cases
concerning possible contraventions of the profesdiduties and ethics applicable to lawyers,
including cases that may lead to the loss or susperf a lawyer’s license. The Law Society is
presently challenging the designation of lawyersaart under the BUPSML Act with regards to
Lawyers needing to submit Suspicious Transactiponts on clients. The parties are presently

negotiating the solution.

Zimbabwe Institute of Public Accountast

181.

The Zimbabwe Institute of Public Accountants arerered by the Public Accountants and
Auditors Act, Chapter 2712 and is the professidimaly for registered auditors and Accountants
in Zimbabwe. There are 300 registered and statbodsed auditors and Accountants in

Zimbabwe.

61



182.

Approach concerning risk

Zimbabwe anti-money laundering legislation and roess were adopted before the 2003
revision of the FATF 40 Recommendations. The BUPSREitt came into effect in 2004.
Consequently, Zimbabwe legislation is not basedisktassessments conducted in the manner
or to the extent provided for in the revised FATEcBmmendations. Zimbabwe plans to take a
risk based approach to compliance with AML issuestb date it has not been implemented.
However it is expected to take a similar approadth wthat of the supervision. Financial
Institutions and DNFBP shall be required to putglace risk management programs on
AML/CFT issues so as to allow a risk based apprdackompliance. They will then need to be

trained to implement such a program. Training supywdl be required for such agencies.
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2.1

183.

184.

185.

LEGAL SYSTEM AND RELATED INSTITUTIONAL MEASURES

Laws and Reqgulations

Criminalisation of Money Laundering (R.1 & 2)

Description and Analysis

Recommendation 1:

Zimbabwe has criminalised money laundering undeti&@ess 63 and 64 of The Serious Offences
(Confiscation of Profits) Act enacted in 1990 andlier amended in 2001. Money Laundering is
also referred to as a specified offence under &e@iin the Act in which money laundering is
associated with the proceeds of a serious narcoffieace.

In terms of the Act, money laundering is committdtere
the person:

(a) engages directly or indirectly in a transactwghether in or outside Zimbabwe, which
involves the removal into or from Zimbabwe of morayother property which is the

proceeds of crime or;

(b) receives, possesses, conceals, disposesrshnto or removes from Zimbabwe any
money or other property which is the proceeds imierand he knows or ought to have
reasonably known that the money or other propegsy derived or realised directly, or

indirectly from the commission of an offence.

The penalty at the time of evaluation for the offerof money-laundering in terms of an
individual is a fine not exceeding $20,000.00 oicenthe value of the property, which ever is
greater, or to imprisonment for a period not exaagd O years or to both such fine and such
imprisonment. Legal persons are liable for crimhiconduct in the same way natural persons
are. Under Section 65 of the Serious Offences fi€ation of Profits) Act a penalty or a fine
not exceeding $500 000.00 or three times the valube property, which ever is the greater is
prescribed applies to legal persons. By internatiatandards the monetary penalty appears

insufficient when converted to USD. The periodraprisonment is sufficient.
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186. As previously stated, Zimbabwe is currently in &desof hyper inflation. As a result fines are
not in tandem with the economic changes takingepld¢ time of writing a $1.00 USD was
equal to $250.00 ZWD on the official market. One diflar on the parallel market was equal to
$5,000.00 ZWD dollars. The rate of inflation randpegween 1200% and 1500% per year. The

range of penalties for serious offences is showtherchart below.

SUMMARY OF SENTENCING PATTERNS

Offence Fines and or Custodial Sentence
Externalization of Funds Minimum fine of $1000 tanaximum of
76000000
Custodial Sentence- Nil
Fraud Minimum fine of $250 to a maximum of $10,000

Custodial Sentence minimum of 12 months to a

maximum of 13 years

Armed Robbery Minimum sentence of 4 years to a maxa of 49
years

Theft of M/V Minimum sentence of 5 months to a nmaxm of
14 years

Carjacking Minimum sentence of 12 months to a maximum |of
14 years

Money laundering Minimum fine of $50,000 to a mawim of
$120,000
Minimum sentence of 10 days and maximum of |14
years

Corruption Minimum sentence of 3 months to a maximum qf
36 months

Dangerous Drugs Act Minimum fine of $250 to a maamof 5 million

Minimum sentence of 12 months to a maximum|of

14 years

Theft by False Pretences Minimum sentence of 1 Imttna maximum of 4
years

Forgery and Uttering Minimum 10,000.00ZWD maximumillion
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ZWD. Two months in goal to three years

Bank use and Suppression of Money Laundering Minimum fine 1 million ZWD max 90 Million

Act

ZWD. 20 months in goal

Smuggling of precious stones Nothing supplied

187.

188.

189.

190.

The knowledge element inferred from objective fatttircumstances is covered under Section
63(1)(b) of the Serious Offences Confiscation Atticki states that any person who receives,
possesses, conceals, disposes of, brings intonwves from Zimbabwe, any money or other
property which is the proceeds of crime; and knoweught to have reasonably known that the
money or other property was derived or realiseggatly or indirectly, from the commission of
an offence, commits an offence.

The penalty for attempting, conspiring and incitetri® commit money laundering or any other
offence against any enacted law or common lawg ipunishment is expressly provided in that
enacted law or common law, shall be determinednag#éine punishment threshold of the main
offence in regard being had to the principals of ection. 191. Laundering the proceeds of
crimes committed outside the country and offenchghvapply to the person who committed
the predicate offence (self-laundering) are covarader Section 63 (a) which states that a
person who engages, directly or indirectly, in @ngaction, whether in or outside Zimbabwe,
which involves the removal into or from Zimbabwd,nooney or other property which is the
proceeds of crime commits an offence.

The Serious Offences (Confiscation of Profits) AZD01 does not require that a person be
convicted of a predicate offence in order to prthat property involved is the proceeds of crime.
Where there is no evidence to show that a persditipated in the predicate offence but that
he/she benefited from the offence, he can stilptmsecuted for money laundering without the
state necessarily proving his participation in phnedicate offence. To-date three persons have

not been convicted for a money laundering offence.

While the existing laws do not list predicate offea for money laundering, the Serious Offences
(Confiscation of Profits) Act, 2001, prescribesegicus offence (potential predicate offence for
ML) is punishable by imprisonment for a period @f rhonths by a more severe punishment or
the value of the property derived or obtained fribra commission of the offence of which is
likely to be not less than $20000.00 or such greatdess amount as may be prescribed and
includes a specified offence which includes seridiercotic offences, money laundering

offences connected to narcotics offences, congptdrcommit or aiding, abetting, concealing or
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191.

192.

193.

194.

procuring the commission of an offence relatedh® &bove categories. Serious offences are

listed in the sentencing guidelines chart notedrabo

Ancillary Offences to ML in terms of the definitimf a specified offence also include conspiring
to commit or aiding, abetting, concealing or pracgrunder the commission of a serious
offence. Similar provisions are also found undecti®a 360 of the Criminal Procedure and
Evidence Act(2006).

Proceeds of crime in terms of the laws of Zimbabweans any property that is derived or
realized directly or indirectly by any person froihe@ commission of a serious offence or any act
or commission which occurred outside Zimbabwe iatien to narcotics substance and which

had it occurred in Zimbabwe would have constitwtesgrious narcotic offence.

The Bank Use Promotion and Suppression of Moneyndearing Act 2004 (“BUPSML") under
Chapter 24:24, also criminalises money laundering @equires the institutions designated in
terms of the BUPSML to identify customers, maintagtords of transactions, confiscation,
seizure and forfeiture of proceeds of crime. Thts also prohibit dealings, acquiring and
holding of tainted property. The BUPSML Guidelinpsovides information on how the
BUPSML Act, 2002 needs to be implemented by albaotable institutions which includes FIs
and most DNFBPs. While the BUPSML Act, 2002 hasrbenacted for quite some time the
BUPSML Guidelines are a revised version of previguglelines and have only come into force
on the 1 of April 2006. There was no evidence that sanstibave been taken against any
institution regarding AML/CFT for non-compliancense the enactment of the BUPSML Act,
2002.

The BUPSML Guidelines are enforceable (SectionTBe Reserve Bank of Zimbabwe in the
exercise of its supervisory duties will monitor atince to these guidelines and failure to
measure up to the standards contained in theselmgd will be dealt with in line with the

appropriate penalties. It is a criminal offence fiomancial institutions and non-financial

institutions to fail to take measures as containeithe guidelines to prevent their institutions or
the services their institutions offer from beingedso commit or to facilitate the process of
money laundering. The following listed accountainigtitutions can have action taken against

them for non-compliance. These institutions are:
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195.

196.

. Any banking institution registered or required ®rigistered in terms of the Banking Act
Chapter 24:24

. Any building Society registered or required to bgistered in terms of the Building
Societies Act Chapter 24.02

. The People’s Own Savings Bank established in terfrtise People’s Own Saving Bank of
Zimbabwe Act, Chapter 24.22

" The Reserve Bank

" Cash Dealers (money transfer)

" Casinos (which also includes internet casinos).

" Real estate agents.

" Dealers in precious metals.

" Dealers in precious stones.

" Lawyers, notaries, other independent legal profesds and accountants — this refers to
sole practitioners, partners or employed profesdgowithin professional firms. It is not
meant to refer to ‘internal’ professionals that emeployees of other types of businesses,
nor to professionals working for government agesjoiého may already be subject to
measures that would combat money laundering.

" Trust Companies

The Criminal Procedure and Evidence Act 2006 (Girafx07) criminalises any attempt,

conspiring aiding or incitement to commit any offeragainst any enactment

Zimbabwe’s money laundering offence meets most l# tequirements of the Vienna
Convention and Palermo Convention which obligatentdes to make it a criminal offence to
intentionally conceal or disguise, or convert ansfer property knowing that it is derived from a
list of enumerated drug offences (in the Viennavemtion). The Police have reinforced these
requirements by manning Zimbabwe’s entry and egibts as well as relying on communities
that often inform them of information of persongjaging in such practices that enables them to
carry out searches for Narcotic Substances. Howsimee a wide range of predicate offences
for money laundering are not covered in any ofdhent legislation Zimbabwe, does not yet
fully meet the requirements as set out in the RadeConvention which refers to all serious

offences and not just narcotics.
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197.

198.

199.

200.

The laws of Zimbabwe require that a person be aediof a predicate offence in order to prove
that property involved is the proceeds of crimehené there is no evidence to show that the
person participated in the predicate offence bait fle benefited from the offence, he can still be
prosecuted for money laundering without the staeessarily proving his participation in the

predicate offence

Where the property acquired, held or is being de@h in any way it is shown to be tainted
property, the High Court of Zimbabwe at the instaon€ an application by the Attorney General

shall forfeit such property to the state.

Zimbabwe acceded to the UN Convention Against itlli€raffic in Narcotic Drugs and
Psychotropic Substances (Vienna Convention 1988)iy 1993. Zimbabwe is a signatory but
has not yet ratified the UN Convention Against Braational Organised Crime (Palermo
Convention 2000).

The steps taken to proceed with a prosecution waii#int the compilation of a docket which is
prepared for the A.G.’s office by the Police. Aftliéharge is already reflected on the face of the
docket when submitted to the AG. A trial date isakbshed and witnesses are called at trial.
There are no jury trials in Zimbabwe. If the acalsannot afford a lawyer one will be provided
by the state in related to serious offences sucmasler, treason and other serious offences.
Prior to trial the defence and prosecution agreisdoes that will be argued. In court the charge
is put to the accused and a plea is entered. li¢hased pleads an oral summary of the case will
be read into the record. After trial the Judgemagistrate decides on guilt or innocence of the
accused. If a guilty plea is entered an agreed amof facts will be entered into the record.
After conviction the state will advise whether nitends to apply for forfeiture of proceeds of
crime. Third parties interests are considered iatttme. This is the sentencing stage where the

court decides on forfeiture

Recommendation 2

201.

The offence of money laundering applies to natpealsons that knowingly engage in money
laundering activity. The Serious Offences (Cordigm of Profits) Act, 2001 expressly covers
both intentional and negligent money laundering(ethough the FATF Recommendations only

require intentional ML to be criminalised). Thencept ofDolus Eventualis exists in Zimbabwe
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202.

203.

204.

205.

206.

but it seems to become relevant only in murder<aBElee concept is rarely used in financial or
economic crimes.

The Serious Offences (Confiscation of Profits) pobvides that a person shall be guilty of the
offence of money —laundering if the person engalyesxtly or indirectly in a transaction be it in
Zimbabwe or outside Zimbabwe which involves the @eah into or from Zimbabwe, of money
or other property which is the proceeds of crimeemeives, possesses, conceals, disposes of,
brings into Zimbabwe or removes from Zimbabwe argnay or other property which is the
proceeds of crime and at the time he knew or otaghtave reasonably known that the money or
the property involved was derived or realised, aiyeor indirectly from the commission of an
offence.

The Serious Offences Act provides for inferencéeaarelied on where the circumstances of the
case are such that the person involved ought t@ messonably known that the money or
property involved was derived or realised directhyindirectly from the commission of a crime.
There have been cases using this concept howeigiysed on negligence cases rather that ML
offences.

Legal persons are liable for criminal conduct ie §ame way natural persons are. Under Section
65 of the Serious Offences (Confiscation of Prpfst a penalty of a fine not exceeding $500
000.00 or three times the value of the propertyichvlever is the greater is prescribed applies to
legal persons. However the Act does preclude égall persons the possibility of parallel,
criminal, civil or administrative proceedings inurdries which more than one form of liability is

available.

Section 65 of the Act also refers to the condudlicgctors, officers, employees or agents. The
Section states that it is “necessary to estabfislstate of mind of a body corporate in respect of
conduct engaged in or deemed, in terms of subse)p to have been engaged in, by the body
corporate, it shall be sufficient to show that eedior, officer, employee or agent of the body

corporate, being a director, employee or agent byrwvthe conduct was engaged in the course

of his employment, had that state of mind.

Conduct is also defined by any conduct engagedhibahalf of a body corporate, by a director,
officer, employee or agent of the corporate bodthim course of his employment; or any other
person at the direction or with the consent, whetxpress or implied, of a director, employee

or agent of the body corporate, where the givinthefdirection or consent is within the scope of
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207.

authority of the director, officer, employee or ageshall, for the purposes of this Act, be

deemed to have been engaged in by the body coeporat

The Act also covers any conduct engaged in on behal person other than a body corporate by
an employee or agent of the person within the sadges authority; or any other person at the
direction or with the consent whether express @ligd, of an employee or agent of the first-
mentioned person, where the giving of the directipnonsent is within the scope of authority of

the employee or agent; is deemed to have been edd@ady the first mentioned person.

Recommendations and Comments

208.

2009.

Zimbabwe has enacted a package of legislation dhiatinalizes ML. They are the Serious
Offences (Confiscation of Profits) Act and the BBWRSAct, 2002. The Serious Offences
(Confiscation of Profits) Act provides for in adede penalties for ML bearing in mind the ZWD
Dollar exchange to USD for fines imposed). The daalso provide for record keeping
requirements, enforce the duty to report ML/FT,vites for the protection of persons making
reports, tipping off, seizure, international co-@i®n, and other provisions. However the
Serious Offences (Confiscation of Profits) Act re¢d be amended to reflect the crime of
money laundering to all serious offences, as itemity stands ML is criminalized under the law
and only associated with serious narcotics offerfegthout the crime of ML applying to all

serious offences).

Persons can be prosecuted for ML had the condweine@d in another country. The intent and
knowledge required to prove ML is consistent witte tVienna and Palermo Conventions.
Ancillary Offences to ML in terms of the definitionf a specified offence also include
conspiring to commit or aid in ML. Legal persong also liable for criminal conduct in the
same way as hatural persons. However natural ayja persons are only subject to criminal
sanctions and as yet are not subject to effectik@portionate and dissuasive criminal, civil or
administrative sanctions for ML. It is recommendbdt the Serious Offences (Confiscation of
Profits) Act is amended to address this issue.eSinere have been a few prosecutions leading to
convictions for ML or FT, it is not possible to ass accurately whether the law is effective as a

law enforcement mechanism or whether it could sendeter and detect ML or FT.
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210.

211.

212.

The law enforcement agencies should increase dgpacthis area as soon as possible. This
would need to include resources, training and cadfms with the judiciary and supervisors
/regulators in the region and at an internatioeaél. Regular meetings should be held between
these parties to facilitate the implementation of AML/CFT strategic plan to satisfy the

international standards and conventions.

Efforts should be made to ratify the 1988 UN Corien Against Transnational Organized
Crime (the Palermo Convention). Zimbabwe also nedsign and ratify the 1999 UN
Convention for the Suppression of the Financingerrorism. UN Resolution 1373 needs to be
complied with and then complemented by the enadimoiethe SFIT Bill that should be passed
in due course.

Zimbabwe needs to allocate more resources fortefeeamplementation of the proposed laws.
There is need for capacity building among the |aforement agencies and AG’s Office and
the NECI. All though Prosecutors and police officesre trained, like any government

department the problems of staffing lie acrosshiberd.

Compliance with Recommendations 1 & 2

Rating Summary of factors underlying rating
RA PC »  While ML is criminalized under the Serious Offences (Confiscation of Profits) Act, the offence
does not extend to all serious offences and is only referred to serious narcotics offences.

»  Some of predicate offences listed as serious offences under the recommendation are also not
criminalized under current Zimbabwe legislation (for instance trading in gold). (check on gold
trading criminalized

R.2 PC » Natural and legal persons are only subject to criminal sanctions and as yet are not subject to
effective, proportionate and dissuasive criminal, civil or administrative sanctions for ML
2.2 Criminalisation of Terrorist Financing (SR.II)

Description and Analysis

Special Recommendation Il
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213.

214.

215.

Currently legislation dealing with terrorist finang is inadequate as it is scattered in various
pieces of legislation. Terrorist financing is ramtequately criminalized and is not a predicate
offence for ML. The main pieces of legislation yichng for action against acts of terrorism and
in part terrorist financing are the Public Orded &@ecurity Act, 2002, The Serious Offences
(Confiscation of Profits) Act, 2001, the Preventioh Corruption Act, 2002, the Criminal

Procedure and Evidence Act and the Criminal Matféitual Assistance) Act. .

The Public Order and Security Act, 2002 (“POSA')inalizes acts of terrorism under Section
6 and The Prevention of Terrorism (Special MeagurRegulations 2003 (G.N. No. 14 of 2003)
have been enacted to address issues relatedaogerr The Terrorist activities as referred above
are as follows:
" Causing or furthering an insurrection in Zimbabwe;
" Causing the forcible resistance to the GovernmetiiemDefence Forces or any law
enforcement agency; or
" Procuring by force the alteration of any law orippbf the Government;
" Committing any act accompanied by the use or threst use of weaponry with the
intention or realising that there is a risk or ploiity of—
()  Killing or injuring any other person; or
(i) Damaging or destroying any property; or
(i) Inflicting financial loss upon any other pers, or
(iv) Obstructing or endangering the free movemeriimbabwe of any traffic on land
or water or in the air; or
(v) Disrupting or interfering with an essential\sees; shall be guilty of an offence,

whether or not any terrorist act is accomplished.

Where the act of terrorism results in the deatl glerson, the punishment imposed is a death

sentence or imprisonment for life.
The POSA also provides for offences relating tauiing or training terrorists, training as a

terrorist, supplying weaponry or possessing weapdarbe used for terrorism, harbouring,

concealing or failing to report terrorists.
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216.

217.

218.

219.

220.

The SFIT once enacted will deal with the issue efcanaries and will impose more severe
penalties against them. At present only immigrataws and possession of arms violations laws

as well as POSA can be used to treat mercenaries.

The POSA mainly deals with domestic acts of tesrariand does not clearly address or
criminalise terrorist financing or provide a wideope of “funds” used to finance the act. The
POSA states that it is a crime to “assist” anyoriing to commit a terrorist act or provide

weapons or artillery for terrorist acts, but doed stipulate the provision of any monetary
instruments to fund terrorist activities. Thesion of weapons and artillery could be classed
as assets of every kind, however the POSA neelise imended so as to include provision of
any monetary instruments for FT. Zimbabwe’s resgoin the questionnaire indicated the
POSA does prohibit the providing of and collectio§ funds directly or indirectly with

knowledge and intention to fund terrorist acti\stie

The Serious Offences (Confiscation of Profits) A001, provides for freezing, seizure,
confiscation of any property used in, or in conimctvith, the commission of a serious offence.
The Act also provides for search in emergenciesravipelice are permitted to enter and seize
without the authority of an order of the court icamstances of such seriousness and urgency.
Since terrorism is criminalized under the POSA aseaous crime, the Serious Offences
(Confiscation of Profits) Act, 2001, could be usedconfiscate property or funds related to
terrorism. Under Section 40 of the BUPSML Act,ipelcan also seize and detain any currency
that is being imported into or exported from Zimwabif such currency was derived from the

commission of a serious offence or is intendedetoded in the commission of a serious offence.

Once terrorist financing has been properly crimieal, Section 360 of the Criminal Procedure
and Evidence Act will apply which prohibits the iteenent conspiracy, attempting, aiding or
abetting any offence whether at common law or ajaamy enactment. Furthermore the
Criminal Matters (Mutual Assistance) Act will alspply since it provides for international
cooperation in evidence gathering, extradition gederal information exchange in various

criminal matters for all serious offences.
The SFIT Bill clearly criminalizes the financing tdrrorism. The criminalization of terrorism is

not restricted to terrorist or terrorist organieatilocated in Zimbabwe only. The act also

criminalizes the financing of terrorist or terrarisrganizations that are located outside of

73



221.

222.

223.

224,

Zimbabwe. The Bill clearly state that a person catsien offence if amongst other things, funds
or property are collected or provided for TerroAsts. A person who collects or provides funds
for the commission of terrorist acts outside Zimlalwould clearly be committing an offence

as long as the collection or the provisions of fund property was done in Zimbabwe against a

Government of a foreign state. The SFIT also dedlsthe handling of mercenaries.

The Public Order and Security Act 2002 and The &mggn of Terrorism (Special Measures)
Regulations 2003 (G.N. No. 14 of 2003) have beerten to address issues related to terrorism

Special Recommendation Il also requires countriecriminalise a third type of activity—
collecting funds in the knowledge that they arebto used (for any purpose) by a terrorist
organisation or an individual terrorist. With redgto this third type of activity, it should nag b
necessary for the collector to intend that theoté&st/terrorist organisation uses the funds toycarr
out a terrorist act; it should be sufficient to dasollected the funds for the terrorist/terrorist
organisation with the intention that they be usmdaihy purpose. Nor should it be necessary for

the collector to have yet made those funds availabthe terrorist/terrorist organisation.

It is an offence to: (i) attempt to commit terroffimancing; (ii) participate as an accomplice in a
terrorist financing offence) or (iii) enter into @agreement to commit terrorist financing as part
of the activity of an organised group or netwotiowever, conspiracy is only an offence if it
involves an agreement to commit a serious offercgat of the activity of an organised
criminal group). Consequently, the conspiracy médoes not extend to a conspiracy involving
only two people, and the requirement for an “orgadigroup” with a particular purpose only
applies to certain terrorist financing scenaridser€ is no fundamental principle of domestic law
that would preclude such conduct being criminaligeatticularly given that conspiracy in the

planning of a terrorist act and involving only tweople is expressly criminalised.

Terrorist financing offences should apply, regasdl®f whether the person alleged to have
committed the offence(s) is in the same countrg different country from the one in which the
terrorist(s)/terrorist organisation(s) is located tbe terrorist act(s) occurred/will occur. The
terrorist financing offence is subject to the sapnmciples as the money laundering offence
concerning: (i) inferring the intentional elemeffitioe offence from objective circumstances; (i)

criminal liability for legal persons; and (iii) theossibility of parallel criminal, civil or
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225.

226.

227.

administrative proceedings. As with the money larmd) offence, these requirements are met

for the purpose of the terrorist financing offence.

Terrorist Financing is also referred in the BUPSKaLidelines. However the Guidelines only
provide a summary of the shortcomings in dealinthwiF and recommends that Zimbabwe

takes immediate and strong action to enact apg@tplegislation to combat TF.

In order to enhance Zimbabwe’'s efforts at tacklingney laundering and terrorist financing
there is need to harmonise efforts by moving iméan with international developments and best
practices. Zimbabwe thus has to ensure that iatiemmal conventions and Resolutions designed

to combat organized crime, money laundering arratiist financing are ratified. They include:

" The convention for the suppression of the finanah@errorism (1999)

" United Nations Convention Against Transnational @iged Crime (2001) and
" The United Nations Convention against Corruption.

" The compliant with UN Resolution 1373.

Law Enforcement authorities and the judiciary reguontinuous training on TF matters. The
AG'’s office does not have state counsels who ale tabeffectively carry out prosecution of FT
offences as there is no offence at the present iinzémbabwe. Officers from the RBZ are to
ensure during inspections that financial institmsi@re reporting and recording any instances of
TF. To date, there have been no prosecutionsria@ons for terrorist financing in Zimbabwe.
Nor has the FIIES received any suspicious transacgports in which it was indicated that the

underlying suspicion relates to terrorist financing

Recommendations and Comments

228.

229.

Zimbabwe should ensure that all requirements foll &/ met in the SFIT Bill. Once the Bill

satisfies these requirements the Bill needs tanbeted in a timely manner.
In the absence of enacted TF legislation, the P@8&ds to be amended so that the offence

covers: (i) collecting funds in the knowledge thia¢y are to be used (for any purpose) by a

terrorist organisation/individual terrorist.
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230.

231.

The Serious Offences (Confiscation of Profits) A2M01 needs to be amended to include TF

offences as predicate offence for money laundering.

State prosecutors need to have access to AML armch&d laws from other jurisdictions to assist
them in successfully prosecuting any cases invglWh or FT. Police officers need to obtain

training in advanced investigative techniques onand FT.

Compliance with Special Recommendation I

Rating Summary of factors underlying rating

SRl

NC * SR Il requires countries to criminalise collecting funds in the knowledge that they are to be
used (for any purpose) by a terrorist/terrorist organisation. This requirement is not adequately

covered in the POSA or complementary legislation.

 Effectiveness cannot be measured since Zimbabwe has not enacted effective legislation to

criminalise and deal with TF and no cases of TF have been brought before the courts.

2.3

Confiscation, freezing and seizing of proceed$ crime (R.3)

Description and Analysis

Confiscation

232.

Confiscation of the proceeds from any criminal oéfe (or property of corresponding value) is
provided for under Section 33 in the Serious OffanConfiscation of Profits) Act, 2001 as well
as the criminal procedure and evidence Act Chapt®f soon after conviction upon application
by state council. Any asset, profit or other béndérived directly or indirectly from the
proceeds shall also be confiscated. To initiatefisoation, the Attorney General may apply to
the Court for an interdict when a person has beewicted of a serious offence or is about to be
charged with a serious offence to have confiscated specified property of that person
including property acquired after the issue of imerdict. The Court shall not issue such an
order unless the application is supported by amdafit of a police officer alleging the
commission of an offence by the defendant or untesscourt is satisfied that the matters
disclosed in the affidavit disclose reasonable gdsuor holding that belief. Once the accused is

convicted the property or funds are forfeited te skate.
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Under Section 2 of the Serious Offences (Confiscatif Profits) Act, 2001, the authorities may

freeze any “tainted property” which means:

" Any property used in, or in connection with, thenrnission of a serious offence; or

" Any proceeds of a serious offence; or

" Any property in Zimbabwe which is the proceeds @tdr@ign specified offence in respect
of which an order may be registered in terms of Phof the Criminal Matters (Mutual
Assistance) Act [Chapter 9:06];

Section 25 of the Serious Offences (ConfiscatioRraffits) Act, provides the police with powers

of search and seizure of property which the potiffecer believes on reasonable grounds is

tainted property. The search or seizure actioalss provided for under Section 36 of the

BUPSML Act, 2002, which permits the FIIES Inspestts carry out entry, searches, or seizure

of cash which is unlawfully held but such an Ingpecan only do so when accompanied by a

police officer, but where he believes that a detdight cause defeat, the objective of search

entry or seizure he shall proceed to search, entsgize without police officer.

Search and seizure can be made with the consahegberson involved, or under warrant or

without warrant and the consent of the person ameckshall not be required where the police

on reasonable grounds believe that the properiyived can be destroyed, concealed, disposed

of, or lost. These powers are also extended tcebtsps under the BUPSML Act, 2002.

Where property is seized, the Police are requicedrtange for the property to be kept and to
take all reasonable steps to preserve it whils ga kept until it is required or disposed of in
terms of the Act.

Under Section 30, a person may apply to the caurtah order that the seized property be

returned to him/her under the following circumstesic

 Where it appears that the property was seized wiberthan because it may afford
evidence of the commission of an offence; or

» At the end of the period of forty-eight hours afitsrseizure, the matter has not been laid
before a magistrate; or

* No forfeiture order is made in respect of the propevithin fourteen days after the

conviction of a person in connection with the prbye
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If the application is successful the Police musamge for the property to be returned to the

person from whose possession it was seized asasopracticable.

A police officer is authorized in terms of the Ciival Matters (Mutual Assistance) Act [Chapter
9:06] to apply for a search warrant in relatiortdimted property in respect of a foreign specified
offence. If in the course of searching the politgcer finds any property that he believes on
reasonable grounds to be tainted and relevantnonal proceedings or provide as evidence of
the criminal offence in the foreign country and miedt necessary to seize that property or thing
in order to prevent its concealment, loss or detitrn, or its use in committing, continuing or
repeating the offence or any other offence, thécpalfficer is authorized to seize that property
or thing. Any person who claims an interest in @ty seized under a warrant issued in respect
of a foreign specified offence may apply to count &n order that the property be returned to
him/her.

Confiscation of instrumentalities used or intended use in the commission of any criminal

offence (or property of corresponding value), olichhare the product of such an offence, may
be confiscated if this is considered an appropnegealty for the act). Instrumentalities that
belong to a third party (or an amount of correspogaalue) may also be confiscated if the third
party understood or should have understood thabbfext was meant for use in a criminal act.
Confiscation of goods (including rights and claintisat have been produced by or been the

subject of the money laundering (property of cqroesling value) is also discretionary.

In the case of capital assets, when there is amets fear that execution will otherwise be
precluded or essentially impeded, the court maydeethat a charge for a specific amount
should be made on capital assets belonging to soperharged with an offence in order to
secure the payment of confiscation orders, for kwhicis assumed that the suspect will be
adjudged liable. This however is normally used livgie prosecutions. Charging orders may
also be made on assets belonging to third partsarging can also be used to secure a value-
based confiscation claim, although the chargingeoitself must be related to specific assets.
An order cannot be made to charge all of the defetisl assets as a whole. This may create
problems in extended confiscation cases whererbsepution does not know all of the property
that is owned or controlled by a defendant atithe bf charge. It is unclear whether a court has t

power to order a defendant to disclose all of bis#ssets. However, law enforcement and prosacutio
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authorities may gather information about the assgisrson has declared to the tax authoritiesein th

context of filing tax returns.

The principal rule is that the court takes the sieai on charging property following a petition
from the Prosecution Authority. However, in urgeases, the Prosecution Authority may take
the decision itself. In both cases, the decisiochiarge is taken without prior notice to the party
concerned. The Attorney General’'s Office has tbssibility to appeal if the court rejects the
petition. The Prosecution Authority must notifyetbourt after the execution of the charging
order. The court will then summon a court heatiogdetermine whether the charge on the

property shall be sustained. The A.G. can, on daoadirect the police to arrest an accused.

A seizure order applies only to specified assetiscamnot be made to seize all of the defendant’s
assets. Seizure may continue until a final andreafible decision has been made in the case.
The decision to seize and the execution of thatuseiare taken without prior notice to the
suspect or third party. The principal rule is thatification should be given after the execution
of the seizure. The suspect or any third partyltha an interest in the property may then ask the
court to decide whether the seizure decision shdagldsustained. Property that has been
frozen/seized is not released to meet the defeisdagal expenses, which are met by the State.
However an amount may be released to meet the biasig expenses of defendant’s

dependents.

At the airports there is now enhanced screeninghith baggage scanners have been fixed for
tracing and identifying contraband goods. Most caldand goods confiscated are mainly
cigarettes and gold.

The Serious Offences (Confiscation of Profits) A2001, the BUPSML Act, 2002, and the
Criminal Procedure and Evidence Act, give the mohad the FIIES adequate powers to enable

them to identify and trace property.
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Section 10 of the Serious Offences Act providedqmtaon to any person who has an interest in
the property against which an application for fiiee has been made and where the court is
satisfied that the person did not participate i@ dommission of the offence or acquired the
property in circumstances which did not arouse aealsle suspicion that the property was
tainted, the Court shall make an order transfertingginterest of the State in that property to the

other party.

Section 6(5) and section 33(4) of the BUPSML presithe prohibition of hindering, obstructing
or making of any false representation to a poliffecar or inspector during the course of his
duties particularly relating to search, entry desee of items suspected to be proceeds of crime.
Property subject to confiscation, but without a\dotion of any personc{vil forfeiture), in
addition to the system of confiscation triggeredabgriminal conviction is provided for under
Sections 13-18 of the Serious Offences (ConfisnatioProfits) Act, 2001.

Law enforcement authorities have investigative pew® identify and trace assets. These
powers are the same as those which are availalmedstigate crimes of money laundering and
terrorist financing, and include the power to orderoduction of documents, conduct

surveillance, search persons and premises, anelfsgids and assets.

The following chart sets out the total number ofifcscation orders granted and the amount of

money confiscated by Zimbabwe authorities.

Zimbabwe Confiscation orders issued for Drug Traffcking and Money laundering

Confiscation orders issued on 2003 2004 2005 20D06

Drug Trafficking 2 1 3 3

Money Laundering - - 2 2

Additional elements:

80



250.

In serious cases (i.e. those which attract a sagmf penalty of imprisonment and which may
result in a considerable gain), the option of es&ehconfiscation or may be used to satisfy the
claims of victims of crime.

Recommendations and Comments

251.

252.

253.

Zimbabwe could improve the efficiency of its confiion system by taking steps to improve the
awareness of police concerning the need to seanfiscation claims (either by charging or
seizure) early on in the case.

The legislation is not clear if there is power teeize or forfeit instrumentalities used in, or
intended for use in, money laundering, nor the @eds of money laundering held by third

parties. These requirements need to be clarifigde Serious Offences (Confiscation of Profits)
Act.

Zimbabwe should consider establishing an Assetefiare Unit to effectively deal with freezing
and confiscation of assets as it appears that tieePdo not have enough resources to
effectively perform this task. Since there has been any investigation, prosecution or

confiscation for FT offences, confiscation authoahd implementation is untested.

Compliance with Recommendations 3

Rating Summary of factors underlying rating
R.3 PC » There are freezing and forfeiture measures for serious offences (which includes ML) however
the system has not yet been tested in relation to ML or TF.

» The legislation is not clear if there is power to freeze or forfeit instrument abilities used in, or
intended for use in, money laundering held in third parties. These requirements need to be
clarified in the serious offences (confiscation of Profits) act.

2.4 Freezing of funds used for terrorist financingSR.III)

Description and Analysis
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Zimbabwe has not enacted effective legislation trahinalizes terrorist financing. Freezing
property in the terrorist financing context (aghe money laundering context) means preventing
anyone from having the property at his/her direcindirect disposal. Typically, this involves
blocking a bank account. The main purpose of fregproperty is to temporarily freeze a
person’s property as a means of preventing himitioen using the funds to carry out terrorist
acts. However freezing of funds that could be usecbmmission a serious offence is provided

for in the Serious Offences (Confiscation of P)fiA\ct.

Freezing action pursuant to S/RES/1267(1999)United Nations Security Council Resolutions
(UNSCR) S/RES/1267(1999), S/IRES/1333(2000) and S/RE)0(2002), adopted by the United
Nations Security Council (UNSC), are not adequatatidressed by any of Zimbabwe's

legislation.

The Serious Offences (Confiscation of Profits) A001, provides for freezing, seizure,
confiscation of any property used in, or in conimttvith, the commission of a serious offence.
The Act also provides for search in emergenciesravipelice are permitted to enter and seize
without the authority of an order of the court icamstances of such seriousness and urgency.
Since terrorism is criminalized under the POSA aseaous crime, the Serious Offences
(Confiscation of Profits) Act, 2001, could be usedconfiscate property or funds related to

terrorism.

Under Section 40 of the BUPSML Act, police can ad®ize and detain any currency that is
being imported into or exported from Zimbabwe ifclsucurrency was derived from the

commission of a serious offence or is intendedetoded in the commission of a serious offence.

Mutual assistance in criminal cases is provided doder the Criminal Matters (Mutual
Assistance) [Act Chapter 9:06]. The Act coversideaspectrum of assistance which can be

rendered to foreign jurisdictions.

The Bank Use Promotion and Suppression of Moneydearing Act provides adequately for the
communication of any adopted freezing mechanisnibadinancial sector through the creation
of an FIU.

Under the BUPSML Act and Serious Offences (Confiscaof Profits) Act countries have

effective and publicly known procedures for unfiegzin a timely manner, the funds or other
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264.

265.

266.
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269.

assets of persons or entities inadvertently aftetie a freezing mechanism upon verification

that the person or entity is not a designated jperso

Zimbabwe has appropriate procedures for authoriaougss to funds or other assets that were
frozen and that have been determined to be negessarasic expenses, the payment of certain
types of fees, expenses and service charges exti@ordinary expenses. This is provided for in
Section 50 of Serious Offences (Confiscation offioAct and BUPSML Act [Cap.24:24]
Zimbabwe has appropriate procedures through whipleraon or entity whose funds or other
assets have been frozen can challenge that meaihra view to having it reviewed by a court.
This is provided for in Section 29 of the BUPSMLtAZap.24:24] and section 10 of the Serious
Offences (Confiscation of Profits) Act

Freezing, Seizing and Confiscation in other circiamees is provided for under the Serious
Offences and Criminal Procedure and Evidence Ad&igamples are drug offences, exchange
controls and Money Laundering offences.

The BUPSML Act [Cap.24:24] and Section 10 of thei@es Offences (Confiscation of Profits)
Act, 2001 provide protection for the rights of bdite third parties.

Section 50 of Serious Offences (Confiscation offijoAct and BUPSML Act [Cap.24:24]
authorises access to funds or other assets thatfrezen deemed necessary for basic expenses,

the payment of certain types of fees, expensesearmice charges or for extraordinary expenses.

There are no provisions for the confiscation ofparty of corresponding value in the event that

property that is subject to the forfeiture ordenas available.
According to the BUPSML Guidelines, financial itistions and most DNBFPs are obligated to
inform FIIES of any transaction that takes placehia course of their business activity which

they suspect to be related to the commission efrarist act.

Law enforcement agencies have the necessary poavietentify and trace property suspected of

being the proceeds of crime.

The BUPSML Act 2004, provides for the establishmehtn FIU known as the FIIES. The

FIIES is located within the Reserve Bank of Zimbabw
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There is no difference between de-listing and w#irggy requests, as far as Zimbabwe’s
implementation of S/RES/1267(1999) is concernede Treezing action can be legally

challenged by the entity frozen; Zimbabwe authesitalso stated that a Zimbabwe Court would
have the discretion to overrule the UNSC decisibgsattaching higher weight to other provisions

contained in the United Nations Charter in areagiaverned by statutes.

The courts in Zimbabwe have the authority to judger UN-based designations made pursuant to
S/IRES/1267(1999).

Zimbabwe has not yet issued guidance to finaringitutions and other persons/entities that
may be holding targeted funds/assets. The listchvhias been provided to accountable
institutions is the FATF NCCT List.

Zimbabwe has not yet frozen any bank accounts ¢gordance with S/RES/1267(1999) and its

successor resolutions.

The RBZ has received lists of suspected terronsdividuals or groups and these lists are
circulated to all the financial institutions thataequired to inform the RBZ in writing whether
they operate any such accounts. If any such acs@ustidentified, arrangements will be made

for the seizure and forfeiture of the property uritiee Serious offences Act.
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Freezing action pursuant to S/RES/1373(2001):

275.

276.

277.

278.

As soon as possible (and not later than 10 daps tife decision to freeze has been made), the
Attorney General must bring the case before a cebiith will (by order) decide whether the
decision shall be affirmed. In such cases, th@extsand other persons concerned shall be
notified and given an opportunity to express theiews. If the circumstances of the
investigation necessitate, the court may omit thiéica and defer giving information about the
order, but shall set a time limit for when inforioat shall be given. Initially, the time limit shal
not exceed four weeks, but the court may extendrder by up to four weeks at a time. Once
the time limit has expired, the suspect and otleesgns concerned in the case shall be informed
of the order and their right to ask the court twide whether the freezing action shall be
affirmed. The freezing action must be based onesdd that the designated entity has directed

or used particular funds to support terrorist acts.

Zimbabwe has not issued any guidance to finanogitutions and other persons or entities that
may be holding targeted funds or other assets comggtheir obligations in taking action under

freezing mechanisms issued pursuant to S/RES/168@3)2 (281)

Any person who fails to comply with a legally erdeable freezing order would be subject to
punishment under the BUPSML Act. This is a generahinal provision which provides that
any person “who acts against a legally imposedipitién” shall be liable to (unlimited) fines or

imprisonment.

Freezing actions in contexts other than S/IRES/126I499) and S/RES/1373(2001)Freezing,
seizing and confiscation laws normally used in pottraminal cases can be used to freeze, seize
and confiscate terrorist funds in contexts othant8/RES/1267(1999) and S/RES/1373(2001).

Recommendations and Comments

279.

Zimbabwe needs to enact the SFIT Bill to allowdarompetent authority to freeze without delay
the terrorist funds and other assets of personatities designated by the UN Security Council
1267 Committee, beyond those funds provided orectdld for the purpose of carrying out a
specific terrorist act. Zimbabwe also needs to amemisting laws to fully implement
S/RES/1373(2001) consistent with its aims and abjes, preferably in a similar way as
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S/RES/1267(1999) has been implemented. This waeldte one single system for designating,
listing, freezing, de-listing and de-freezing afrtegist assets.

Enact measures that would allow for the possibiityfreezing funds or other assets where the
suspect belongs to a terrorist organisation on@in to finance terrorism in general (even if the
financing cannot be connected to any specific htgroorism.

Consider: (i) reducing the high burden of proof ftre authorities in respect of the
implementation of S/IRES/1373(2001); (ii) extendihg range of funds or other assets which
could be frozen under S/IRES/1373(2001); and (iNiing clear practical guidance to financial
institutions concerning how to implement freezingtians under S/RES/1267(1999) or
S/RES/1373(2001).

Have measures in place to monitor compliance withthb S/RES/1267(1999) and
S/RES/1373(2001).

Establish an effective system for communication agngovernmental institutions and with the
private sector and should consider options for igiing more timely communication to the
financial sector and other relevant businessesesigdations pursuant to UN Security Council
Resolution 1267 and 1373, such as receiving andhiing changes to the lists of designations
in electronic form where possible.

Provide clear guidance (more than the bare regpdioligation in the BUPSML Act) to financial
institutions that may hold terrorist funds concegitheir responsibilities under the freezing
regime.

Create a procedure for considering de-listing retpuand for unfreezing the funds or other assets
of de-listed persons.

Clarify the procedure for authorising access todBiassets that are frozen and that are
determined to be necessary on humanitarian groumdsa manner consistent with
S/RES/1452(2002);

Compliance with Special Recommendation Il

Rating Summary of factors underlying rating

SR.l

NC » Zimbabwe has not criminalized terrorist financing but does provide under other legislation

capacity for freezing funds or property used to be used in the commission of a serious offence.

 The freezing action can be legally challenged by the entity frozen and the entity frozen can use

the same legal mechanisms that any citizen has at its disposal to challenge governmental
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decisions.

 The freezing action must be based on evidence that the designated entity has directed or used
particular funds to support terrorist acts. This is a criminal standard, which rules out the
possibility of freezing funds because the suspect belongs to a terrorist organisation or is known
to finance terrorism in general, but cannot be connected to any specific act of terrorism.

» The court's affirmation of the decision to freeze property must be based on evidence that there
is just cause to suspect a person and these facts must be proven to the court on a criminal
standard, which implies that direct evidence or a substantial amount of circumstantial evidence
as to these facts would be required to convince a court to affirm a decision to freeze property.
This, coupled with the fact that a decision to freeze property is aimed at a specific person,
would make it very difficult to rely on facts such as that the suspect associates himself or
herself with a terrorist organisation or is known to finance terrorism in general, but cannot be
connected to any specific act of terrorism. In this way, freezing actions taken pursuant to
S/RES/1373(2001) may prove to be difficult to implement in practice.

. Zimbabwe has not issued any guidance to financial institutions and other persons or
entities that may be holding targeted funds or other assets concerning their obligations in

taking action under freezing mechanisms issued pursuant to S/RES/1373(2001).

. Zimbabwe has not implemented any mechanism for examining or giving effect to (if
appropriate) the freezing actions initiated pursuant to the S/RES/1373(2001) lists of other

countries.

Authorities

2.5 The Financial Intelligence Unit and its functims (R.26, 30 & 32)
25.1 Description and Analysis

Recommendation 26:

287. The FIU in Zimbabwe is known as the Financial ligehce Inspectorate and Evaluation Unit
(FIIES). It has been established within the Res&aek of Zimbabwe in terms of Section 3 of
the Bank Use Promotion and Suppression of Moneyndexing Act (Cap 24:24) BUP & SML
Act [Cap.24:24]. Section 4 of the BUPSML Act pides that the FIIES is required to promote
the use by the public of financial institutions fihre purpose of mediating, facilitating or
obviating cash transactions, to receive reportsso$picious transactions by designated

institutions, to analyse the reports and only fodvéhem to appropriate law enforcement
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agencies for investigation if the analysis warrdnisher investigation, compile statistics and
records and gather and disseminate informationinvizimbabwe or elsewhere on matters
relating to the Unit’s function, to issue guidekner directions to Fls on matters relating to its
functions, to monitor and enforce compliance wite BUPSML Act by traders, parastatals,
designated institutions and other persons, to e€rgaining facilities and provide training to

designated institutions.

The FIIES has a total staff compliment of 48. Msistff members were recruited from strategic
financial and law enforcement sectors so as tosactiee diverse range of skills and expertise
that would enable the FIIES to discharge its fuordti efficiently and effectively. The FIIES
operates independently without undue influence feom quarter. The FIIES has four sections
namely:

i. Anti Money Laundering Section

il. Bank Use Promotion Section

iii. Investigation Section

iv.  Metal and precious stone Section.

The Investigation Section has a commissioner wkest&uspicious Transaction Reports (STRS)
from Suspicious Transaction Report Section wheegeths an inquiry especially where there
some gaps on the information submitted for invesitom. The Investigation Section deals with
various reports from exchange control, Money Lauindge Customs declaration forms,
exportation of goods and transportation of goods twere supposed to be declared. The
Investigation Section constantly liaises with thaid® when they need assistance on certain
financial issues. It also liaises with the NatioBabnomic Conduct Inspectorate and ZIMRA. At
times the Police draw on the expertise providedheyFIIES. The FIIES have the authority to
stop the execution of a transaction under Sectib(l)3of the BUPSML Act, where any
inspector, or member of the Police Force who ioagmanied by an inspector, may request a
designated institution, after consultation withtét,suspend further action on any transaction for
such reasonable period as will enable the UniherRolice to perform the functions and duties

conferred upon them by law.

The Anti Money Laundering Section deals with othetivities such as investigation on data and

gives advice to other Sections. The Anti Money ldaring Section has been involved with
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training on money laundering issues to financiall amn-financial institutions. The Section

produces weekly reports, monthly and six monthporés and provides them to Management.

The Legal Section is responsible for giving legaviae on economic and financial issues and
assessing cases before investigation to see whettaries prima facie case. The Section also
liaises with the AG’s office on prosecution issuaésd deals with legislative revision to
applicable Acts. Currently the Section is reviegvthe BUPSML Act, 2002. It is also involved

in training programs and awareness on legal imjidicaof money laundering to the public.

The Compliance Section deals with compliance issuesnsure that financial institutions follow
rules and regulations on money laundering. Forire there are limits set up that an individual
can not withdraw more than 50 million Zimbabwe ddl per day without permission being

granted. Banks have to report on weekly basedvéttals above 50 Million Zimbabwe dollars.

Section 8 of the BUPSML Act [Cap.24:24] compels HI&ES to produce two reportsn its
activities after the 3D of June and 31December in each year. The reports are tabletién t
Zimbabwe Parliament by the Minister of Finance. ctte®m 6 of the BUP & SML Act
[Cap.24:24] empowers Inspectors of FIIES unfettemedess to additional information in the
discharge of its duties. The FIIES is empoweredisseminate financial information to domestic
authorities in terms of Section 4(c) and (e) of B & SML Act [Cap.24:24].

The BUPSML Act provides that the following instituts are accountable to report STRs to the
FIIES:

. Financial institutions;

. Law Firms

. Accounting Firms

. Insurance Companies

. Asset Management Companies

. Casinos

. Pension Funds and

. Real Estate Agencies.
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Traders in precious metals and stones are not ataigle under the BUPSML Act even though
they are mentioned in the BUPSML Guidelines, Theme=ds to be amended to provide for
compliance by traders.

The FIIES has standing arrangements with financaaministrative and law enforcement
agencies for information sharing on STRs and otkkted matters. The arrangement is still
manual at present but will be computerised in dugrse. Information also held by FIIES is at
present stored manually due to the absence of propgate IT platform. However, strict

procedures are followed to ensure information sgcur

Under Clause 15 of the BUPSML Guidelines thererisolligation on all staff to report in
writing to the MLRO suspicious activity of moneytadering and terrorist financing. However,
if the staff considers that the preparation of riggort for the MLRO or refusal to carry out the
transaction may jeopardize the tracking of the fieiagies of a suspicious transaction or where
it is impossible to prepare such a report, thef stafy process the transaction but they must
immediately thereafter report the matter to the MIL®Rho will accordingly lodge a report of the
transaction to the FIU.

All banks and cash dealers have a clear obligatbansure that each relevant employee knows
to which person he or she should report suspidi@nsactions and that there is a clear reporting
chain under which those suspicious transactionsheipassed directly and without delay to the
MLRO. Once an employee has reported his/her swspim the MLRO, he/she has fully
satisfied and discharged his/her statutory oblgati

Where there is a business relationship, a susgctoansaction will often be one that is
inconsistent with a customer’s known, legitimatesibass or personal activities or with the
normal business for that type of account. Therefibre first key to recognition is understanding
the customer and the customer’'s business to remdgtiiat a transaction, or series of
transactions, are unusual.

Questions that a bank or cash dealer might consitien determining whether an established

customer’s transaction might be suspicious areugald 4, BUSMPL Guidelines):

(a) Isthe size of the transaction consistent withribienal activities of the customer?
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(b) Is the transaction rational in the context of thetomer’s business or personal activities?
(c) Has the pattern of transactions conducted by tetomer changed?
(d) Where the transaction is international in charaaees the customer have any obvious

reason for conducting business with the other e¢guntvolved?

Anyone who fails to report on activities relatedtoney laundering shall be guilt and liable for a
fine not less than $ 5 billion (Clause 15, BUPSMuid&lines).

The BUPSML Guideline No. 01-2006 issued by RBZ Hidfinancial institutions in Zimbabwe
contains notes on the detection of complex and walusransaction reports. Suspicious
Transaction Report is generated when a designasidution believes the suspicion warrants
further investigation. The Report is to the FlltBBugh the Director, this can be in electronic or
manual form. The report is recorded in the Dirgstoffice. The Director forwards the STR to
the Deputy Director Compliance (DDC). The DDChern required to forward the report to the
Head of Money Laundering in the FIIES. The Head/bf acknowledges receipt of the STR to
the reporting institution. The Head of ML will iew the report and do the initial analysis. The
report is then passed to the Team Leader who Vgl eeview the STR, check for compliance
and completeness of information submitted by theklend then records the STR and assigns a
reference number to the report. If more informaiti® required, the Team Leader will request
additional information from the Bank. With all theformation available the AML team will
analyse the report, and come up with some recomatiemd in the form of a report to the Head
of ML. The Head of ML will review the report anchen make some additional
recommendations. A final report is then made &y IDC who then passes the report to the
Director. If there is a need for investigation Mieector passes the report to the Investigations
section. Further investigations will be done andeport will be made to the Director. The
Director will give feedback to the Reporting Ingtibn on the action plan regarding the STR.

Normally it takes up to 14 days to complete a repor

If the FIIES determines that concrete details supploe suspicion of ML/FT, a criminal
investigation may be initiated. The FIIES decistorrefer information (on the basis of which a
new investigation may be initiated) amounts todpening of a criminal investigation and must

therefore be based on reasonable grounds to betiavan offence has been committed.
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The FIIES also receives reports on suspicious iiegsvfrom whistle blowers. The FIIES
administers a Whistle Blowers Fund whereby membérhe public are encouraged to report
cases of economic or financial crimes to the FIIES at the end of June 2005, the FIIES had
received a total of 722 reported cases of whichat3@s had been investigated and handed over
for prosecution by the courts. A total of US$ tillion, GBP1,8 million and BWP200 has been
recovered or repatriated. In addition a total &HJ50 million was paid out to whistleblowers
who had provided information that led to successghdsecution and recovery of proceeds of
crime. Normally such informers are paid 10% of wismtrecovered. The Governor has the
discretion in exceptional cases to authorize payméra reward to an informer even though
there may be no recovery of proceeds. Such paymidirtte dependent on the critical nature of
the information provided, particularly that whickatls to major revelations of fraudulent and

crippling economic activities.

If a suspicion of ML/FT is rebutted, all informati@bout the transaction and the STR itself must
be deleted immediately. If the suspicion can b¢heeirebutted nor confirmed, the STR is filed
for intelligence. All information about the trantao must be deleted if no further information
of importance is registered, and no investigatiotegal measures initiated against the legal or
natural person. On the other hand, if new inforomatof importance is registered, a new
deadline shall apply from the date of registratibhe RBZ places a strong emphasis on the
protection of privacy. The information containediis database can only be accessed by the
FIES staff..

Staff of the FIIES is required, in terms of the ead conduct to uphold confidentiality as well as
maintaining high levels of professionalism and gnity at all times. This is consistent with the

selection of employees for the RBZ. The procesdéstical to that of the RBZ. This includes

being screened by CID prior to appointment to &5lposition.

Appropriate training is being given to staff of ES both locally and internationally. However

more needs to be completed as the FIIES is stillidy new institution. Training has been

provided by ESAAMLG and South Africa on AML and Eosic Analysis. Most have been

trained in compliance.

Current efforts are underway to join the Egmontupro The FIIES upholds the Egmont Group
Statement of Purpose and its Principles for Infaioma Exchange Between Financial

Intelligence Units for Money Laundering Cases.His regards initiatives are already under way
to join the Egmont Group and a MOUs with South édis FIU (“FIC”) was signed in February
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308.

309.

of 2006 to facilitate information exchange. Zimb&bhas signed a MOU with Egypt and

information has been exchanged.

The FIIES have direct access to a wide range @fbdaes and registers. These including local
police registers, Interpol, Registrar of companiesicle registration database at Central Vehicle
Registry (CVR) and Financial clearing Bureau. Thedgo have access to The Zimbabwe

Revenue authority database on a case by case basis.

The Zimbabwe Credit bureau information in Zimbabwe contains certain tax related
information such as declared income, declared wedltand declared debt in addition to the
normal credit related information. It should be noted that loan information is not able to

be accessed.

a) Suspicious Transaction Reports Received by FIIES

Years
Since
2004

Banks

Insurance
Companies,
agents &

Brokers

Bureau de

Change

Whistle
Blowers
Other NBFls

Total STRs
Reported

196

4

0

201

310.

311.

Total Reported _201

So far 201 STRs have been submitted of wisicinehave been forwarded to the Police for
further action. Of the STR’s submitted to the Ralibow many have been referred to the AG’s
International banks

Department. None of the STRs submitted have mxbutt prosecutions.

have reported the highest numbers of STRs. Thattitouted to the availability of training

information from their Head Offices in other juristibns who have been committed to the fight
against money laundering and terrorist financinggmbabwean Banks are submitting a low
number of STRs reported and require stronger awaereraising and monitoring for compliance

So as to ensure they are AML/CFT compliant.
Although the Unit received some STRs from the lasae Sector, these were only reported by 2

insurances companies out of a total number of §i3tered with the Commissioner of Insurance.

Most of the insurance companies are not aware at vghsupposed to be reported. The Unit has
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312.

313.

314.

315.

now started carrying out training workshops to stlkeholders and it is hoped that this will
result in an improvement in the number of STRs énatgoing to be reported from the Insurance
Sector.

With regards DNFBPs and their requirement to re@¥Rs, there are no statistics available
which make claim to these entities having repo8&&s, many are not sensitized to AML/CFT
and others such as the Law Society are in conflitit the requirement to report STRS by legal
institutions.

Current record keeping is manual. However, initiggiare already underway to have a secure IT

platform and appropriate databases for storing anstatistics. Storage of statistics is also
currently manual.

The RBZ is not in a position to levy administratifilees for non-compliance but it may in the
case of a financial institution take additionali@atunder its supervisory powers such as the
revocation of a banking license. Sanctions cannfygosed for non-compliance but so far, no

penalties have been imposed for non-compliance twéhieporting requirements.

Police and prosecutors have a duty of professisealecy which applies until a criminal case is
opened (i.e. after an investigation has formallgrbénitiated) However, this duty does not
prevent the RBZ employees from providing informatio, or gathering information from, other
public officials in the police and Prosecution Aatity, or from co-operating with foreign police
or competent authorities, provided that the purpdshe exchange of information is to prevent
or uncover violation.

Recommendation and Comments:

316.

317.

The FIES does not have adequate resources provimedhrough the Reserve Bank of
Zimbabwe’s budget. The FIIES, although still iniitancy, is well structured, and staffed by 48
persons who perform its functions. The FIIES isreatly working on installing an Egmont
Group compliant IT platform to ensure access to @reup’'s secure web for information
exchange.

It is recommended that Zimbabwe allocate more telcgical resources to the FIIES as soon as

possible. Although staff are professional and higtdined, all staff need to be trained in the use
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318.

319.

320.

321.

of analytical tools such as Analysts Notebook. didiaon to a system for electronic reporting,

the FIIES urgently needs tools to conduct electramialysis as soon as possible.

Zimbabwe should improve the FIIEs statistics caitat capabilities by providing it with better
technological tools.

Descriptions and examples to aid the staff in ifigng suspicious transactions are available but
a mechanism to ensure that accountable instituttwasaware of such examples are lacking.
Many of the DNBFPs have not formally adopted thePBML Guidelines for reporting STRs.
Traders in precious metals and stones are not atadde under these guidelines. The casinos,
stock brokers and exchange, real estate agentb¢ galsountants and lawyers have not as yet
submitted any STRs to the FIIES.

So far, no sanctions have been imposed on anydiaaimstitution for failing to comply with
reporting requirements on AML.

While it appears the FIIES has provided some tngino Fls and DNBFPs and the public the
FIIES has so far not published any reports reggrdtatistics, typologies and trends relating to
AML.

Compliance with Recommendations 26, 30 & 32

Rating Summary of factors relevant to s.2.5 underlying overall rating

R.26

PC

FIIE staff should receive further training in STR analysis, support to financial

investigations and other FIU functions.

The FIU should consider conducting outreach programmes to reporting institutions to better
understand the process and criteria for making of STRs in order to support higher levels of

reporting of STRs.

Technical limitations prevent the FIIES staff to apply analytical tools directly to all of the
information collated since the information is currently handled manually and is not yet input
into a database. This restricts analysis to the selected extract only and is done without the

benefit of allowing sophisticated IT tools to search through an entire STR database.

The FIIES should pursue membership of the Egmont Group

R.30

PC

Much of the FIIES’s analytical processes are handled manually and, with its current

systems, there is no possibility for the system to automatically draw connections between
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STRs.

. The FIIES can only work on a few of the STRs that it receives; the rest are simply filed
away for future reference. Manual analysis is done, but is often dependent upon the FIIES

staff remembering a person’s name or a previous STR. This process is clearly very inefficient.

. Consequently, Zimbabwe is experiencing difficulty in recruiting lawyers and police
officers with adequate professional competence in the area of economic crime. Moreover,
there is concern that members of economic crime teams must wait too long to obtain advanced

training in economic crime cases.

. Considering the number of entities that the RBZ is responsible for supervising, its

capacity seems inadequate to achieve supervision effectively.

R.32 PC . The inadequacy of the FIIES statistics collection mechanisms (i.e. its computer
systems) has thus impeded its statistics collection capabilities.
. Zimbabwe does not maintain statistics concerning sanctions imposed for failing to
comply with AML/CFT obligations.
2.6 Law enforcement, prosecution and other competéauthorities — the framework

for the investigation and prosecution of offencesnd for confiscation and freezing

(R.27, 28, 30 & 32)

2.6.1

Description and Analysis

Recommendation 27

322.

323.

Zimbabwe has designated law enforcement and proeecauthorities that have responsibility
for ensuring that ML/FT offences are properly irigegted, including The Serious Fraud Squad
(a permanent unit that is specialised in invesiigatomplicated economic crime, including
crime related to money laundering). The Attornesn&al’s Office is responsible for ensuring
that ML/FT offences are properly prosecuted, argdés who should have main responsibility for
prosecution. Money laundering offences and coafien cases are investigated by the

Zimbabwe Republic Police under the direction of @mmmissioner of Police.
The Police draw on a package of legislation inrtbgiempt to combat ML and FT. The laws

include the Serious Offences (Confiscation of RspfAct, Chapter 9.13 2001, the BUPSML
Act, 2002, the POSA Act, (2002), the PreventionGafrruption Act, (2002), The Criminal
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Matters (Mutual Legal Assistance) Act, the Danger@uugs Act, the Criminal Procedure and
Evidence and Customs & Exercise Acts.

324. There are measures in place that provide law eafoeat or prosecution authorities with an
adequate legal basis for the use of a wide rangspetial investigative techniques when
conducting investigations of ML or FT. Joint intigations with appropriate competent
authorities in other countries, including the usspecial investigative techniques, provided that
adequate safeguards are in place exist for examfdgol and MOUs with other jurisdictions.
As far as undercover operations are concernede thiespermissible. However, with regards to

intercepting of correspondence or other means wihconication, a court order is necessary.

325. The Police at a national level shares informatiorcome with other law enforcement agencies.
At the regional level Police share information wittSADC through SARPCCO [Southern
Africa Regional Police Chiefs Cooperation Orgari@at Joint investigations and operations at
SADC Regional level are conducted through the aespof SARPCCO especially in Drug
Trafficking, motor vehicle theft and small arms Ifevation. At the international level

information is shared and obtained via Interpol.

Additional elements:
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326.

327.

328.

Zimbabwe co-operates with other competent autlesritparticularly the countries of New
Zealand and the United Kingdom. in drug and otlarfcial crimes. Additionally, Zimbabwe
has legislative measures in place that providedafercement with an adequate legal basis for
the use of the following special investigative teicgues when conducting ML/FT or other
criminal investigations: (i) secret search; (iifleo surveillance and technological tracking; (iii)
concealed video surveillance of a public place feghnological tracking when a person with
just cause suspected of an act or attempt of apusishable by imprisonment for five years or
more; and (v) Entering for the purpose of placingeehnical direction finder, or placing such
finders in clothes or bags that the suspect wearsaies, when a person with just cause is
suspected of an act or attempt at an act punishahi@prisonment. However, these techniques
can only be used for serious offences. Other cbemr measures, such as infiltration
(undercover) operations and Trapping (i.e. insimgatan offence by, for instance, asking
someone if they will sell you drugs) are also aai; however, these measures are not

statutorily regulated. Trapping, for instance, oaty be used for intelligence purposes.

Police are familiar with AML typologies and trenfilem their participations in overseas training
seminars. Other than that, the officers have lichiecess locally on ML and FT typologies
training. Officers will need to be exposed to fient training on the latest typologies and trends
in ML and FT. Such specialized training and cegéifion is not available locally. The Police
intend to seek technical assistance from internatiorganizations to improve the investigative
techniques on ML and FT cases. A register is kgpthle police for all cases investigated and

offences clearly defined under specialized invesiig sections.

The authorities are not aware of the existencengfterrorist activities in Zimbabwe. But should
they occur, the BUPSML Act and Criminal Procedund &vidence Act contains provisions for
freezing and confiscation of assets related to A Tegister is kept for all cases and offences

clearly defined under specialized sections.

Recommendation 28:

329.

Section 25 of the Serious Offences (ConfiscatioRraffits) Act provides the police with powers

of search and seizure of property which the potiffecer believes on reasonable grounds is
tainted property. The search or seizure actioalss provided for under Section 36 of the
BUPSML Act, 2002, which permits the FIIES Inspestts carry out entry, searches, or seizure

of cash which is unlawfully held but such an Ingpecan only do so when accompanied by a
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330.

331.

police officer, but where he believes that a detaght cause defeat, the objective of search
entry or seizure he shall proceed to search, entsgize without police officer.

Search and seizure can be made with the consahegberson involved, or under warrant or
without warrant. Where the police on reasonableigts believe that the property involved can
be destroyed, concealed, disposed of or lost. Thesers are also extended to Inspectors under
the BUPSML Act, 2002.

Where property is seized, the Police are requicedrtange for the property to be kept and to
take all reasonable steps to preserve it while ga kept until it is required or disposed of in

terms of the Act.

Production orders (The Serious Offences and Conéison of Profits Act):

332.

333.

The competent authorities responsible for invesiigaML, FT and other underlying predicate
offences have the power to compel production otabjthat are deemed to be significant as
evidence. The word objects means movable propeciyding documents, electronically stored
information and financial information that is hedd maintained by financial institutions and
other businesses or persons (i.e. transaction dgcatentification data) obtained through the
customer due diligence. To obtain a search warthet Attorney General must submit an
application to a court. The court may grant thpliaption without prior notice to the charged
person or the financial institution. Under pregsiircumstances, the Attorney General’s Office
may compel the information directly, and then sultimé case to court as soon as possible for a
subsequent approval. The charged person shall be notified when inforomathas been
compelled. Production orders can be used to obtatorical data or future information that has
not yet been obtained by the financial institutfpe. future transaction records that the financial
institution will obtain through account monitoring)f there is suspicion of a criminal act that is
punishable by imprisonment of five years or mor ¢burt may oblige a financial institution to
submit future information for a period not exceedfour weeks. In such cases, notification to
the suspect may be postponed if strictly necesgarythe investigation under the Serious
Offences Act.

Monitoring Orders are provided for under Sectionddthe Serious Offences (Confiscation of

Profits) Act, 2002. A police officer may apply #ojudge for a monitoring order directing a

financial institution to give information to the IR® about financial transactions conducted
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Search:

334.

through an account held by a particular person thigh financial institution. A monitoring order
shall apply in relation to financial transactiormducted during a period specified in the order.
A judge shall not make a monitoring order unlesssteatisfied that there are reasonable grounds
for suspecting that the person in respect of whassount the information is sought has
committed or is reasonably suspected of having cttenina specified offence; or was involved
in the commission of, or is reasonably suspectdthuing been involved in the commission of, a
specified offence; or has benefited, directly adirectly, from the commission of a specified
offence. A monitoring order shall specify the maar names in which the account is being held
and the type of information that the financial itwgton is required to give. Any financial
institution that contravenes monitoring order arqides false or misleading information shall be

guilty of an offence and liable to a fine not extieg level fourteen.

The Serious Offences (Confiscation of Profits) Aod The Criminal Procedure and Evidence
Act provides for competent authorities to have powver to search premises for financial
records. The objective must be to search for emider things that may be seized or frozen. A
search of the suspect’'s person may also be cortoat¢he same conditions as a search of his
premises, provided that there is reason to betieatesearch may lead to detection of evidence or
things that may be seized or frozen. A search aisy take place at premises belonging to a
third party provided that there is just cause fospecting that a criminal act punishable by
imprisonment is committed and: (i) the criminal was committed or the suspect was arrested on
the premises; (ii) the suspect was there undeupuvken caught in the act or on finding fresh sjue
(iii) or there are particular reasons to beliea the suspect may be arrested there or evidemgg/th
found that might be seized or frozen. Third parttan be searched when a criminal act that is
punishable by imprisonment of more than six moigtssispected, and there is a particular reason to

conduct the search.
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335.

As a general rule, the court has powers to isssemaech warrant without prior notification to the
suspect. A police officer can search premises witliecision from the court or the Prosecution
Authority if the suspect is caught in the act ofneoitting a crime or there is a danger that a
search (which relates to a strong suspicion ofiraical act that is punishable by more than six

months imprisonment) might otherwise be spoiledhe Principal rule is that the search should
be carried out in the presence of a witness andubpect.

Seizure:

336.

The competent authorities have the power to saiamdéial records, etcetera provided that those
records may have significance as evidence. Theipal rule is that the Attorney General's

Office takes the decision on seizure; however pthlece may take the decision when the suspect
is caught in the act, pursued when caught in theoaon finding fresh clues. In such cases, the
Court must be notified as soon as possible and meside whether the seizure should be

sustained The decision on, and execution of seigueken without prior notice to the suspect or
third party.

Witness statements:

337.

The police and Attorney General’'s Office recordneis statements. However, the witness is
obliged to attend at the police station in orderatltvise whether he/she is willing to give a
statement. The witness may consent to give a sgatieta the police or Prosecution Authority.

Alternatively, the withess may be served with a swns to attend court.
usually regarded as hostile.

Such a witness is

Whistle Blowers:

338.

Interpol:

The concept of paying “Whistle Blowers” for information is a generally accepted concept in
the ML Enforcement program of Zimbabwe. There is afund which pays for information

and payments are made based on a percentage of fundeized as a result of the
information supplied.
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339. The Interpol office in Zimbabwe is located at thi>@ffice at Headquarters. There is also the
Interpol Sub regional office (SRB) located at tinéetpol Headquarters in Harare, which also
participates in ESAAMLG. It was established in Q98ith staff capacity of 24 persons. This
office deals with national and international issud$e Interpol 24/7 Database is available for
connection to other law enforcement agencies sutgempplications. The Interpol office has an
economic and drugs desk that receives informatiah analyses for trends, this information is
available for Zimbabwe authorities to access. office does not conduct investigations but
coordinates law enforcement efforts. The offica ibnk between the regional Interpol office,

Zimbabwe and international law enforcement autlawiit

340. There have been some ML convictions and therenigidd capacity to prosecute economic
crimes and capacity weaknesses in the justicemmystéhat judges have limited understanding
of ML and FT. Meetings with Interpol highlighted ajor crime in
Zimbabwe to include theft of motor vehicles, naicuitIT crimes, criminal intelligence, stock
theft, human trafficking, illegal immigrants andké&documentation, terrorist related crimes,
firearms and explosives, financial and economimeriregional training and minerals crimes.
The Anti-Terrorism Early Warning Centre is a cooating office that receives intelligence from
member and non-member countries and ensures thbens have systems in place to combat
ML and TF.

341. Police Chiefs have a system of repatriating exsibit the basis of signed agreements and good

will and cooperation of the Police Chiefs.

Number of Serious Offences 2006

Type of Offence No. of Accused | Sentence Total Ecaniw Loss

Drug Trafficking 50 Between 1-9 years $35,198,86%0VD

Externalisation 67 Fines between $300 - $381 $69000000.00

(Exchange Control) million ZAR1035 119.00

USD21 642 038.00

EUR150100.00
GBP 9234.00

Fraud 455 Between 3 months to 20 years $751 085 831.65

plus fines
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Type of Offence No. of Accused | Sentence Total Ecanw Loss
Precious Minerals 2 Custodial and fines $24 7333811
Armed Robbery 103 Between 3 months — 20 yegrs $816on
Robbery Motor 329 Between 3 months — 20 years $27 507 950 00000
Vehicle

342.

Current Situation of Money Laundering in Zimbabwgediescribed as follows: Drug trafficking
continues to pose a serious threat especially ew \of the slight move from softer drugs to
harder drugs. Better policing of the points of gnltyy enforcement agencies needs to be
enhanced to make it more difficult for drugs to oeb the country. However, since last year,
several Zimbabwe nationals have been arrested rieigfo countries on charges of drug
trafficking. Smuggling of currency and precioustaie and stones also poses a problem and

momentum is gathering with the illegal trade ofqmes metals in light of the recent foreign
exchange problems.

Recommendation 30 (Resources of law enforcementsprution and other competent authorities):

Zimbabwe Republic Police:

343.

344,

Police Stations are commanded by Inspectors andf @hépectors commonly referred to as
Officers-in-Charge. Districts are commanded by Supendents and Chief Superintendents
commonly known as Officers commanding Districtsgfitils) Provinces are run by Assistant
Commissioners and Senior Assistant Commissioners/kras Officers commanding Provinces

(Propols). Deputy Commissioners and the Commissioh@olice are based at Police General
Headquarters to give directions and command.

It was noted that although the legislation is iagel prohibiting money laundering, offenders
have found loopholes in existing laws that periménm to commit crimes that cannot be treated
as money laundering offences. The Commission&otite was of the opinion that AML laws

need to be amended to capture the existing crithas dare predicate offences for money

laundering. The office of the Commissioner of pelistated that corruption in Zimbabwe is
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345.

346.

347.

rampant and High post official such as Ministerd @mmissioners have been investigated and
prosecuted for corruption practices. The Police éstablished cooperative relationships with
ZIMRA, RBZ, NECI, Customs, and the Anti Corrupti@ommission.

The Zimbabwe Republic Police employ a range ofriephes to access records in the course of
an investigation. Under the Serious Offences Agether with the Criminal Procedure and
Evidence Act, the Police are legally permitted ngage in an undercover operation in order to
detect, investigate or uncover the commission afffence The techniques allowed include the
use of informers, surveillance and interception aemahitoring of telecommunications. In the
event of telephone interceptions (“TIs”) a warramist be provided to the Court before a Tl is
applied. Interception of communications is perndittander the Criminal Procedure and
Evidence Act. The Police are also able to compedipetion of bank account records, financial
transaction records, customer identification resdrdm financial institutions through Sections

of the Criminal Procedure and Evidence Act.

Within the Police there is a Serious Fraud Squdl wfffices in Harare.The Court can authorize

freezing and seizure of property and this is ddmweugh an application in Court whereby the
police can seize property. Where assets or momseyound in connection with the

commissioning of crime pending investigation, tlsseds or money are put into Police custody.
Where money is frozen, the FIIES open an accouigdc&ash Tender Account and the frozen
funds are deposited in that account. When fundsfarfeited, the funds go to the Treasury
Department. Police have access to all investigagiglniques, disclosure orders, whistleblowers.
Statistics are maintained by the police for mostoss offences and there are currently no

statistics for terrorist financing investigations

The CID Specialised Gold Investigation Unit wasabBshed in 1980. The purpose of the unit is
to ensure that gold is not smuggled out of ZimbabWee unit is stationed in Harare and is
staffed by 24 officers.

ZIMRA'’s and Immigration:

348.

Customs is governed by the Customs Act and ExcigeaAd it's regulations. ZIMRA's main
duty is to control movement of goods and servicateaignated entry points and this depends on

declarations. ZIMA has jurisdiction over the takiof currency out of the country since they

104



administer exchange controls on behalf of the RBZhe country largely relies on the
declarations made by owners of goods being brougbt the country; hence the system is
largely dependent on goodwill of the individualsxcerned. There is capacity to check on the
declarations though the use of inspections, examima and scanners. The most prevalent
customs violations is the smuggling of goods. €hae few cases of drugs apprehensions at the

point of entry destined for markets in Europe.

349. Customs & Immigration: Immigration officers questisuspicious incoming travelers on the
amount of funds they have to be able to sustaim tthering their stay in the country and if they
are found to be in possession of a large amoumhaiey, they are subject to more detailed
guestioning and a joint search with customs offici€ustoms officials also search suspicious

travelers for narcotics and other prohibited suirsta.

350. ZIMA has requested AML awareness raising seminadsteaining for officers to identify and

investigate ML and FT.

Ministry of Home Affairs:

351. The Ministry of Home Affairs primarily deals withesurity and law enforcement issues and
interacts with other organs in Zimbabwe such asRB&, the Anti Corruption Commission, the
police and other authorities in enforcing Acts @rlRment. The Ministry of Home Affairs
together with the Ministry of Justice conductedeggsh on how to deal with external threats to
security and they developed an action plan on howdmbat these threats. Currently the
Ministry of Home Affairs has prepared the SFIT Biflat addresses terrorism and CFT and
covers any other terrorism issues not covered utideiPublic Order and Security Act, 2002.
The Bill also clearly defines acts of commissiord aacts of omission that can cause an
individual or an institution to be declared tersbri The timeframe for the Suppression of

Foreign and International Terrorism Bill to com#&imperation is 2006/2007.
Attorney Generals Chambers (AG’s):
352. The AG’s office deals with prosecution of criminehses including money laundering and

financing of terrorism crimes. The AG’s office hasosecutors who are responsible for

prosecuting cases. Normally if the investigatiomas conducted well, the Prosecution side can
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353.

354.

355.

356.

withdraw the case. The AG'’s office also deals waithtters relating to mutual legal assistance in
criminal matters as well as extradition. Zimbabves B0 criminal courts that deal with serious

crimes and could handle prosecution of ML/FT crimes

There are not enough prosecutors from the AG’ seffvith prosecution knowledge on economic
and financial crimes since such cases are consideng technical. In most cases prosecutors
use common knowledge to prosecute any kind of aasethey have no specialized areas for
prosecution. Judges are also not sensitized imdinhand economic crimes and some cases
have been discharged on technicalities. Thereniseal for more training on money laundering

and financing of terrorism crimes to enable prgmesecution.

In the case of a third party engaged in the comiorigsy of an offence and is presumed
innocent, he/she will be called in court to testifg innocence. In Zimbabwe legal persons may
be prosecuted for criminal offences like naturalspas. There are some companies that have

been prosecuted for criminal offences.

For prosecution of money laundering and terronishes there are various pieces of legislation
that can be used:

. Bank Use Promotion and Suppression of Money Laungéxct, 2002.
. Serious Offences (Confiscation of Profits) Act, 200

. Criminal Procedure and Evidence Act.2006)

. Criminal Matters (Mutual Assistance) Act, 2001.

. Public Order and Security Act, 2002.

. Prevention of Corruption Act, 2002

The AG’s office was of the opinion that there adeguate laws to cover ML/FT offences
however with more developments amendments shouldnlde accordingly. For instance

currently they are working on the SFIT.

Zimbabwe Revenue Authority (ZIMRA):

357.

ZIMRA was established 5 years ago and has alreadglenprogress with combating ML.
ZIMRA enforces the Exchange Control Act, 1974 ohdieof the RBZ. ZIMRA cooperates
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358.

with the RBZ and FIIES on ML issues and also warksely with Interpol, Zimbabwe Republic
Police and other enforcement authorities. ZIMRAsuibe to the SADC Regional Code of
Conduct. ZIMRA accept that there has been an aserén forex smuggling in view of the recent
economic crisis. It is illegal for an individua take out USD1000 in cash outside Zimbabwe or
500 Million ZWD Dollars without permission beingagited by Exchange ControThe border
with Mozambique has been found to be the most vabie to allow for this kind of activity as it
allows for easy crossing in the absence of no ahtilistinction unlike with the South Africa
border (the Limpopo River), Zambia (Victoria Falled the Zambezi River), the Botswana
border (a game reserve). To address this defigi@hlRA conduct random patrols with the
army and the police. At the border an individgateéquired to fill CDI forms declaring assets of
high value like precious stones and currencies.attempt to control bribery, ZIMRA have a
whistleblower system that covers both internal aexternal whistleblowers.  Outside
whistleblowers are rewarded with 10% of proceed®vered. ZIMRA also use undercover
operatives to unearth offences. Unannounced seanctaff premises yielded 47 arrests of
members of staff.

ZIMRA has also appointed money laundering officensl has organized training programs for
staff on ML issues. There is a code of condudt gloaerns employees of ZIMRA not to engage
or aid commissioning of crime. ZIMRA participatés International forums on money
laundering and there is work in progress with Ipbéto connect computer networks which will

help ZIMRA officers with accessing more informatimnuse in investigations.

Anti Corruption and Anti Monopolies Department (AC&AMD):

359.

360.

Under the Anti-Corruption Act, the government ofriiabwe established the Anti-Corruption
and Anti-Monopolies Department in 2004, locatedhimitthe Office of the President and
Cabinet. The AC&AMD is responsible for fighting reaption and unfair business practices.
Operating legislation also includes the PreventdrCorruption Act 2002 and other financial
and economic legislation.

The Prevention of Corruption Act defines a corrppctice as any Act that corruptly solicits,
accepts, obtains, agree to accept, or attemptstéandrom any person a gift or consideration for
himself or any other persons as endowment or ref@ardoing or not for having done or not

done any act, in relation his/her principal affairdusiness.
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361.

362.

363.

364.

365.

All cases of corruption are reported to the AC&AMIough a whistle blower program or via
telephone calls. There have been some instanceewlfficers from the AC&AMD have had
difficulties in distinguishing between corruptionts and money laundering activities and it was
requested that further awareness raising on bqilksas provided to officers of the AC&AMD

to assist them with accurately processing and tigatsng the claims that are made.

When an investigation is conducted by the AC&AMDHE investigation warrants further action
the information is passed to the Attorney GenerBl&partment for prosecution. Regarding
proceeds of corruption the AC&AMD has a legal medbiam whereby search, seizure and
confiscation can be done through a Court Order.r&hig little political interference in the
AC&AMD'’s operation since there is strong politioalll to fight corruption. For instance there
have been cases reported where high level govetnafiizials (Ministers, Commissioners and

Members of Parliament) were found engaged withugirpractices and action was taken.

The AC&AMD has received cooperation from neighbogrcountries within the region such as
Mozambique and South Africa. Currently Zimbabweniaking efforts to formalize the process
of cooperation. Zimbabwe has not ratified the UdfrGption Convention and as a result it has
been difficult to obtain cooperation from other nties for instance the United Kingdom where

people with alleged involvement with corrupt prees have ran to.

An Inter-Ministerial Task Force on the fight agdinrruption was also established and
comprises of representatives from the Ministry oétite, Legal and Parliamentary Affairs,

Defence, Finance, Information and Publicity, Stagzurity, Home Affairs, Revenue Authority
and the Reserve Bank.

Using the resources available to them, law enfoergmprosecution and other competent
authorities have initiated investigations relattnginternational and national money laundering
offences. The following chart sets out the numtifeinvestigations that were initiated for the
following types of money laundering violations: wrary, gross and negligent assistance in

securing the proceeds of crime for another peraad, assistance in securing the proceeds of
drug trafficking for another person.
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366.

367.

Drug trafficking is considered as the crime posamgroblem to money laundering. Generally,
drug trafficking in Zimbabwe involves Marijuana, $tash, cocaine and Heroin. Parallel market

operations also pose a problem especially in viethecurrent scarcity of foreign exchange

Judicial authorities: There is recognition in the Action Plan 2005 thatges need additional

special training to handle ML and FT cases.

Additional elements:

368.

Zimbabwe reports that a number of trends are isangahe demands on judicial competence.

Recommendation 32 (Statistics relating to law erdement and prosecution):

369.

370.

371.

Statistics exist for all types of predicate offenemd for ML However there are not TF statistics
as there is no predicate offence.

Zimbabwe Revenue Authority (ZIMRA) will put in placa system to maintain comprehensive
statistics relevant to the effectiveness and efficy of systems for combating money laundering
and terrorist financing. These statistics will unbé suspicious transaction reports, and other
reports where appropriate under domestic law, vedeand disseminated. Reports filed on cross

border transportation of currency and bearer nagtiinstruments are maintained.

Data is available in some form at entry and exiinfso However there is a need to have it

maintained at a central point to enable trend a&mafpr money laundering.

Recommendations and Comments

372.

373.

There have not been any TF investigations that kevéo prosecution of those offences. Law
enforcement agencies and prosecutorial servicagcghecome more proactively involved in the
enforcement of the Serious Offences (ConfiscatidProfits) Act, and BUPSML Act.

Authorities should be more proactive in pursuing tmoney trail” which derives from serious

offences. This would enable them to be proactiughgstigate money laundering offences.
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374.

375.

376.

377.

Authorities should study the crime statistics téedmine the country threats and use these as a

contribution to the overall AML strategic plan.

Civil forfeiture legislation and training shouldsal be considered, and should complement the
reporting regime and AML package of legislationrtRar training on AML/CFT should be
delivered to all authorities. In addition a typgies conference should also be held in Zimbabwe
for all relevant officials from the law enforcemelggal and financial authorities. The typologies
conference would help raise awareness and detetneénds and methods for money laundering

in Zimbabwe and the Region.

Zimbabwe should ensure that additional resourcdsamding are provided to the Serious Fraud
Squad, NECI, prosecutors and CID for AML/CFT trami

Zimbabwe should collect statistics concerning tpes of criminal sanctions imposed for ML.

Compliance with Recommendation 27, 28, 30 & 32

Rating Summary of factors relevant to s.2.6 underlying overall rating
R.27 PC » The Zimbabwe Republic Police need to establish a unit which specialises in asset investigation
and forfeiture since current methods draw heavily on the police resources.
» Zimbabwe needs to strengthen cooperative relationships with authorities in other countries
other than the SADC region.
R.28 PC * The police require further training in anti ML and FT for successful prosecution of ML or TF
investigations.
 The Police are not familiar with the requirements of UN instruments on terrorism and terrorist
financing and need to be further sensitised on this matter since the actions required by these
instruments would involve the Police.
» Zimbabwe law enforcement authorities should provide additional support to the FIIES in its role
with analysing STRs and providing support to money laundering investigations.
R.30 PC » Zimbabwe needs to provide additional funding and resources for law enforcement in particular the

Serious Fraud Squad and CID Gold Unit.

. Further training should be provided to regulatory and investigations staff, including
those of the FIIES, RBZ, the Police, ZIMRA, NECI, the Attorney General’s Office as well as the
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Ministry of Home Affairs.

R.32

PC

» Zimbabwe needs to improve its methods of collating statistics. Computer databases need to
be more operative to collate statistics and have capacity to provide reports on trends and
methods.
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3. PREVENTIVE MEASURES- FINANCIAL INSTITUTIONS

Customer Due Diligence & Record Keeping

3.1 Risk of money laundering or terrorist financing

311 Description

378. The current Zimbabwe AML legislation was adoptedobe the last revision of the FATF 40
Recommendations in 2003. Thus, the legislatioroisbiased on risk assessments in the manner

contemplated in the revised FATF 40 Recommendations

3.2 Customer due diligence, including enhanced oeduced measures (R.5 to 8)

3.21 Description and Analysis

Recommendation 5

379. Zimbabwe has implemented the FATF Recommendatifis.2 It has implemented provisions
relating to customer identification. However, repa institutions are not fully compliant. The
Serious Offences (Confiscation of Profits) Act atite BUPSML Act contain customer
identification obligations that apply to the follow types of institutions in Zimbabwe:

Financial institutions means:

a) Any banking institution registered or required ®® fegistered in terms of the Banking
Act Chapter 24:24

b) Any Building Society registered or required to legistered in terms of the Building
societies Act Chapter 24.02

C) The People’s Own Savings Bank established in tefrtise People’s Own Saving Bank
of Zimbabwe Act, Chapter 24.22

d) The Reserve Bank

e) Insurance Companies, under the BUPSML Act
Non-financial businesses and professiohmeans:

a. Casinos (which also includes Internet casinos).

b. Real estate agents.
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380.

C. Dealers in precious metals.

d. Dealers in precious stones.

e. Lawyers, notaries, other independent legal prodesds and accountants — this refers to
sole practitioners, partners or employed profesdgowithin professional firms. It is not
meant to refer to ‘internal’ professionals that amployees of other types of
businesses, nor to professionals working for gawemt agencies, who may already be
subject to measures that would combat money laurgler

f. Trust Companies

The BUPSML Guideline sets out customer identifmatiequirements. Under Section 11 of the

BUPSML Guidelines identification procedures cover:

. Know Your Customer (KYC) principle

. Essential elements of KYC

. Customer acceptance policy

. Customer identification

. General identification requirements

. Account opening for personal customers

. Face to face applications

. Non face-to-face verification

. Account opening for institutions

. Reliance on other regulated institutions to veidigntity
. Correspondent services

. Exemptions

. Politically exposed persons

. Wire transfer transactions

. On-going monitoring of accounts and transactions
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381.

382.

383.

384.

Section 24 of the BUPSML Act, 2002 provides thatigeated institutions should take
reasonable steps to confirm the true identity argwapplicant, by requiring the following: an
identity document, where the applicant is an irdlial and a certificate of incorporation together
with the latest annual tax return to the Zimbabvexéhue Authority, where the applicant is a

body corporate.

Where an applicant requests a designated institutip enter into a continuing business

relationship with him or her; or to carry out ansaction for him or her which relates to relevant
financial business; such designated institutiorll ghie reasonable steps to establish whether
that person is acting on behalf of another perdbit.appears to a designated institution that an
applicant is acting on behalf of another person, dbsignated institution shall take reasonable
steps to establish the true identity of the pemerwhose behalf the applicant may be acting,

whether as trustee, nominee, agent or otherwise.

Designated institutions also take into consideratidether the applicant is a person based or
incorporated in a country in which there are lawdarce that prevent the use of the financial
system for the purpose of money-laundering; andctist.om and practice that may from time to

time be prevalent in the relevant field of business

Financial institutions are required to identify thestomer (whether permanent or occasional, and
whether natural or legal persons or legal arrangéshend do verify that customer’s identity by
confirming reliable, independent source documeddi or information. Sections 23-27, Part IV,
under the BUPSML Act, 2002 as well as Section lfi.the BUPSML Guidelines meet this
requirement where during the course of an interyidwe customer must be verified from an

original official valid document bearing his/heceat photograph and any of the following:

. National identity cards
. Current valid passports
. Current valid driver’s licenses.

In addition to verification of the individual's nanFls are also required to verify the current
permanent address of the applicant or businessastegral part of identity. Satisfactory

evidence of address can be obtained by any of dhewing, a copy of which should be
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385.

386.

387.

retained, after the original has been sighted. rétened copy shall be duly annotated “original

sighted”: A recent paid utility bill.

. A recent bank or credit card statement.

. A recent bank reference.

Banks and cash dealers are also required to osiaimformation necessary to establish to their
full satisfaction the identity of the applicant fousiness and the purpose and nature of the
business relationship or transaction. They areireduo cross check information by assessing
available public database such as Financial ClgaBoreau (FCB), both at the local and
international levels and keep on their files thik iformation on the ultimate beneficial owners

in case they are not the same persons as the apuiplic

Banks and cash dealers ensure that evidence ofitjdén obtained during the course of an
interview with the applicant for business so thad bank or cash dealer can verify that the
customer is actually the person he claims to lee,the applicant for business should be seen

personally and photographic evidence of his idemittained, non-face to face is not permitted.

For non-resident applicants for business who ateasident in Zimbabwe but who make face to
face contact with a bank or cash dealer, theseicampé are required to complete a standard

application form which incorporates the followinetdlils:

@) True name
(b) Current permanent address

(©) Mailing address

(d) Telephone and fax number

(e) Date and place of birth

() Nationality

(9) Occupation and name of employer (if self employ#de nature of the self

employment)
(h) Signature/signatures

)] Authority to obtain an independent bank reference.
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388.

389.

390.

391.

392.

393.

394.

The form, once completed, supported by a cleablegiopy of any of the following documents:

(a) National Identity Card
(b) Current valid passports
(© Current valid driving licences

(d) Armed forces identity card

Once identification procedures have been satisfictwompleted, and the business relationship
established, no further evidence of identity is deek when transactions are subsequently
undertaken for that customer, as long as regulatact is maintained. The full name of the

member of staff undertaking or responsible foraheount procedure is noted on the customer’s

file together with that of the senior officer whashapproved the business relationship. .

When an existing customer closes one account amalsognother there is no need to verify again
identity, although good practice requires that die¢ails on the customer’s file be reconfirmed
(this is particularly important if there has beemnecent contact with the customer e.g. for the
past twelve months). Details of the previous act®and steps originally taken to verify identity

or any introduction records are transferred tone account records.

Subsequent changes to the name of the applicabuBiness, address or employment details of
which the bank or cash dealer becomes aware, amdexl and are substantiated by the

appropriate documentary evidence as part of the iikCess.

In the case of an applicant for business transigran opening balance from an account that he
maintains with one bank directly to another bardgks consider the possibility that the previous
account manager may have asked for the accourd thobed because of suspicious or dubious

activities.
If a bank or cash dealer has any reason to befifetean applicant is being or has been rejected
by another bank or cash dealer, the bank appliesreed diligence procedures before accepting

the customer e.g. cross checking with the Finar@igdring Bureau.

In respect of joint personal accounts, the nameésaaiiresses of all account holders should be

verified. The verification procedures necessaryestablish the identity of the applicant for
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395.

396.

397.

398.

399.

400.

business should be the same whatever the typecotiator service that is required (e.g. current,
deposit, or other accounts). The best identificatiocuments are those that are the most difficult
to obtain illicitly and to counterfeit. No singlerim of identification can be fully guaranteed as
genuine or representing correct identity. To vendientity beyond reasonable doubt, the
identification process will generally need to benciative.

Section 25 of BUPSML Act [Cap.24:24], states thigsignated institutions should establish and
maintain customer records. This is further enfdrog the BUPSML Guidelines under Section
13 for record keeping.

The BUPSML Act, 2004 under Section B&quires the reporting of suspicious transactions b
employees of the designated institutions and théurexpanded in the BUPSML Guidelines.

All clients are subject to CDD in the financial s&c There is no specific CDD in the insurance
sector. Where financial institutions are permittedpply simplified or reduced CDD measures
to customers resident in another country, this a¢ applicable to Zimbabwe. Financial
institutions are required to perform CDD measunesxisting customersZimbabwe has only
commenced applying CDD to existing customers argbjtears that the process will take a long
time until full CDD is achieved.

There has not yet been an incident where the fiahirstitution has already commenced the
business relationship e.g. when Criteria 5.2(é)4 r 5.17 apply, and the financial institution is
unable to comply with Criteria 5.3 to 5.5 abovehbuld be required to terminate the business
relationship and to consider making a suspicioarssaction report..

Both the BUPSML Act, 2004 and the BUPSML Guidelimeter to the treatment of politically
exposed persons (PEPs) with due diligence. In quéati the Guidelines under Section 11
provides individuals holding important positiongdanith persons or companies clearly related
to them may expose a bank or cash dealer to signifireputation and/or legal risks. Such PEPs
are individuals who are or have been entrusted gritiminent public functionsncluding heads

of state or of government, senior politicians, serjovernment, judicial or military officials,
senior executives of publicly owned corporationsl amportant political party officials. The
possibility exists that such persons may abuse philic powers for their own illicit enrichment
through the receipt of bribes, embezzlement. Atiegmnd managing funds from corrupt PEPs

is tantamount to money-laundering.

In practice, there is room for improvement regagdinis matter. Generally, senior management

is not usually involved in the account opening staQf the 13 banks, the manager of one bank
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401.

interviews all prospective customers, whilst atthrobank, all applications for account opening

relating to high worth individuals only, are refedlrto the manager.

Anonymous accounts and accounts in fictitious names

Reporting Fls are not allowed to register anonymatounts or accounts in fictitious names.
This follows from the requirement of the FIs tontiéy their customers and record the name,
identification number, address and other identiiiica information produced by the customer.

There are no numbered accounts or anonymous ascouditmbabwe Fls.

When CDD is required:

402.

403.

Although Zimbabwe has implemented customer idexatifon obligations, it has the Reporting
Institutions have not fully implemented the custontkie diligence (CDD) requirements.
Reporting Fls are required to identify the custonierthree situations. First, customer
identification is required at the time the customaationship is established Second, customer
identification is required when the Reporting Fltegs into a transaction (including a wire
transfer) involving $1000.00 USD or more with atoaser with whom the reporting FI has no
previously established customer relationship. Tdtitigation applies to situations where the
threshold is exceeded in a single operation oeveal operations that appear to be linked). The
term transaction refers to any transfer, intermediation, exchangplacement of assets, but it
does not include an account holder’s deposits @ndsawals from his/her own account. In the
context of occasional customers, a Reporting Flgrising more than one branch is regarded as
a single institution. Consequently, a branch tletepts an assignment is obliged to view this
assignment in the context of any other executeds#aetions of which it is aware. Third,
customer identification is required in all caseshé Reporting Fl suspects that a transaction is
associated with the proceeds of crime, terrorignafes or terrorist financing. Moreover, if the
Reporting FI has reason to believe that data coedain the customer’s identity documents is

not correct, it is required to verify that data.

Required CDD measures:

Identification of natural persons: The general rule is that customers who are napgedons
must have their identity verified by attending la¢ toffice of the Reporting Fl. The customer
must produce valid written proof of identity on thasis of either original documents or certified

copies. The Reporting FI must then satisfy iteélthe customers’ identity by verifying that the
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404.

405.

406.

407.

408.

photograph and signature appearing in the idedogument match the appearance and signature
of the individual who is appearing in person. Tdentity documents must not have expired and
original identity documents must generally be pmth Originals are required with a current

photo.

Certified copies are admissible in exceptional sgse. when a person applying for a visa must
send the original identity documents to an embassgonsulate), provided that the copies are
verified by an authorised person(s). A Notary camfirm and verify or certify copies of

original documents.

The customer’s identity document(s) must contaie ttustomer’'s full name, signature,

photograph and personal identity number. If nospeal identity been allocated, satisfactory
identity documents must be produced containingdistomer’s full name and date of birth,

place of birth, sex and nationality. Other (mgsfigreigners that do not have a Zimbabwe
identity number can use their own country’s idgntibcuments. If the Reporting FI is aware
that the customer has dual nationality, this shlalb be recorded as additional information. Not
all of this information has to be contained in theme document; presentation of several

documents is acceptable to meet this requirement

The identity documents must have been issued byb#icpauthority or other body that has a

satisfactory and generally accepted level of sgcadncerning the issuance of documents.

The following documents can certainly not be regdrds meeting the requirements ofriiomey

laundering legislation (negative list):

€) Credit cards, invoicing cards;

(b) Travel pass for bus, tram, train,;

() Association membership card or

(d) Identity cards issued by schools or universitie

In between the “positive” and the “negative” libete is a grey area where Fls themselves have
to make an assessment whether or not to accegeatity document. However, the Fl has to be

able to justify to the RBZ why it did accept anntey document in any particular case.
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4009. Detailed due diligence includes:

(a) Close scrutiny of any complex structures (for exemmvolving companies, trust and
multiple jurisdictions) so as to establish thatréhes a clear and legitimate reason for
using such structures bearing in mind that mositifegte political figures would
expect their personal affairs to be undertakenrmoee than usually open manner rather

than the reverse.

(b) Every effort to establish the source of wealth I(iding the economic activity that
created wealth) as well as the source of fundshmdoin the relationship — again
establishing that these are legitimate, both atoilitset of the relationship and on an

ongoing basis.

(9] The development of a profile of expected activitytbe business relationship so as to
provide a basis for future monitoring. The profileould be regularly reviewed and

updated.

(d) A review at senior management or board level of deeision to commence the
business relationship and regular review, on &t laa annual basis, of the development

of the relationship.

(e) Close scrutiny of any unusual features, such ay lenge transactions, particular
demands for secrecy, the use of cash or bearessbmnother instruments which break
an audit trail, the use of small and unknown finahdnstitutions in secrecy
jurisdictions and regular transactions involvingnsujust below a typical reporting

amount.

410. The procedures adopted to confirm identity for riace-to-face verification are as robust as
those for face-to-face verification. In acceptingsiness from non-face-to-face customers banks
and cash dealers apply equally effective custodeattification procedures as for those available
for interview and also apply other specific andcqaade measures to mitigate the high risk posed

by non-face-to-face verification of customers.
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411.

412.

413.

The BUPSML Act, 2002 and BUPSML Guidelines do nobvde any requirement to have
policies in place or take such measures as magéeéead to prevent the misuse of technological

developments in money laundering or terrorist foiag activities.
Identification for insurance persons

The insurance entity should be required to estaltlisits reasonable satisfaction that every
verification subject relevant to the application for insurance businessially exists. All the

verification subjects of joint applicants for inance business should normally be verified.
Where there are a large number of verification extlsj (e.g., in the case of group life and
pensions) it may be sufficient to carry out fulfifieation requirements on a limited group only,

such as the principal shareholders, the main directf a company..

Criterion 102: The insurance entity should not enter into a business relationship or carry out a
significant one-off transaction unless it is fully implementing the above systems. An important
pre-condition of recognition of a suspicious transaction is for the insurance entity to know
enough about the customer to recognize that a transaction or a series of transactions are

unusual.

The BUPSML Guideline applies to the insurance itguand the Guidelines are binding. The
Insurance Industry also has its own internal imsioms on how to enter into business
relationships and the importance of identifying agplorting suspicious activity. At present there

are no statistics to support this activity.

Criterion 103: Theinsurance entity should be required to carry out verification in respect of the
parties entering into the insurance contract. On occasion there may be underlying principals
(persons on whose behalf the nominee customer is acting) and, if thisisthe case, the true nature
of the relationship between the principals and the policyholders should be established, and
appropriate inquiries performed on the former, especially if the policyholders are accustomed to
act on their instruction.

8 Verification subject refers to the person whasantity needs to be established and verified.
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414,

415.

416.

417.

418.

4109.

Identification of legal persons:
Reporting FIs must identify the natural person(d)owwill be authorised to operate the
account/safe custody facility or to have transadticarried out (The Reporting Fl is obligated to

verify the legal status of customers that are Ipgasons in the following way:

. Memoranda
. Details of directors
. Details of Shareholders

There are rules on the identification of a customleo is a legal person and also of an individual

acting for that legal person.

Section 24 of the BUPSML Act and Guideline #11 #pes that financial institutions must
apply customer identification procedures when éistaing business relationships and business

transactions.

In practice all of the banks have a methodical rearfor identifying customers. Overall, the
effectiveness of the measures in place to deal gatthering of information at the account
opening stage and reviewing of validity of recomusy be considered satisfactory. If satisfactory
evidence of the identity is not produced or obtdjrtee bank shall not proceed further with the
transaction. The Act, states that the bank shaihtain records of the person’s identity, all
transactions carried out by it and correspondeataing to the transactions as is necessary to

enable any transaction to be readily reconstruateshy time.

Identification of beneficial owners:

If a Reporting FI knows or has reason to believat ta customer is acting as a (legal)
representative of another, on behalf of anothethat another person owns the asset that is the

subject of a transaction, the Fl is required utideBank Act to identify that other person.

Other than this, there is no other requirementémiify a beneficial owner within the meaning of
the FATF Recommendations (i.e. the natural perdowfso ultimately owns or controls a
customer and/or the person on whose behalf a thosds being conducted, and incorporating

those persons who exercise ultimate effective cbmiver a legal person or arrangement). As
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420.

Risk:

421.

422.

423.

used in the FATF Recommendations, the term bemaéfmivner captures both the notion of
equitable owner, as well as the notion of a peesarcising ultimate ownership and control over

a legal person or arrangement.

In Zimbabwe, Reporting Fls are legally requiredrtguire if the customer is “fronting” for any
other person in respect of an account or a traisaffor instance, by asking as a routine part of
the account opening procedure whether the accaldéhis acting on behalf of another person).
Reporting Fls are also required to obtain inforowatrelating to the shareholding or any
corporate group behind a customer who is a legaope As well, there is a requirement, for
Reporting Fls to obtain information on the purpasd nature of the business relationship with a

customer, or to conduct ongoing due diligence erbilsiness relationship.

Under section 11 of the BUPSML Guideline a copyhaf official identification document must
be obtained when opening accounts for non-residerdsverification of identity may be sought
from a reputable financial institution in the cuser’s country of residence. The BUPSML
Guidelines do not address how a Fl should deal nath-resident companies and what actions
should be taken to seek to identify the directord mfluential shareholders of the company in
accordance with the requirements for non-Zimbabwesgnal customers’. The BUPSML
Guideline does not address any details regardiggesting the reasons for which the customer

has chosen to open an account in the foreign cpuntr

Under the Risk Management Guideline NO. 01-2006SDthe BUPSML Act, banks are
obligated to verify amongst other things, customiglentity. The Guidelines states that when
establishing a business relationship, informationtloe purpose and nature of the business

relationship need to be obtained.

There is no legal provision in legislation for pes$ional intermediaries such as fund managers to
do Customer Due Diligence on source of funds. Hawahe Reserve Bank of Zimbabwe
requires separation a client’s funds from the camgfgaown investment based on international

best practices.
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424,

425.

426.

427.

428.

429.

430.

431.

The BUPSML Guidelines do not treat in detail thédamced due diligence that goes with the

identification of third parties.

The BUPSML Guideline does not make reference sjgadlyf to a customer to whom banking
facilities have been declined. However, on-sitargixations of banks have established that
banks request whether the customer especially éssioustomers have been refused banking

facilities at another bank, to establish any suspsness there and then.

The requirement for bank to apply enhanced diligepmocedures to a customer, if it has any
reason to believe that the customer is being rdfbseking facilities by another bank is an area
that could be introduced into the BUPSML Guidelh® 01-2006.

The BUPSML Guideline No. 01-2006 states that unlestisfactory evidence of identity is

obtained ‘as soon as is reasonably practicablbubmess must not proceed

The BUPSML Guideline does not go into details rdgay closing the account and returning

monies.

Although none of the banks have faced such a ®tuatluring on-site examinations, the banks
have said that if faced with such a situation, tiveyld close the account and return the money

to its source.

Under the Act, if no satisfactory evidence is proetli to the bank, it should not proceed any

further with the transaction and report it to tHEES.

Timing of verification:

When establishing a customer relationship, the RiygpoFl must verify the customer’s (but not

the beneficial owner’s) identity at the time thesttmer is able to use the Reporting FI's services
(i.e. in connection with opening an account or hagsued a payment card). The RBZ interprets
this to mean that customer identification must tplkee at the earliest point in time at which the
customer is able to make use of the Reporting $dtsices (regardless of whether the customer
actually avails himself/herself of that opportuhit€onsequently, customer identification cannot

be postponed until the customer makes the firsingay into the account or uses the payment
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card for the first time. The following chart setatcspecific examples of when a customer

relationship is considered by the RBZ to be esthbli (thereby triggering the obligation to

identify the customer).

CUSTOMER IDENTIFICATION:

WHEN THE OBLIGATION IS TRIGGERED AND WHO IS RESPONS IBLE FOR FULFILLING IT

TYPE OF FINANCIAL
ACTIVITY

WHEN THE CUSTOMER RELATIONSHIP

HAS BEEN ESTABLISHED / CDD
TRIGGERED

WHO MAY IDENTIFY THE
CUSTOMER

Deposit accounts

When the account agreement is entered int

D+ Reporting FI

Sales finance (i.e. motor

vehicle sales)

When the customer takes possession of the

capital item (at the latest)

« Reporting FI

 Dealer/supplier of the capital

good

Customer applying for
current account credit

accessed by a card

When the account credit agreement is ente

into if the customer appears in person at the

premises of the dealer/supplier; or

When the customer receives the card by

registered mail

edReporting FI

appears in person at the premis

of the dealer/supplier)

» Zimbabwe Post (if the customer

receives the card by registered

mail)

» Dealer/supplier (if the customer

Customer applying for a
card which is unrelated to g
concrete purchase of a

product/service

When the customer receives the card by

registered mail

Reporting FI

* Zimbabwe Post

Company card issued to thg
customer on the basis of

his/her employment contrag

—

When the card is issued to the customer

Reporting FI

Company/organisation

employing the customer

Subscription of financial

instruments

When the customer’s Central Securities
Depository Account is established and befo

the customer makes any payments or any

Reporting FI
re
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securities are transferred to the account (i.e|.
no later than when the decision is made to

allot securities to the customer)

Subscription of financial « Before the securities are transferred to the | « Reporting FI
instruments over the interne

—

customer’s Central Securities Depository

account

Corporate finances services « When a verbal/written agreement is entered » Reporting FI (the Investmer

—

into accepting an assignment (including firm concerned)
counselling or preparing offer documents and
prospectuses), arrangement, guarantee
provision or other services is entered into (ije.

before/upon signing the mandate agreement

432.

433.

434.

In the case of occasional customers making a tcéingsainvolving $50,000.00 withdrawal and
$1 million ZWD on deposit or more, the customer traiso be identified. If the transaction
amount is not known at the time it is carried @bg customer must be identified as soon as the

Reporting FI becomes aware that the threshold éas bxceeded.

Failure to satisfactorily complete CDD

Except where there is an exemption from havingaidgsm customer identification, if customer
identification cannot be carried out or if idergdtion documents believed to be incorrect cannot
be verified, then the Reporting FI must refusedtalglish a customer relationship or carry out a
transaction. However, there is no obligation nobfen an account, not establish a business
relationship, consider making an STR or (in theeca$ existing customers) terminate the
business relationship in instances where the baaktwner cannot be identified or information
concerning the purpose and intended nature ofubméss relationship cannot be obtained. This

is because there is no obligation to collect thierimation in the first place.

Existing customers:

There are no legal or regulatory measures in pdact® how Reporting Fls should apply CDD
measures to their existing pool of customers. Thereo legal requirement for a customer’s
identity to be re-verified upon a subsequent eslargnt of the customer relationship in the same

institution (i.e. the opening of a new account,tiwg a new insurance policy). However, the
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RBZ requires the Reporting FI to be certain of ¢thkstomer’s identity in connection with any
customer care implementation or any enlargementhef customer relationship. Zimbabwe

cannot confirm that all account holders have bdentified.

Recommendation 6:

435. Financial institutions are required to obtain senimanagement approval for establishing
business relationships with Politically ExposedsBas (PEP). This is provided for under section
7 of BUPSML Act, 2002 and section 11 of the BUPSRLUidelines. Financial institutions are
also required to conduct enhanced ongoing mongodn a relationship with a PEP this is
provided for under Section 11 of the BUPSML Guideli

436. Financial institutions should be required to takasonable measures to establish the source of
wealth and the source of funds of customers anefloésl owners identified as PEPS. This is
provided for under section 11.14 (b) of the GuidelNo. 01-2006 BUP/SML in terms of BUP &
SML Act [Cap.24:24 ] [chap. 24:24]

127



Recommendation 7:

437. Gather sufficient information about a respondestitation to understand fully the nature of the
respondent’s business and to determine from pyldichilable information the reputation of the
institution and the quality of supervision, inclogdi whether it has been subject to a money
laundering or terrorist financing investigation regulatory action. This is provided for under
section 11.1.1 of the Guideline No. 01-2006 BUP/SMinti-Money Laundering as read with
Part IV of the BUP & SML Act [Cap.24:24 ]

438. Assess the respondent institution’s AML/CFT corgty@nd ascertain that they are adequate and
effective. This is provided for under Part IV ofJB & SML Act [Cap.24:24] as read with
section 13.2 of the Guideline No. 01-2006 BUP/SML

439. There is no requirement in the regulations for ioliig approval from senior management before
establishing new correspondent relationships.

440.

441. Where a correspondent relationship involves thenteaance of “payable-through accounts”,

financial institutions should be satisfied that:

(&) Their customer (the respondent financial ingbh) has performed all the normal CDD
obligations set out in R.5 on those of its cust@mirat have direct access to the

accounts of the correspondent financial instityteomd

(b) The respondent financial institution is ableptovide relevant customer identification
data upon request to the correspondent financgtitution. This is not provided for
under the law or BUPSML Guidelines.

Recommendation 8:

442. Zimbabwe allows non-face-to-face business to babéished. Reporting Fls are obligated to
verify the customer’s identity at the time the ocusér relationship is established, regardless of
the amount involved and regardless of whether éneices are provided with or without face to

face contact.
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443,

444,

445,

446.

447,

Section 11.10 of the BUPSML Act, 2002 addresses Rame-To-Face verification and states:

With face-to-face verification, the proceduresheck identity must serve two purposes:

. They must ensure that a person bearing the nartfeecdpplicant exists and lives at the
address provided; and

. That the applicant is that person.

Accordingly, in accepting business from non-fagdeace customers:

. Banks and cash dealers should apply equally effectistomer identification procedures
as for those available for interview; and

. Other specific and adequate measures to mitigatdigh risk posed by non-face-to-face
verification of customers dealing with applicatioftg accounts providing cheque and
money transmission facilities which are opened bgtpto ensure as a minimum that

personal verification has been followed in all edp.

None of the banks open accounts over the phong etdetronic means. Furthermore, they all

request certified documents as proof of identitpamnkers’ reference for introduced customers.

In the BUPSML Act, 2002 and under section 11 ofBPSML Guidelines banks are obligated
to verify amongst other things, customers’ identitly the basis of any official or other

identifying documents. Customer verification obtigas are conducted by banking employees.

The Act stipulates that financial institutions mapply customer identification procedures when

establishing business relationships and businassdctions.

RBZ reviews respondent/correspondent-banking wo#lakiips in the course of onsite
examinations to which adherence to the criterioy b considered to be satisfactory. Amongst
themselves, the banks do offer banking facilittesithermore, the banks operate correspondent

accounts with internationally reputable banks anthieir branches/subsidiaries.

Recommendations and Comments
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448.

449.

450.

451.

The transition from pure identification to CDD hast been made in Zimbabwe. The legal and
regulatory system of Zimbabwe only sets forth messuo be taken to identify customers—
which means that Zimbabwe is only in compliancénlitbse elements of Recommendation 5 that
implement customer identification. Any other eleingoing beyond the initial establishment of the
customer relationship is not regulated. The asses$id not find any evidence that CDD is
implemented on a voluntary best practice level k Eimbabwe should implement the missing

elements of Recommendation 5 as a matter of griorit

Although there are extensive requirements for ifleation of a customer that is a legal person,
there is no requirement for a Reporting FI to wetiifat an individual purporting to act on behalf
of that legal person is in fact so authorised.

The requirements regarding customer identificatiom primarily focused on the banking sector.
However, does not take into account the normal gonaf business in non-bank sectors.
Zimbabwe is recommended to reassess the existergifidation requirements and procedures
and consider developing measures that are moddilto the business practices of the non-
bank financial sectors.

Financial institutions are required to perform emtel due diligence for higher risk categories of

customer, business relationship or transactions.
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452.

453.

454,

455,

456.

457.

Zimbabwe should impose equivalent obligations uglbmstitutions, while recognising relevant
sector differences. Such guidelines should ex&dsal to those financial institutions that are not
subject to prudential supervision.

There is no requirement for a Reporting Fl to refgren customer identification when it has
doubts about previously obtained identificationad@resently the obligation is only to verify
data if the information contained in the presemteduments is on its face incorrect.

There is a duty imposed on a Reporting Fl to chiettie customer is acting on behalf of another
person. Currently the duty is a contingent ore (b check only if it has reasons to suspect this
to be the case).

There is a duty imposed to check the corporatensreoship structure behind a customer who is
a legal person, by identifying, for example, thatcolling shareholder or operating mind behind
the customer

Legislation needs to be amended on thresholdsrestjtor currency declaration at entry and exit
points in view of the inflation of the Zimbabwe Daol

As of the evaluation date, reporting institutiorsrgvnot required to subject existing customers to

KYC requirements.

Compliance with Recommendations 5 to 8

Rating Summary of factors underlying rating

R.5

PC . Reporting FIs are required to actively inquire fifetcustomer is

=

“fronting” for any other person in respect of arc@aent or a transaction (fq

11°]

instance, by asking as a routine part of the adcayening procedur
whether the account holder is acting on behalfnoftlzer person) though n

clear under the law.

. Reporting Fls are required to obtain informatiodatiag to the

shareholding or any corporate group behind a custavho is a legal person.

. There is a requirement, whether as a legal or gigpey measure, for
Reporting Fls to obtain information on the purpase nature of the business
relationship with a customer, or to conduct ongalng diligence on the business

relationship.

. There is an enhanced CDD legislation for highek i@stegories o

customers. However, Zimbabwean legislation does nptovide for any|
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simplified or reduced CDD measures.

There is no obligation not to open an account,aestablish a busines
relationship, consider making an STR or (in thescalexisting customerg
terminate the business relationship in instancesrevithe beneficial owne
cannot be identified or information concerning therpose and intende
nature of the business relationship cannot be dédai This is because the

is no obligation to collect this information in thest place.

There are no legal or regulatory measures in pdact how Reporting Fls

should apply CDD measures to their existing poatudtomers. There is 1

legal requirement for a customer's identity to beverified upon @

subsequent enlargement of the customer relationshipe same institution

(i.e. the opening of a new account, writing a nesurance policy, etc).

There is a duty imposed to inquire as to the pw@osl intended nature pf

the business relationship and reporting Fls areeguired by law to condug

ongoing due diligence on their business relatigrshi

~—

=

174

R.6 C This recommendation is fully met.

R.7 PC Zimbabwe has implemented any AML/CFT measures coimog
establishment of cross-border correspondent bankatationships in the
regulations only.

There is no requirement in the regulations for ivlirtg approval from
senior management before establishing new correlgmmelationship.

R.8 PC The BUPSML Act, 2002 and BUPSML Guidelines do naivide any
requirement to have policies in place or take suelsures as may be need
to prevent the misuse of technological developmientsoney laundering or
terrorist financing activities

3.3 Third parties and introduced business (R.9)

Description and Analysis
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Recommendation 9:

458.

459.

460.

461.

Under Zimbabwe law, Reporting FIs can rely on thentity verification performed by another
Reporting Fl even if it is part of the same finahgroup.

Financial institutions relying upon a third partg aequired to immediately obtain from the third
party the necessary information concerning cer&gments of the CDD process. This is
provided for under clause 11.14 of the BUPSML Gliige Section 11.11 of BUPSML
guidelines which provides that locally incorporatammpanies, banks and cash dealers should
verify the identity of those who have control oube company’s business and assets, more
particularly:

. Their directors,

. Their significant shareholders,

. Their authorized signatories and;

. The legal existence of the company.

The following documents should be obtained andimethin the case of locally incorporated

companies:

(&) In respect of employees authorized to open andatgperccounts on their behalf, their
directors and significant shareholders the sameurdeots as are required for the
identification of a personal customer;

(b) A certified copy of the resolution of the Board Directors or managing body and the
power of attorney granted to its employees to oprd to operate accounts on their
behalf; and

(c) Official documents which collectively establish tlegal existence of that entity, e.g. the
original or certified copy of the certificate ofcorporation of the company, details of its

registered office and place of business etc.

Enquiries are made to confirm that the companyisoas to exist and has not been, or is not in
the process of being dissolved, struck off, woupduterminated. Moreover in cases of doubt
a visit to the place of business of the compargoigducted to verify that the company exists for

a legitimate trading or economic purpose.
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462.

463.

464.

465.

As with personal accounts, ‘know your customer’aion-going process. If changes to the
company structure or ownership occur subsequentifysuspicions are aroused by a change in
the nature of the business transacted or the erofilpayments through a company account,

further checks are made to ascertain the reasahdarhanges.

Financial institutions are required to take adegusieps to satisfy themselves that copies of
identification data and other relevant documentatielating to CDD requirements are made
available from the third party upon request withdetay. Section 11.12.5 of the BUPSML
Guidelines provides that Banks and cash dealershastllowing criteria to determine whether

an introducer can be relied upon:

(@ It must comply with the customer due diligence ficags identified in the BUPSML
Guidance Notes;

(b) The customer due diligence procedures of the intedshould be as rigorous as those
which the bank or cash dealer would itself havedoeted for the customer; and

(c) The systems put in place by the introducer to yehé identity of the customer should be

very reliable.

Financial institutions are required to satisfy tisetaes that the third party is regulated and
supervised (in accordance with Recommendation 238 29), and has measures in place to
comply with, the CDD requirements set out in R.8 &10. This is provided for under section
11.12.6 of the BUPSML The Guideline requires presidhat banks and cash dealers should
conduct periodic reviews to ensure that an intredwehich it relies on continues to conform to
the obligations set out under Section 11 of the BMP. Guidelines.

In determining in which countries the third partyat meets the conditions can be based,
competent authorities are required to take int@act information available on whether those
countries adequately apply the FATF Recommendatiofiis is provided for under section
11.12.2 of the BUPSML Guideline which provides tledigible introducers are persons who
introduce other persons or bodies to Zimbabweak$and cash dealers and have legislation in
their country at least equivalent to that obtaiadblZimbabwe. A list of the jurisdictions which

have legislation which is at least equivalent tat thbtainable in Zimbabwe should be maintained
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466. The ultimate responsibility for customer identitiom and verification remains with the financial

institution relying on the third party.

Recommendations and Comments

467. Zimbabwe should continue to allow introduced bussd®ut police the rule properly and regulate

it effectively.

Compliance with Recommendation 9

Rating Summary of factors underlying rating
R.9 C . Recommendation is met.
3.4 Financial institution secrecy or confidentialiy (R.4)

341 Description and Analysis

Recommendation 4:

Banking Secrecy

468. The BUPSML Act [Cap.24:24], Part IV states thae Director may issue a disclosure order
requiring a designated institution to disclose moirgspector or official of the Unit any of the
records kept by designated institutions; to provida or her with a report on any transaction
account record or client of the designated institu To obtain information from other sources,
the FIIES needs to request assistance from them&yoGeneral’s office in order to obtain a
court order that information be disclosed for theposes of a ML investigation. The BUPSML
Act contains specific provision stipulating proteotfrom civil or criminal proceedings against

any person for disclosing any information in goaittf relating to ML and terrorist financing.
469. There are provisions that guard against breachoofidentiality. These have not been legally

tested in court. The effectiveness is limited te ¢xtent that the majority of STR’s submitted to

the Police have yet to be prosecuted.
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470.

471.

472.

473.

The BUPSML Act contains provision against civilinsinal or disciplinary proceedings against
any person who has reported a suspicious trangadtfee BUPSML Guidelines reiterate under
Section 9 that one cannot be liable for breachhefduty of secrecy or confidentiality where a
disclosure is made in good faith in the ordinaryrse of one’s duties. Specific immunity clause
is contained for the Director, officer or an agehtthe FIIES or any person acting under the
direction of the Director under the BUPSML Act, 20@or anything done in good faith in the

administration or discharge of any powers, dutiefsinctions of the Act.

The duty of confidentiality is imposed by statute employees of savings banks, commercial
banks, management companies for securities fuhdsparent company in a financial group,
insurance companies, and investment firms. In esséhe duty is to maintain the confidentiality
of any information concerning the customer whicmes to the knowledge of the employee by
virtue of their position. The duty is however ndisalute and disclosure is permitted if this is

specifically prescribed by law.

The BUPSML Act allows banks, finance companies amoitgage companies to exchange
necessary customer data as a necessary step istigag suspicious transactions before
making a report to the RBZ. All Reporting FIs avbligated to record the results of
investigations (either in written or electronicrfor  These results must be made available to the
RBZ.

Board members and employees of the FIIES are dbtiga treat as confidential any information
about a customer’s affairs which may come to thkeowledge in the course of their work.
However, the duty of confidentiality does not prgvadministrative agencies (such as the RBZ)
from sharing information concerning natural/legarqons for the purpose of facilitating
performance of the tasks assigned to the admitiigragencies pursuant to statute, instructions
or terms of reference. This includes providing infation concerning the natural/legal person’s
connection with the administrative agency, decisiorade and any other information that may be
necessary to facilitate performance of the taskigasd to the said agency pursuant to statute,
instructions or its terms of reference. Nor does dhty of confidentiality apply when the FIES
discloses information to the following entities iasnecessary for the discharge of their statutory

functions: authorised stock exchanges; authorisedrities registers; and authorised clearing houses
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474. The FIIES and RBZ may provide information thateitgives concerning suspicious transactions to
public authorities (other than the police) that emgaged in tasks associated with the prevention of
terrorism or terrorist financing. The police antdofney General's Office (including the RBZ) also
have a duty of confidentiality. However, exempsiosimilar to the ones that apply to the

administrative authorities apply when necessarytligr prevention of crime and in relation to
investigation.

Recommendations and Comments

475. Banks can exchange information in the course oéstigating suspicious transactions without
being hindered by any secrecy provisions but Zimlgabhould consider extending this to other
types of Reporting FIs. Under Part IV of the BURSKct, the Director can issue a disclosure
order in which financial institutions can make mmf@tion available to the authorities to assist with
AML investigations. The override of secrecy fosurance companies is also not clear and in any

event is of uncertain validity in law.

476. It is recommended that the prospect of using firnintelligence in investigating money
laundering be clearly indicated to all reporting.Fl

343 Compliance with Recommendation 4

Rating Summary of factors underlying rating

R.4 LC » Financial institution secrecy laws do not appear to inhibit the disclosure to and sharing of

requisite information with the competent authorities, although compliance procedures remain

unclear. Zimbabwe should consider extending this to other types of Reporting Fls.

3.5 Record keeping and wire transfer rules (R.10 &R.VII)

Description and Analysis

Recommendation 10:

477. Reporting FIs are obligated to retain copies of doguments used to verify the customer’s

identity. These documents must be endorsed withifiegl true copy” and the signature of the
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478.

479.

480.

person who carried out the customer identity veaition. The date of identity verification must
also be indicated. When establishing a businesatioekhip or when performing single
transactions, Reporting Fls must record the follmgmdentification information on customers
(including any person that the customer is actingehalf of, or who owns the asset that is the

subject of the transaction):
(a) Full name or name of company

(b) Personal identity number, organisation numienumber or, if the customer has no

such number, another unique identity code
() Permanent address
(d) Reference to proof of identity supporting theritity of verification and

(e) Any other data required pursuant to regulatisssed by the Ministry

Transaction records, in whatever form they are usayl credit/debit slips cheques etc. need to
be maintained for a period of not less than 10 g/edirer the completion of the transactions
concerned, to enable investigating authoritiesaimpile a satisfactory audit trail for suspected
laundered and terrorist funds and establish a Gia&mprofile of any suspicious account. This

should include the following:-

(a) The volume of funds flowing through the account
(b) The source of the funds, including full remittietails.
(©) The form in which the funds were offered fothdrawal i.e. cash, cheques, etc.

(d) The identity of the person undertaking the $eation.

(e) Counter party details

() The destination of the funds.

(9) The form of instruction and authority.
(h) The date of the transaction.

The Reporting FI must ensure that the informatioacorded in relation to a
transaction/establishing a business relationship ba connected to the corresponding

information about the customer relationship.

Both the documents used to verify the customerentity and the recorded customer

identification information must be retained for diwears after termination of the customer
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481.

482.

483.

484.

485.

relationship or after the transaction is carried, ¢his is provided for under Section 17 of the
BUPSML Act. All documentation required by banks arash dealers to verify the identity of
customers must be retained for a period of nottless 10 years after the closure of the account
or cessation of the business relationship with dhstomer concerned. If a Reporting FlI has
conducted further examinations of a transactioncaafirm/disprove a suspicion of money
laundering or terrorist financing, any documentkatneg to those transactions must also be
retained for five years after the transaction igied out. These documents may be destroyed

within one year after expiry of the retention pdrio

In cases where a third party has been relied upamdertake verification of identity procedures
or to confirm identity, copies of all records réhat to verification of identification should be

retained in Zimbabwe for the same period as statéue paragraph above.

The RBZ may on reciprocal basis exchange informatio supervisory matters, whether based
on a Memorandum of Understanding (MOU) or not wallpervisory authorities in other
countries. The exchange of such information majuae confidential information provided that
the RBZ has satisfied itself that the informatiarbmitted shall remain confidential at the
foreign supervisory authority. “Supervisory matteiscludes matters relating to money

laundering and terrorist financing.

The provisions regarding protection against breathconfidentiality appears to be sound
although the effectiveness is limited to the extiat the majority of STR’s submitted to the

Police have yet to be prosecuted.

Reporting Fls are required to make their accountiagords available to the supervisory
authorities. This includes providing assistana® fof charge, such as making available the
equipment and software needed to verify the acsoufite accounting material shall at the
request of the supervisory authorities be preséntabpaper for up to5 years after the end of the
accounting year. All of this information must bedraaavailable to the supervisory authorities as

required.
Reporting FIs are obligated to store their recdnda satisfactory manner. Documents must be

secured against unauthorised access. Reportingiids also maintain their records in such a

way as to ensure that the documents do not lose #wdentiary value. Consequently,
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486.

487.

documents that are physically retained must beedtagainst fire, theft, frost, flooding and other

external influences. Data that is electronicalliaireed must be stored in an easily accessible
location to permit checking during the period ajfrage. It must be organised in a manner that
permits efficient follow-up of the accounts and ttecumentation. It should also be properly
secured to prevent damage and alteration. Thematon must be available on a timely basis.
Consequently, storage must be systematic to etisairehe appropriate document can actually be
retrieved. For instance, the Reporting FI must ensoat there is a unique connection registered
between the customer relationship and the custdaeetification information, either through an

account number or in another manner.

Financial institutions are required to maintain alcessary records on transactions, both
domestic and international, for at least five yefatbowing completion of the transaction (or
longer if requested by a competent authority inc#fmecases and upon proper authority). This
requirement applies regardless of whether the axtamubusiness relationship is ongoing or has
been terminated. This is provided for under secfénof Part IV of the BUP & SML Act
[Chap.24:24 as read with section 13.4.1 of the €uid No. 01-2006 BUP/SMLANti-Money

Laundering.

Financial institutions are required to ensure thktcustomer and transaction records and
information are available on a timely basis to dstitecompetent authorities upon appropriate
authority. This is provided for under section Gled BUPSML Act, 2002.

Special Recommendation VII:

488.

For wire transfers being conducted by permanertomeys at a Reporting Fl, the full originator
information (i.e. name, account number/unique s¥fee number and address of the originator)
will be obtained and maintained. This informatienvierified by checking the veracity of the
customer identification documents on their face. @nsuring that the photograph and signature

on the document match the person, ensuring thatdbement is valid).
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489. All wire transfers, ordering financial institutiorsre required to obtain and maintdththe
following information relating to the originator dhe wire transfer, and to verify that such

information is accurate and meaningful.

- The name of the originator;

- The originator’s account number (or a uniqueneriee number if no account number exists.

490. The originator’'s address (countries may permitrfoial institutions to substitute the address with
a national identity number, customer identificatimmmber, or date and place of birth). This is
provided for under section 11.16.3 as read withi@ecl1.16.4 of the Guideline No.01-2006
BUP/SML: Anti-Money Laundering.

491. Financial institutions in Zimbabwe are not requitedensure that non-routine transactions are

not batched where this would increase the risk @fi@y laundering or terrorist financing.

492. Each intermediary financial institution in the pagmh chain is required to maintain all the
required originator information with the accompamgywire transfer. This is provided for under
section 11.16.3 of the Guideline N0.01-2006 BUP/SMti-Money Laundering which states
that to ensure wire transfer systems are not ugenlilminals as a means to break the audit trail,
where a bank or cash dealer makes a payment oliif bélia customer, designated institutions
are required to provide accurate and meaningfuimator information (name, residential
address and any account number or reference obrigaator) for all money transfers and
related messages and should remain with the tramsferough the payment chain until it

reaches its final destination.

493. Where money transfers are processed as an intaarpedig. where a bank or cash dealer "B” is
instructed by bank or cash dealer “A” to pay futman account held by a beneficiary at bank or
cash dealer “C”, the originator and beneficiaryadatovided by bank or cash dealer “A” should
be preserved and, wherever possible, includedanrtassage generated by bank or cash dealer
“B”.

*® Financial institutions do not have to repeateditain and verify originator information every tiraecustomer makes a wire transfer. Where the
necessary originator information had already bdsnined and institutions are satisfied that therimfation remained accurate, institutions could
rely on the information already available.
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494, Banks or cash dealers should conduct enhancedrnscait and monitor for suspicious activity,

incoming funds transfers which do not contain catebriginator information.

Recommendations and Comments
495. During the evaluation the team were informed thaté have been instances where money has
been transferred illegally due to lack of compliariy some money transfer agencies. In one

case two thousand US dollars were transferred tohSafrica without approval in July of 2006.

Compliance with Recommendation 10 and Special Recanendation VII

Rating Summary of factors underlying rating
R.10 C * The recommendation is met
SR.VII LC * More scrutiny needs to be applied to wire transtigr&ls.
* Fl are not specifically obliged to ensure non noaitiransactions are not

Unusual and Suspicious Transactions

3.6 Monitoring of transactions and relationships (R11 & 21)

3.6.1 Description and Analysis

Recommendation 11:

496. Reporting Fls are required to conduct additiona@ng@rations of transactions that are suspected of
being related to ML/FT. Examples of circumstanites may trigger the obligation to make such
examinations are that the transacti¢i:appears to lack a legitimate purpose; (ii)nsisually large
or complex; (iii) is unusual in relation to the trer’s habitual business or personal transactams;
(iv) is otherwise of an anomalous nature. The BUB®3didelines provide that “it is important that
the procedures and responsibilities for monitordognpliance with and effectiveness of, anti-
money laundering and financing of terrorism pokcéad procedures are clearly laid down by all
banks and cash dealers” (Section 9). Moreoverderaio be able to judge whether a transaction
is suspicious or not, banks and cash dealers sh@ye a clear understanding of the legitimate

business of their customers and effect an ongoiogitaring of the activities of those customers
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497.

498.

499.

500.

501.

in order to detect whether those transactions confor otherwise to the normal or expected

transactions of that customer (Section 11).

The essential elements of KYC standards start tt@banks’ or cash dealers’ risk management

and control procedures and include the following:

@) Customer acceptance policy,

(b) Customer identification,

(9] On-going monitoring of high risk accounts and
(d) Overall Risk management.

Reporting Fls are also warned that foreign exchamgerations (including foreign currency
exchange and payment transfers to foreign couhteess particularly vulnerable to abuse for
ML/FT purposes. Likewise, Reporting Fls are advisegay special attention to business areas
where there is little or no face-to-face contacthwihe customer. Reporting Fls are still
responsible for fulfilling their investigative obhtions even if the customer is conducting

business through the Internet or other electroystesns

Banks have to report on weekly bases withdrawatwal®0 Million Zimbabwe dollars as July
2006. This requirement is contained under the BUP3\ct 2004, Regulations. Under the
BUPSML act 2004 the maximum daily cash withdrawabkwestricted. This is being monitored

using computers although the system needs to bevag.

In practice, all the Financial Institutions haveiaternal limit which is below the equivalence of
US$ 10,000 USD.

Customer Identification is required for all thelfoling categories.

. Applicant for Business means a person, who seeks to form a businessoredhip, or
carry out a one-off transaction with a bank or czealer.

. Business Relationshipmeans an arrangement between a person and a bamlkcash
dealer where the purpose or effect of the arrangémeto facilitate the carrying out of
transactions between the person and the bank ordmaler on a frequent, habitual or

regular basis.
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502.

. One off Transaction means any transaction carried out other than in the sewf a
business relationship. For example, a single foreigrency transaction carried out for a
customer who does not have an account with the ban&sh dealer concerned.

. Significant shareholders means shareholdersother than shareholders which are
companies listed on a recognized Stock Exchange,directly or indirectly hold 20% or

more of the capital or of the voting rights of tenmpany

The BUPSML Act provides that the bank shall takesomable measures to ascertain the purpose
of any transaction in excess of the stipulatedstio&ls in case of cash transactions, and the

origin and destination of all the funds involvedlie transaction.

Criterion 94:

503.

504.

505.

Supervisors are authorized to access all documentaelated to accounts, including any
analysis the banks have made to detect unusualspicious transactions (CDD 61). Section
33(2) of the Banking Act, gives RBZ access to amfprimation of the Financial Institution,
which it considers necessary Furthermore, the tates that for the purposes of considering any
information furnished relating to money launderiag,officer authorized by the RBZ may apply
to a magistrate for an order of inspection of aogks or documents relevant to such information
in the custody or control of the person furnishing information. In practice, all the banks allow

RBZ access to all records.

Financial institutions are required to examine asas possible the background and purpose of
such transactions and to set forth their findingwiiting. The BUPSML Guidelines covers the
analytical process required to cover the transa@rd provides such examples.

Financial institutions are required to keep sucidifigs available for competent authorities and
auditors for at least five years. AML/ CFT GuideiNumber 1-2006 section 13 requires that

records be kept for a maximum period of 10 years.

Criterion 102: The insurance entity should not enter into a business relationship or carry out a
significant one-off transaction unless it is fully implementing the above systems. An important
pre-condition of recognition of a suspicious transaction is for the insurance entity to know
enough about the customer to recognize that a transaction or a series of transactions are

unusual.
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506.

507.

508.

509.

General BUPSML Guidelines have been issued to¢lsedated institutions. These are however

are not insurance sector specific.

Under Section 26 of the BUPSML Act, where any persot being a financial institution must
notify RBZ in writing in cases where there are mgable grounds for the entity to believe that a
business relationship formed or transaction carrd or proposed constitutes money
laundering.

Designated institutions under the BUPSML Act arquieed to report suspicious transactions
relating to FT to the FIIES. The Act does not pdavthat designated institutions submit a report
to the FIIES on whether it is in possession of prgperty owned or controlled by or on behalf
of a terrorist group.

The insurance supervisor works closely with theliasce providers whenever suspicion arises.
The BUPSML Act also provides that insurance prorsd®e required to submit STRs related to
the commission of an offence of ML or FT to theH3l The list of reporting entities has been
extended to cover money changing services, lawyayuntants, real estate dealers, casinos
and stock exchange. The insurance authority istémdssue guidance in the future as soon as it

can increase its workforce.

Recommendation 21:

510.

511.

One of the circumstances which may trigger a sumpiof ML/FT (and therefore, an
examination by the Reporting FI) is a transferrtoff a customer in a country or area lacking
satisfactory measures against ML/FT. The resulsuch examinations must be recorded (either
in written or electronic form) and be made avaiatd the FIIES at all times. Additionally,
Reporting Fls are warned to be alert to transastisith customers or institutions in countries
that do not have AML/CFT legislation or regime lage.

The BUPSML Guidelines under Appendix D, provides tist of FATF NCCT countries to
include:
1. Cook Islands

2. Myanmar
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512.

513.

514.

515.

516.

Indonesia
Nauru

Nigeria

o g A~ W

Philippines

The BUPSML Guidelines also publish a list of theTFAmember countries and territories with

legislation/status/procedures equivalent to thelbdibwean legislature or procedure.

The RBZ and FIIES distribute lists of terrorist angsations or entities with whom Fls should not

engage in dealings with.

When dealing with a client of a country which contts not to apply or insufficiently applies the
FATF Recommendations, Zimbabwe is able to applyhternmeasuresThis is outlined in RBZ
Guidelines issued in May 2006.

In general, the banks and other institutions inésved were aware of the importance of
monitoring suspicious accounts and were aware e@hted to increase their focus in this area;
however there was some concern that money traagf@ncies are not always compliant and
some have not implemented monitoring mechanismis dfia detect complex transactions or

patterns of transactions.

The possible counter-measures to apply to countugls weakness in AML/CFT System

include:

*Stringent requirements for identifying customensl @nhancement of advisories, including
jurisdiction-specific financial advisories, to fimgial institutions for identification of the
beneficial owners before business relationshipesiablished with individuals or companies

from these countries.

*Enhanced relevant reporting mechanisms or sysiemegtorting of financial transactions on
the basis that financial transactions with sucmades are more likely to be suspicious;

In considering requests for approving the estatviisht in countries applying the
countermeasure of subsidiaries or branches orgeptative offices of financial institutions,
taking in to account the fact that the relevanaficial institution is from a country that does not

have adequate AML/CFT systems.
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Compliance with Recommendations 11 & 21

Rating Summary of factors underlying rating

R.A1 LC .

Most institutions in Zimbabwe pay special attention to all complex, unusual large transactions,

however there were indications that money transfer agencies are not always compliant with
this requirement.

R.21 PC »  Zimbabwe has not taken sufficient steps to ensure that Fls give attention to countries which

do not meet FATF requirements.

*  More enhanced countermeasures need to be implemented.

3.7 Suspicious transaction reports and other repomg (R.13-14, 25 & SR.1V)

3.7.1  Description and Analysi§
Recommendation 13 and Special Recommendation IV:

517. Reporting Fls are obligated to report transactionghe FIIES when there is a suspicion that the
transaction is a serious offence such as ML andTie BUPSML Act, 2004 and Guidelines provide
for both ML and TF. The law does not specify wheatel of suspicion is required. However, the
preparatory works indicate that the suspicion melate to some facts or grounds. This is assumed to
mean that the level of suspicion could be lowen tfeasonable grounds. Reporting Fls are also
obligated to report suspicious transactions relateéaix matters.

518. When forwarding an STR to the FIIES, the Reporfihgnust provide all essential data concerning
the transaction and the suspicion. This includedescription of the basis for the suspicion,
information concerning the suspects and third gaitivolved (if any), account data (if any), data o
the movements on the account, data on the natdreizeof the transaction, whether the transaction
has actually been carried out, to whom the fundst@be transferred and the origin of the funds.
Relevant documents supplementing such informatimuld be attached or forwarded as well. A

customer or third party shall not be informed thath information has been forwarded. Ordinary e-

* The description of the system for reporting scispis transactions in s.3.7 is integrally linkedhathe description
of the FIU in s.2.5, and the two texts need to dmamlementary and not duplicative.
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519.

520.

521.

522.

523.

mail is not allowed because of the risk of inforiorattapping. The analysis and report on STR

usually takes up to 14 days.

The AML/CFT reporting obligations for both apply both completed and attempted transactions,
regardless of amount. Additionally, Reporting Fie aot permitted to carry out any transaction if
identity documents are not produced, or there é&sae to believe that the documents are not
correct. However, if the institution regards tempted transaction as being suspicious, it must
carry out an examination of the transaction forghgpose of confirming/disproving the suspicion.
If the suspicion cannot be disproved, the Reporfihgust submit a suspicious transaction report
to the FIIES. Likewise, the Reporting FI must subam STR to the FIIES if the customer’s
identity is in doubt.

A suspicious transaction is a transaction whickegjivise to suspicion for any reason. Where
there is a business relationship, a suspiciousaction will often be one which is inconsistent
with a customer’s known, legitimate business ospeal activities or with the normal business
for that type of account. Therefore, the first keyrecognition is obtaining enough information
about the customer and the customer’s businesedangnize that a transaction, or series of

transactions are unusual.

Banks and cash dealers consider when determinieghwhan established customer’s transaction

might be suspicious the following:

. Is the size of the transaction consistent withribienal activities of the customer?

. Is the transaction rational in the context of thetomer’s business or personal activities?
. Has the pattern of transactions conducted by temer changed?

. Where the transaction is international in charaadees the customer have any obvious

reason for conducting business with the other aguntvolved?

Examples of what may constitute suspicious traimastin relation to money laundering are
provided under Appendix E of the BUPSML Guidelines.

The BUPSML Guidelines also provide the FATF NCC&t lvith whom designated institutions

should treat cautiously. However this does notuthe information on suspected terrorists,
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524,

525.

526.

527.

terrorist groups and associated individuals andientcontained on the lists issued by the United
Nations.

Sufficient guidance is given to staff to enablenhte recognize suspicious transactiofise type

of situations giving rise to suspicious transadionill depend on a bank’s or cash dealer’'s

customer base and range of services and produaiksBand cash dealers are also required to
consider monitoring the types of transactions airdumstances that have given rise to

suspicious reports by staff, with a view to updatimernal instructions from time to time.

STRs are reported when a member of staff of a datég institution provides in writing a report
to the MLRO on any suspicious activity of moneyrdaring and terrorist financing. All banks
and cash dealers have a clear obligation to erteatecsach relevant employee knows to which
person he or she should report suspicious transeciind that here is a clear reporting chain
under which those suspicious transactions will bespd directly and without delay to the
MLRO. Once an employee has reported his/her suspith the MLRO, he/she has fully
satisfied and discharged his/her statutory oblgati

In general, there are some concerns about thetigéiaess of the reporting system. For instance,
the number of STRs being reported by non-bank G@rnstitutions is very small, if not non-

existent with some entities.

Another effectiveness concern relates to the fhat, tin general, banks seem to focus on
transactions performed by foreigners as being sigs, rather than focusing on the nature and

characteristics of the transactions themselves.

Recommendation 14:

528.

“Tipping off” a customer or any third party in cagetion with reporting a STR to the FIIES is
prohibited. Neither the customer nor any third patiould be informed that such investigations
are in progress). Nor shall the customer or anyltharty be informed that information has been
provided to FIIES. Although in some cases it maynbtural to ask the customer questions to
confirm or disprove a suspicion, the obligatioidsnsure that the customer is not made aware
that investigations are in progress. Consequemtlguch situations, the Reporting FI should

proceed with cautianZimbabwe reports that the prohibition against tigpoff applies to the
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Reporting FlI as well as its directors, officers amiployees (whether permanent or temporary).
Section 28(2) of the BUPSML Act, and Section 9ted BUPSML Guidelines however does not
meet this requirement. Tipping off has not beeartyeprohibited in Law.

529. Reporting STRs to the FIIES is the responsibilityaocsenior manager who has been assigned
special responsibility for this task (i.e. the cdiapce officer). Zimbabwe reports that the
identity of other employees (i.e. the person whiialty formed the suspicion about the
transaction) is kept confidential. No statutoryiségfion exists to protect the senior manager who
bears this responsibility; however, only authoriggefsons at FIIES have access to this
information. The name of the compliance officer floet appear in the reports that are sent to
the police districts. From time to time enquiresénbeen made as to how disclosures have been

made but nothing serious has occurred to date.

Recommendation 25:

530. BUPSML Guidelines provides guidance to Reporting Ebncerning how to comply with the
reporting obligations. For instance: (i) what typef activity may be suspicious; (ii) how to
submit an STR to the FIIES; (iii) the rationale forplementing electronic systems to monitor
accounts; (iv) transactions related to countri@s thsufficiently apply AML/CFT measures; (v)
prohibitions and restrictions on the right to eB&libcustomer relationships with persons from
countries that insufficiently apply AML/CFT meassyeand (vi) how to obtain further

information and assistance concerning these issues)

531. Designated institutions are being engaged to bé pBra solution formulation regarding
timeframes for feedback on reported STRSSs is identified in the regulations and requittesm

being issued within 14 days.

532. After making its inquiries, the FIIES normally imfas the Reporting FI of the decision that was
taken, and (if applicable) of the police districtforeign unit investigating the case. However,
this has not been a consistent practice. The Regdfl should also receive transcripts of legal

decisions.
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533.

534.

535.

536.

The RBZ should ensure that non-bank financial tastins, including MVTS providers, comply
with their reporting obligations. Steps should als»taken to refocus reporting in general to

concentrate more on the nature of the transaction.

The guidance given by the RBZ should be deepenemdbned and based on the different
typologies, trends and techniques that focus matent'on on the nature of transactions
themselves. Additional guidelines that are mordoried to particular types of financial

institutions should be issued.

More outreach to the DNFBP sectors should be uaklent to ensure that sector participants

understand the rationale for the reporting obl@atand how to comply with it.

The FIIES MOU should deliver more specific feedbacko reporting entities, particularly

concerning the status of STRs and the outcome ofexfic cases.

Compliance with Recommendations 13, 14, 19 and 2&iteria 25.2), and Special Recommendation

v

Rating Summary of factors underlying rating

R.13

PC * FIs are reporting STRs to the FIIES however the BR8 have not been

proactive in reporting any suspicious activity.

R.14

PC » Zimbabwe needs to clarify the prohibition of Tipgin

» Zimbabwe needs to legislate to extend the statytmiection to Senior

Managers/Compliance Officers.

R.25

PC * Guidelines exist for the DNBFPs and have been gem/ito some of then
however compliance has not been monitored to enthae DNBFPs are

meeting their reporting obligations.
» There is no feed back on disclosure.

* Guidelines not being followed.

SR.IV

PC « The BUPSML Act and BUPSML Guidelines provide foretheporting of

terrorist financing suspicious however to-date nohssuspicions have been
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reported and many of the DNBFPs have not addrebsetssued of terrorist
financing.

3.7A

Large transaction and cross-border transactiomeporting (R.19 & SR IX)

3.7A.1 Description and Analysis

Recommendation 19:

537.

Zimbabwe has not considered the feasibility andityitof implementing a system whereby
Reporting FIs would report all domestic cash tratisas above a fixed threshold to a national
central agency with a computerised database. Dieschave been issued on the minimum and

maximum cash withdrawals and this is being monitansing computers although the system
needs to be improved.

Special Recommendation tX

538.

539.

Zimbabwe adopted the declaration system “b”. Theeru legislation forbids the exportation of
local currency in excess of $5million and foreigarrency in excess of US$1000.00 per
traveller. There are measures in place that thosed with large undeclared amounts are
prosecuted resulting in the recovered amount birfgited to the state and fines equivalent to
the seized amounts imposed under the ExchangedT éwir.

A declaration system that is in place requires tlapersons make declarations of goods and
currency they are carrying so as to establish éxaess currency is not removed from the
country. Cross border transportations made by ewuripostal firms, delivery firms are also
required to make these declarations. The thresh®ldocal currency $5,000,000.00 and

USD1000.00 or equivalent on exit. There is no liamtthe importation of foreign currency.
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540.

541.

542.

543.

544.

545.

The other systems in place to detect smuggling usfeacy include physical examinations
conducted on the person and vehicles, and scamstedied at Beitbridge and Plumtree border
posts. ZIMRA officials have the authority to mahkequiries on anybody crossing the border.
ZIMRA has the authority to request and obtain fertinformation. The current procedure is that
undeclared excess currency is detained and thadsffenay be prosecuted. There is a need to
institute such inquiries in cases where money latind is suspected or where the amount
detected exceeds the prescribed amount. ZIMRAIl&stalstop or restrain currency for as long is
necessary to enable investigations to be madeth@igavidence on money laundering.

There is a need to put in place a system to aliilinformation about the bearer for use by the
FIIES or other appropriate authorities in instanad®re a declaration exceeds the prescribed

threshold, where there is a false declaration amekevthere is suspicion of money laundering.

It is a criminal offence to make a false declaratibhe penalty is a fine normally amounting to a
percentage of the value of the currency being paed. There is no need to have found
evidence of ML/FT or some other crime in orderrtgpose a fine in these circumstances. There
is a possibility to confiscate the entire sum ofneyg simply because it has been falsely

declared.

The Customs and Excise Act, Chapter 23:02 au®dMRA to share information with the
police when the information is related to a breathcustoms regulations. If ZIMRA have
reasonable grounds to suspect a criminal offent®dmutheir administrative area, they may give
this information to the police if the criminal offee can be punished with imprisonment for
more than 12 months. It is not necessary that pidos of ML/FT or some other crime exist.
ZIMRA can also decide whether to share informatigth foreign customs authorities. ZIMRA
routinely co-operates with the police, tax and impration authorities, security personnel at the

airports and foreign customs authorities.
Checks on the cross-border transportation of gemdiscurrency are made both randomly and,

more frequently, on the basis of intelligence. ifxtes, ZIMRA conduct control actions in co-

operation with foreign customs authorities

153



546.

547.

548.

549.

550.

551.

A system still has to be put in place for ZIMRAfass on information to the (FIIES) in cases
where money laundering is suspected. To facilitate there is need to change legislation to

cater for this Information sharing.

Regular meetings are held at all border posts wmtinigration, CID and Police Officers and
other stakeholders. There is co-ordination amoeggthvernment departments on issues related
to the illegal movement of money across the bordéesoperation arrangements exist amongst
ZIMRA, NECI, Police, Immigration authorities and all border posts regular meetings and

consultations are held.

The current legislation on exchange controls alltdvesseizure of contraband and the prosecution
of offenders. Persons who are carrying out aiphisross-border transportation of currency or
bearer negotiable instruments that are relateceimrist financing or money laundering are

handed over to the police for prosecution.

The freezing of funds used for terrorist financemyd the confiscation of laundered property is
executed by the Police while investigations arggoimg. Confiscation can take place after the

investigation has been completed.

At the moment reports for cross border transpantatif currency are done manually for local
station purposes but in the near future they shbaldhaintained in computerised data base and
suitably adjusted to meet the need for AML/CFT mmsgs.Lists of designated persons and
entities made pursuant to UN S/RES/1267(1999) &edlists of persons/entities designated
pursuant to s/res/1373(2001) are distributed t&ZtMRA.

No specific guidance has been given to ZIMRA conicgy freezing actions pursuant to such
lists; however, Zimbabwe authorities believe thasuch money were detected entering or
leaving Zimbabwe, it would be frozen. If Zimbabwstlzorities discover an unusual shipment of
currency, monetary instruments, precious metalgjeons, etcetera, they are allowed to notify
the customs authorities in the country from whibattshipment originated, pursuant to the
Customs Act or bilateral agreements on mutual leggdistance in customs matters that

Zimbabwe patrticipates in.
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Recommendations and Comments

552.

553.

554.

Zimbabwe’s declaration system is not “water tiglkt.a minimum, the FIIES and possibly also
the police should have electronic access to thee@Goy Transaction Register even where no
investigation has formally commenced. The FIIESudthde able to conduct a check against this

register in the same way as it conducts checkssigaiany other registers when it receives an

STR.

Information should be retained when a false detitards made or when there is a suspicion of

ML/FT.

At the evaluation date, CTRs were being filed mégyuay the Reporting Fis to the FIIES.

Zimbabwe should complete the implementation of slgestem where by the CTRs will be

submitted electronically

Compliance with Recommendation 19 and Special Recangndation 1X

Rating

Summary of factors underlying rating

R.19

NC

Zimbabwe has not considered the feasibility and utility of implementing a system whereby
Reporting Fls would report all domestic cash transactions above a fixed threshold to a national
central agency with a computerised database. Directives have been issued on the minimum
and maximum cash withdrawals and this is being monitored using computers although the
system needs to be improved. At the evaluation date, CTRs were being fi
manually by the Reporting Fls to the FIIES. Zimbabsthould complete th
implementation of the system where by the CTRs vad submitteg

electronically

SR.IX

PC

Zimbabwe has taken measures to meet many of the requirements of SR. IX however the evaluators
were informed that there has been a momentum with cross border violations for the illegal purchase of
foreign currency. Measures needed to be strengthened in view of the value of the ZIM currency and
how this is affecting the parallel activities at the border posts.

ed

D

Internal controls and other measures

Internal controls, compliance, audit and foreign banches (R.15 & 22)

Description and Analysis
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Recommendation 15;:

555.

556.

557.

All Reporting Fls are obligated to establish sagsbry internal control and communications
procedures to meet their obligations under the BUP3\ct and BUPSML Guidelines. For
instance, Reporting Fls must establish proper malecontrol and communications routines to
ensure that STRs can be properly investigatedinStaince, each Reporting FI must designate an
AML officer at the senior manager level (i.e. degel which carries sufficient powers to allow
the AML officer to discharge his/her statutory tmsland to have sufficient authority and
effectiveness vis-a-vis the Reporting FI's emplayaed top management). At the same time the
AML officer needs to devote enough of his/her wogkitime to maintaining contact with the
segment of the Reporting FI's employees who perfoustomer-service functions. Internal
reporting procedures must be established throughhwdn employee who becomes suspicious
of a transaction can report the suspicion to his#uperiors and the Reporting FI's specially
designated AML officer. The AML officer reports datly to a specially hominated senior
manager who ensures that the control and commioncabutines are established and being
observed in the event of suspicious transactiodsdro is responsible for following up on these
procedures. The AML officer/unit has full accessaliothe mentioned data and information, and
the statutory duty of confidentiality does not lirauch access. Internal control procedures must

be established at a senior management level amtbaet in writing.

The following types of Reporting Fls are requiredniave an independent audit department or
internal audit function to test compliance withithaternal controls: commercial banks; saving
banks; non-life insurance companies; life insurazam@panies; finance companies and mortgage
companies; stock exchanges and authorised marlkeeql investment firms; management
companies for securities funds; private, municipatl regional pension funds and pension
schemes; clearing houses; securities registerspandney institutions. The internal audit unit
must report to the Reporting FI's board of direstdt is entitled to attend board meetings, and
must submit a report on the internal control sys&reast once a year. The board of directors
must approve the internal audit unit's resourced alans on an annual basis, and has

responsibility for appointing and dismissing thedef the internal audit unit.

Financial institutions are required to retain athatised public auditor (in addition to a control

committee that is responsible for supervising d@svéies and ensuring that it complies with the
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558.

provisions of the Act. A person in senior managemmenst be designated to be responsible for
ensuring that the FI complies with AML/CFT legistatt. External Auditors are authorised by the
RBZ and must meet fit and proper requirements.riiaeAuditors are also approved by the
RBZ. E.g.: how it sets out that a person who wdntbe authorised as registered or state
authorised auditors must: (i) have a record ofdooable conduct; (i) be capable of fulfilling
their obligations as they arise; and (iii) be df &ge and capacity. Auditors are at all times unde
the supervision of the RBZ. The institution hasseparate obligation to report to the RBZ if
becomes aware of circumstances that may be reléwdhe fithess and propriety of its auditors,

but will normally do so anyway.

At Reporting Fls without an internal audit functjadhe board of directors must ensure that an
external body confirms compliance annually. In sgekes, the external body must submit an

annual report that states:

(a) Whether a systematic review of significant siblas been undertaken at the Reporting FI and

how the internal control system is structured tmagge these risks;

(b) Whether implementation of the internal conigétem is being monitored and whether failures

are reported to the management in a systematic enaand

(c) Whether the required documentation is to hand
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559.

560.

561.

562.

Reporting Fls are obligated to establish specialnitig programmes (including follow up
programmes) for employees and other relevant pergonorder to comply with AML/CFT
obligations. All persons who perform services ohabfeof or for Reporting Fls, including substitutes
and other temporary labour must receive adequatei@ion, training, maintenance and upgrading
of their knowledge of AML/CFT legislation and messs1 Employee training is considered to be a
key element of the AML/CFT measures of Reporting Reporting FIs should ensure that new staff
are familiarised with relevant AML/CFT legislati@md their obligations under it, and that existing
staff are regularly updated on new developmentiérrules. All personnel in the undertaking who
deal with transactions, settlement and controltfans must be trained. Similarly staff training dee
should be on a continual basis. Reporting Fls shalslo maintain an awareness of what training is
most appropriate to their particular institutiore(iin terms of their particular customers, types o
transactions, etcetera) Additionally, employeesathdr persons performing AML/CFT tasks should
participate in special training programmes thatheem to recognise transactions which may be

related to ML/FT and advise them on how to handdh €ases.

Many of the banks have conducted their own interaaling on AML/CFT. The FIIES has provided
some training to FIs and some of the DNBFPS haeelaen sensitised to AML/CFT however more

training is required for all designated instituson

There is a regulatory obligation on Reporting Blsstablish screening procedures to ensure high
standards when hiring employees, Reporting FIs mapemented internal ethical and professional
codes of conducPolice check backgrounds of prospective employei&have a report from the

DCI prior to hiring a new employee.

Financial institutions should require a borrowedtazument his debt-servicing ability with a view
to confirming that there is no disparity betwees licome and asset situation and agreed
repayment conditions. The borrower's own capitaluith also be scrutinised and documented.

This is checked while doing audits.

Recommendation 22:

563.

Subsidiaries of Zimbabwe financial institutions @ae comply with AML/CFT legislation in the
host country. However, there is no obligation tswe that foreign subsidiaries observe

AML/CFT measures consistent with Zimbabwe requinetsend the FATF Recommendations
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564.

to the extent that host country laws and regulatiparmits. The RBZ is responsible for the
supervision of Zimbabwe financial institutions, luting their establishments abroad (unless
such an establishment is under supervision of tst ktate), as well as any other companies
which may be part of the group. The RBZ can ausieothe establishment of branches in other
countries. However, the RBZ will not authorise imBabwe credit institution to establish a

branch in a country that has inadequate regulatiath supervision unless the RBZ has full
authority for supervising that branch, includingisfactory access to reports and information.
There is no requirement for a financial institutimninform the RBZ if its foreign branch or

subsidiary is unable to observe appropriate AML/GR&asures unless it is prohibited by the

laws or regulations of the host country.

In addition, the Bank Licensing Supervision andv@illance Division of the Reserve Bank of
Zimbabwe (BLSS) applies the Core Principles on Basmmittee in its supervisory approach.
The licensing function for Fls is provided by thBR The RBZ has responsibility for ensuring
that all reporting Fls have adequate policies, firas and procedures in order to comply with
AML/CFT legislation. In line with the general pra of other financial regulators, The RBZ
allocates supervisory resources on risk sensitasge® No entities supervised by the RBZ are
overlooked but the weaker ones would generallyngate attention than others considered to be
better managed. The RBZ has stated that it look®@& principles in its supervision of banks,

insurers and investment firms and tries to cootditiais approach with AML/CFT Supervision.

Criterion 109: Insurance and reinsurance companies should fostee eorking relationships
between underwriters and claims investigators. Reygpsystems should be in place to alert
senior management and/or the board of directoML/CFT procedures are not properly

followed.

Criterion 110: Consistent with Insurance Core Principle criter@B, the supervisor should
have the authority to require that insurance @gtitiave an ongoing audit function of a nature
and scope appropriate to the nature and scaleedfukiness. This includes ensuring compliance
with all applicable policies and procedures andiewing whether the insurer’'s policies,

practices, and controls remain sufficient and appate for its business.

Recommendations and Comments
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565.

566.

567.

Zimbabwe needs to ensure that branches and sulessdiabserve appropriate AML/CFT
measures consistent with their home jurisdictiogumrements and that the higher standard

applies to branches and subsidiaries in host jigtisds where the minimum AML/CFT

requirements of the home and host jurisdictiontedif

Zimbabwe needs to strengthen AML/CFT internal pesicand procedures including clear
customer acceptance policies, with a descriptiohetypes of customer that are likely to pose a

higher than average risk to a bank as well asniatdesting of the extent to which the institution

is complying with internal policies and procedures;

Internal training should be strengthened. Trainshguld focus on obtaining proper customer

identification and information related to transans such as source of funds, and identifying

suspicious transactions.

Compliance with Recommendations 15 & 22

Rating

Summary of factors underlying rating

R.15

LC

There is an DNFBP did not demonstrate compliance with BUPSML Regulations obligation on

Reporting Fls to establish screening procedures to ensure high standards when hiring
employees.

There are some preliminary concerns about how effectively internal controls have been
implemented. The internal controls themselves suffer from the same deficiencies as the legal
requirements.

R.22

NA

There are no foreign branches or subsidiaries outside Zimbabwe. This information was given to
the Evaluation team at time of the on site. We have now been advised that there are 5 banks
outside of the country supervised by the RBZ.

3.9

Shell banks (R.18)

Description and Analysis

Recommendation 18:

568.

In Zimbabwe the setting up of shell banks is natpted. Current legislation does not have a

specific provision for the prohibition of setting shell banks. In line with international best
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practice, in particular the Basel Committee Pulilicaof January 2003 the Licensing Authority
no longer approves the establishment of shell bamksccept their continued operation.
However, amendments to the Banking Act are in msgrand shall incorporate provisions to

prohibit the setting up of shell banks.

569. All banking institution operating in the countryeanot shell banks. On the other hand the
evaluation process that is conducted by banks wvityimg to establish correspondent banking

relationships is capable of uncovering the natfi@perations of target institutions.

570. In line with international best practice, financiastitutions in Zimbabwe are obliged to ensure
that account with correspondent bank accounts ate used by shell banks. Continued
communication among supervisory authorities in aasi countries will assist in flushing out

such cases if they do occur

Recommendations and Comments

571. Zimbabwe does not provide for the setting up ofllshanks. Zimbabwe should consider
typologies on the vulnerability of shell banks faroney launderers in light of any future

developments in which shell banks may be permitiezperate in Zimbabwe.

Compliance with Recommendation 18

Rating Summary of factors underlying rating

R.18 PC » Zimbabwe should ensure that the amendments to the Banking Act incorporate provisions to
prohibit the setting up of shell banks.

Requlation, supervision, monitoring and sanctions

3.10  The supervisory and oversight system - compeateauthorities and SROs
Role, functions, duties and powers (including sations) (R.17, 23, 29 & 30)

3.10.1 Description and Analysis
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Recommendation 23 (Licensing and supervision ofdintial institutions):

572. The licensing function for financial institutions provided by the RBZIhe RBZ has responsibility
for ensuring that all Reporting FIs have adequatiips, practices and procedures in order to
comply with AML/CFT legislationIn line with the general practice of other finahcegulators, the
RBZ allocates its supervisory resources on a esisiive basis. No entities supervised by the RBZ
are overlooked, but the weaker ones would genegellynore attention than others considered to be
better managed. The RBZ has stated that it lookSai@ Principles in its supervision of banks,
insurers and investment firms and tries to co-ataithis approach with AML/CFT supervision.

SUPERVISION AND LICENSING OF FINANCIAL INSTITUTIONS
Financial institutions supervised by the RBZ Licensing decision made by:

Banks RBZ

Finance companies RBZ

Mortgage companies Minister of Finance

Insurance companies Minister of Finance

Insurance brokers Minister of Finance

Pension Funds Registrar of Pension funds

Investment firms RBZ

Management companies for securities funds RBZ

573. Supervision of MVTS providers and foreign exchangéfices: Foreign exchange offices and
independent MVTS providers are permitted to opeiatéimbabwe. There is some concern
about how effectively this sector is being supeardigjiven that the assessors have been made
aware of some problems concerning how the repoditigation is being complied with.

574. Money Transfer Agencies and cash dealers are eegistby the RBZAsset managers are
registered in terms of the Asset Management Acafiidr :24:26]

575. Effective implementation of the FATF Recommendat®&inAs of the evaluation, Zimbabwe has

conducted no thematic inspections relating to AMETdssues. Consequently, it is premature to
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576.

577.

578.

579.

draw firm conclusions about the effectiveness amtz@bwe’s implementation of the FATF
Recommendations. Nevertheless, it should be nbeidtiose inspections. Breaches related to: (i)
failure to establish satisfactory internal AML cat$ or to designate a person in senior
management to follow up on these controls; (iedes in procedures for verifying the identity of
legal persons and (jii) failure to keep recordsiimanner that ensured full traceability of identity
documents. In all cases, the RBZ requested thadiakinstitutions to take steps to correct these
deficiencies, but did not impose any sanctions. él@s, the RBZ has followed up on these
inspections and all the financial institutions inegtion have implemented relevant measures to
comply with the final remarks from the inspectioiie RBZ indicates that, although it has
discovered some instances of breaches of AML/CHulation, none have been particularly

serious. Consequently, the RBZ has not had to eeadicense or report to the police.

Supervisors or other competent authorities shaklld the necessary legal or regulatory measures
to prevent criminals or their associates from huddior being the beneficial owner of a
significant or controlling interest or holding a nagement function, including in the executive

or supervisory boards, councils, etc in a finanicisfitution.

A thorough fit and proper assessment is made a@ttdirs and senior management. This ensures

that people of high integrity hold positions oflugnce in financial institutions

The supervisory authority applies the same supanyvistandards across all banking institutions

and in line with the Basel Committee’s 25 core gipfes on effective banking supervision

The BUPSML Act and the Banking Act provide for dombus monitoring through off-site
surveillance and on site inspections. This enstines cases of non-compliance are timely

identified and rectified.
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NUMBER OF ON-SITE INSPECTIONS CONDUCTED BY THE RBZ

ON REPORTING FINANCIAL INSTITUTIONS

INSTITUTION 2000| 2001 2002| 2003 20( 20( 2006

Banks/ Finance 43 51 55 53 3152| 48

Holding Companies___

Insurance Brokers

Pension Funds

Investment Firms

Other institutions in the Securities __ 9 | 28|48

Market (including management companies to sec

funds)

580.

The Supervisory regime is in place through the Ell&hd Bank Licensing Supervision and

Surveillance (BLSS) divisions of the Reserve BahKimbabwe.

Recommendation 29 (Supervisor's powers of enforcatrand sanction):

581.

582.

The RBZ is authorised to impose a broad range wiirsidtrative sanctions against Reporting Fls
that do not comply with Zimbabwe law (including tABML/CFT requirements). It is empowered
to order a Reporting FI to stop any activity, preelunformation, and convene meetings of its

board, control committee or controlling bodies.

In the case of minor violations, the RBZ can usa or written communication as a corrective
measure. In most cases, the Reporting FI would toerect the problem. If the Reporting FI
continues not to comply, the RBZ may order the Reépp FI to correct the problem within a
certain time limit. Such an order has a coerciffece in that failure to comply can result in a
single payment or recurrent fine that may be emfdrby execution proceedings. In serious

cases, the RBZ may take steps to revoke the Regdftis license (if the RBZ is the licensing
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authority) or try to have the Reporting FI's licenevoked (if the Ministry of Finance is the
licensing authority) or report it to the Prosecatiduthority (or other relevant public authority
within whose jurisdiction the specific matter fall3he RBZ also has the power to: (i) impose
fines on the officers/employees of a Reportingdfldreaches of the Banking Act or (ii) impose
fines on the Reporting FI or its officers or emesy for violations of the Banking Act. Because
the RBZ has not imposed any sanctions for breachA8L/CFT obligations, no statistics exist

in this area.

Recommendation 30 (Structure and resources of thpexvisory authorities):

583. The RBZ comes under the general responsibilityhef Ministry of Finance. It is however, an
operationally independent government agency, taskitdl the responsibility of supervising
Zimbabwe'’s financial sector. The list of desigubdmtities and their supervisors are listed in the
chart below.

SUPERVISION AND LICENSING OF FINANCIAL INSTITUTIONS

Institutions Supervisory or Licensing institution

Financial institutions Supervised by RBZ Licensibecision made by:

Banks Registrar of Banking Institutions (Reserve Bank

Finance Companies Registrar of Banking InstitutigRsserve Bank)

Mortgage Companies (Building Societies) RegistfaBuwilding Societies (Reserve Bank)

Insurance Brokers Commissioner of Insurance andi®efrunds

Pension Funds Commissioner of Insurance and PehRsiots

Investment Firms Registrar of Asset Managers (ResBank)

Management Companies for Securities Funds Regstrasset Managers ( Reserve Bank)

584. The activities of the RBZ are managed/superviseMimjster of Finance. On a day to day basis,

management of the RBZ is in the hands of the Gaveohthe Bank. The objective is that the
RBZ shall be in a position to exercise its supemyisunction independently of government or
industry interference.Parties who are affected by a decision that is niadéhe RBZ in the

exercise of its supervisory functions are entite@domplain to the Minister of Finance. In such

cases, the Minister of Finance may review the RRI&sision.
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585.

586.

At the end of 2005, the RBZ hdd76 employees, including50 economists40 lawyers andl10
actuaries or auditors. Of the880had more than five years of supervisory experiamoabout
1200 had more than five years of relevant businessreqme. The remaining employees were
primarily administrative staff. In 2005, this wéokce was responsible for supervisiBdgeparate
entities, includingl4 banks;20 finance and mortgage companies including brancbessidering
the number of entities that the RBZ is responsfblesupervising, its number of staff seems
inadequate. In 2005, the RBZ genera@ddsupervisory reports. The RBZ endeavours to recruit
high quality staff at all levels and (within its dget) endeavours to hold sufficient staff and
resources to perform its supervisory tasks. The& RIBo endeavours to offer competitive
salaries, but is not always in a position to offelaries competitive to those offered in financial
institutions. The RBZ is also continuously upgragdiits technical resources to the extent

allowed in its budget.

In general, the RBZ employees are under a consistgiirement to obey administrative law
principles and rules for good conduct pertainingtite public administration (including a
requirement to observe procedural fairness). Newl@yees must sign a declaration explicitly
undertaking to observe professional secrecy. TB& &Remployees are under a legal obligation
to maintain the confidentiality of non-public infoation (such as operational or business matters
of a company which for competition reasons it igamant to keep secret) and to treat as
confidential any information about a customer'saaff, which may come to their knowledge in
the course of their work. Law or regulation deteres the circumstances under which disclosure
may be made to another agency. The RBZ has alselapmd a set of ethical rule. New
employees must sign a written statement agreeiriglimv these rules. Employees must as a
general rule not receive gifts or invitations framtitutions under supervision, and are obliged to
report all purchases of financial instruments asel of services provided by financial institutions
under the supervision of the RBZ. Employees aratdonembers shall not be given loans in
financial institutions under supervision withouetbonsent of the RBZ. Consent depends upon
the employees level as outlined in the Code of @ond Additionally, the RBZ invests in
training seminars and courses for its, staff ineordo enhance the skill of its staff.

Representatives from the RBZ also participate endéblegation to FATF.

Recommendation 17:
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587.

3.10.2

588.

589.

590.

Following an inspection, the approach of the RBIbisvrite a report of its findings and sent it
to the company’s board of directors. The boardurn, is asked to comment on the report and
to forward the report to the external auditor andtml committee for their comments. The
RBZ reviews all of the comments and then conclutiesinspection by writing final remarks
that are submitted to the board of directors. RBX reports that always, after allowing the
reporting entity a reasonable period of time tolengent improved routines and measures, it
will follow up the finding from an inspection. Imost cases, the RBZ finds that the reporting
entity has complied with the RBZ’s remarks. Fatance, the RBZ reports that this procedure
was followed with the 12 financial institutions thanderwent AML/CFT inspections. The
RBZ reports that all of them corrected the deficien that had been found and that such
results make it unnecessary for it to use its pewercompel records, give instructions and
impose fines. Reporting Fls may be liable to difier wilful contraventions of all applicable
Acts or if they are an accessory to any such ceett@don. Both the imposition of fines and
imprisonment require conviction in a court of lawgwever, no cases have been prosecuted for
breach AML.

Recommendations and Comments

The RBZ powers seem to be quite limited in certaspects. For instance, the RBZ has no
power to replace a director, board member, membserior management, or to order a Fl to do
so, except in the context of a licensing applicatidoreover, the RBZ does only limited checks
on AML/CFT compliance. The RBZ vet directors orpamtment to the Board of Financial
Institutions.

The RBZ should be given additional resources talloeated for AML/CFT supervision.

The RBZ should consider creating a stand alone ADFI unit or at least a team of examiners
specialising in AML/CFT measures that check Fls plmmce with AML/CFT on an ongoing

basis for all supervised entities.

Compliance with Recommendations 17, 23 (criteria 23, 23.4, 23.6-23.7), 29 & 30
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Rating Summary of factors relevant to s.3.10 underlying overall rating

R.A7 PC » Although the law does not expressly say so, Zimbabwe is of the view that the penalty of

imprisonment can be applied to the directors and senior management of Reporting Fls.
» The RBZ has no power to replace a direct board Director.

»  Both the imposition of fines and imprisonment require conviction in a court of law; however, no
cases have been prosecuted for breach of the BUPSML however there have been

convictions under the common law

R.23 PC . There is some concern about how effectively the MVTS sector is being supervised
given that the assessors have been made aware of some problems concerning how the
reporting obligation is being complied with. Zimbabwe has reported that inquiries are in

progress on this case and appropriate action will be taken.

» There is initial gate keeping for all financial institutions concerning their ownership, subsequent
changes in ownership. Any time changes take place in ownership they must be approved by
the RBZ.

R.29 LC » The RBZ may replace/restrict the powers of managers, directors or controlling owners, but only

in the context of applications to acquire qualifying holdings in financial institutions.

» Fls are obliged to produce self-assessment reports that are used by the FSA to determine
which Fls will be visited on-site. However, these self-assessments are based on the prudential

supervision and contain no AML/CFT questions.

» AML/CFT assessments of Reporting Fls by the RBZ are an integral part of regular visits but
seem to be too limited. Moreover, for smaller Fls, the RBZ indicated that AML/CFT
assessments are not held annually, but only when there are indications that an assessment

would be necessary.

R.30 PC * Resources need to be increased and further training on AML/CFT needs to be provided for all

sectors.

3.11 Financial institutions - market entry and owneship/control (R.23)

3.11.1 Description and Analysis

Recommendation 23 (Market entry and ownership/can}r

591. The Law requires approval to be sought from theidten of Finance to acquire/dispose of

shareholdings in a bank, insurance company, finanogpany or mortgage company that cross
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592.

defined thresholds or would allow the shareholderexercise significant influence on the

management of the institution and its business.

Financial institutions must obtain authorisatiorettablish a subsidiary/branch abroad or acquire
shares in a foreign financial institution. In sweases, a Zimbabwe financial institution will not be
issued an authorisation to establish a branch icoentry with inadequate regulation and
supervision unless the RBZ has full authority fopervising that branch (including satisfactory
access to reports and information). Financiaitintgins are also obligated to advise the RBZ of
every acquisition/disposal of qualifying holdingsadhich they become awatéThey also have to
report once a year on the owners of qualifying imglgl in the institution. In the case of banks
(commercial and savings), insurance companieg)ydamaompanies, mortgage credit institutions and
credit institutions, the Minister of Finance has gower to withdraw an authorisation where thege ar
grounds for assuming that the holder has displaymth conduct that the basis for granting the
authorisation no longer exists. The following fastare relevant for a fit and proper evaluation of
the owners of a qualifying holding in a financiastitution: (i) the applicant’s previous behavigur
business and his economic resources; (ii) if th@iamt may use the institution’s influence to get
advantages for his business; (iii) if the acquisitmay weaken the institution’s independence or
reduce free competition; and (iv) if the acquisitimay complicate the supervision of the credit

institution

Recommendation 23 (Fit and proper test for dired@nd management):

593.

594.

When a financial institution is granted licenceg Ministry of Finance and the RBZ ensure that
the board of directors and the general manageth@ey functionaries) meet fit and proper
requirements. The RBZ shall refuse to grant aightion if the board members, managing
director or other person directly in charge of enowercial or savings bank cannot be deemed fit

and proper.

Money Transfer Agencies and cash dealers are eegikby the respective Licensing authorities.
Asset Managers are registered in terms of the Adetagement Act and micro lenders are

registered in terms of the Money Lending and Ritegest Act.

12 Regulation on Control of Ownership in Financiadtitutions s.6
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595. Financial institutions must ensure that its boaehthers and manager are fit and proper at all
times. If the functionaries change after authoiosais granted, the onus is on the financial
institution to ensure that the new key functiorsrgge fit and proper, to gather the above
information on them and to submit this informatimnthe RBZ on demand. As soon as the
financial institution becomes aware of circumstanteat deprive the fitness and propriety of
these key functionaries, it must take remedial mes In such cases, there is no explicit order
to notify the RBZ. The RBZ confirms (by on-site egtion) that financial institutions are
implementing routines to fulfil these requirementd)is understood that in practice, banks,
finance companies and mortgage companies wouldagnabide by the RBZ's views and take

relevant action should the latter consider the dgector or manager not to be fit and proper.
3.11.2 Recommendations and Comments

596. Zimbabwe should ensure that the RBZ is able tactffely check the compliance of Reporting

Fls with the obligation to ensure that their keypémgees are fit and proper.

597. Reporting FIs should have the ability to verify theness and proper reputation of new
functionaries, particularly with regards to crinmlinecords.

Compliance with Recommendation 23 (criteria 23.1,23-23.5)

Rating Summary of factors underlying rating

R.23 PC * Inadequate scope and frequency of AML/CFT supervision due to limited resources.

* Inadequate AML/CFT Training

» CFT aspects have yet to be adequately addressed.

3.12 AML/CFT Guidelines

3.12.1 Description and Analysis
Recommendation 25 (AML/CFT Guidelines issued by snpsors)
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598. The BUPSML Guidelines apply to most designated BPsaders in precious metals and stones

are not included in the Guidelines. The guideliaesapplied to:

. Casinos

. Real estate agents.

. Dealers in precious metals.

. Dealers in precious stones.

. Lawyers, notaries, other independent legal pradesds and accountants — this refers to

sole practitioners, partners or employed profesggowithin professional firms. It is not

meant to refer to ‘internal’ professionals that ameployees of other types of businesses,

nor to professionals working for government agesicigho may already be subject to

measures that would combat money laundering.

. Trust Companies

Recommendations and Comments

599. The RBZ has issued detailed guidance to Reportisgcbncerning how to comply with the

reporting obligations.

600. The RBZ should respond to the requests of RepoFRisBPs for additional and more specific

AML/CFT guidelines on a more regular basis. Jsstvas done in the banking, insurance and

securities sectors, such guidance should be maareth to the different types of Fls and

DNFBPs.

601. The RBZ should also provide general and specifediback to the Reporting FIs/BPs that it

supervises concerning AML/CFT compliance.

Compliance with Recommendation 25 (criteria 25.1 ihancial institutions)

Rating

Summary of factors underlying rating

R.25 PC

Almost every reporting entity that the assessors met with asked for more specific and tailored
guidance concerning AML/CFT obligations.

The Reporting FI should also receive transcripts of legal decisions; however, this has not been
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followed up lately.

* There is limited feedback on STR’s

3.13

3.13.1

Ongoing supervision and monitoring (R.23, 29 &2)

Description and Analysis

Recommendation 23 (Regulatory and supervisory measudor prudential purposes):

602.

The RBZ supervises and monitors Reporting Fls ongliance with the Core Principles (in the

banking, insurance and securities sectors), asaselbmpliance with AML/CFT legislation.

Recommendation 29 (Inspection authority of supeons):

603.

604.

605.

The RBZ is obligated to ensure that the financratitutions it supervises operate in an
appropriate and proper manner, in accordance aath dnd in accordance with the principles set
out in its articles of associations (i.e. concegnits business purpose and reason for being
established). In particular, the RBZ is respormsiior supervising the compliance of financial
institutions with applicable AML/CFT measures. Jhinvolves examining the financial
institution’s internal control measures, interntllieal and professional policies, practices and
adherence of BUPSML Guideline.

The Banking Act gives the RBZ inspection and sulxete powers. The RBZ has the power to

require information from supervised institutionsddo conduct on-site inspections in addition to
off-site review.

There are no written regulations prescribing thecedure that the RBZ must follow during an
inspection, particularly with regards to detectimgaches of AML/CFT legislation. Although the
RBZ is not legally required to give prior noticeathit is going to be conducting an on-site
inspection, it has never conducted an inspectioa bank, finance company, money transfer
agency without doing so. The RBZ shall examineoants and other records of the Fls, and can

carry out any investigations of their position autivities as it deems necessary.
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606.

607.

RBZ supervision is founded on a risk-based approalshare obliged to produce self-assessment
reports that are used by the RBZ to determine whishwill be visited on-site. However, these
self-assessments are based on the prudential siperand contain no AML/CFT questions.
AML/CFT assessments of Reporting Fls by the RBZaapart of regular visits but seem to be

too limited.

The RBZ's power to compel production of or obtafitess to a financial institution’s records is
not predicated on the need to obtain a court ordeall times, the Fl is obliged to furnish all
information that the RBZ may require. This includ@gng the RBZ access to and handing over
to the RBZ for inspection the financial institutisrrecords, registered accounting information,
accounting documentation, ledgers, documents, ctergpor other technical aids and material
that is available via such aids and holdings of kimg. If the FI does not comply with this
disclosure duty, the duty may be imposed on th&iidwlal officers/employees of the FI. (As a
rule, the FI will be notified in such cases.) Gamsently, the FI's auditor may be ordered to
disclose information that appears in the annuab@atts, account forms, staff pay summaries and
deduction sheets, auditor's records and audiepst AML compliance is one of several items
checked during on site inspections. For instatieeRBZ will investigate whether the Reporting
FI's record keeping routines comply with the AMLgiglation. Additionally, at on-site
inspections, it is normal procedure to make spatckd of how institutions carry out the
mandatory customer identification checks. The RB®Aducted one thematic AML inspections
in banks and finance companies. Additionally, otlee past six years, the RBZ conducted

ordinary inspections as set out in the followingrth

Recommendation 32 (Statistics collection relatedtggoing supervision and monitoring):

608.

Zimbabwe maintains the statistics relating to thenber of on-site examinations conducted by
supervisors, broken down by the type of ReportitdlBF. Zimbabwe does not maintain

statistics concerning sanctions imposed for faitmgomply with AML/CFT obligations.

Recommendations and Comments

609.

The self-assessment reports used to identify pyiilis for inspection visits should be revised to

include questions relating to AML/CFT.
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610. Zimbabwe should ensure that AML/CFT assessmentReporting FIs occur more regularly,
particularly in high risk institutions.

611. Zimbabwe should collect and maintain statisticsceoning the number and type of sanctions
applied.

Compliance with Recommendations 23 (criteria 23.£83.6-23.7), 29 & 32 (rating & factors
underlying rating)

Rating Summary of factors relevant to s.3.13 underlying overall rating

R.23 PC

Inadequate scope and frequency of AML/CFT supervision due to limited resources.

CFT aspects have yet to be adequately addressed.

R.29 LC

Recommendation fully met.

R.32 PC

Zimbabwe needs to improve its methods of collating statistics. Computer databases need to
be more operative to collate statistics and have capacity to provide reports on trends and
methods.

3.14 Money or value transfer services (SR.VI)

3.14.1 Description and Analysis

Special Recommendation VI:

612. Foreign exchange activity (i.e. foreign exchangesactions and international money transfers
may only be carried out by banks, finance compalinsed by the Ministry of Finance.
Consequently, they are subject to the same AML/@guirements. Although technically the
Ministry of Finance may make exceptions to thisuiegment, to date no exceptions have been
made. As there are no agents of MVTS providersdgoting business in Zimbabwe, the

obligation under SR VI to maintain a current lissach agents does not apply.

3 In this context, an international money transfefers to the execution of all or parts of a paynmder where

moneys are made available to the recipient in antrgwther than the country in which the paymerdeorwas
issued.
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613. The RBZ is responsible for monitoring MVTS operatand ensuring that they comply with the
licensing requirements and the FATF Recommendationghis regard, the RBZ has the same

powers to apply sanctions. It is illegal to previlVTS without authorisation. Zimbabwe has
detected some underground banking.

are some concerns about the effectiveness of dgfmmand sanction in the MVTS sector.

Recommendations and Comments

614. Zimbabwe should take steps to properly implemergdoRenendations 5-7, 15 and 22, and SR

VIl. These measures should apply to all Reporfitgg including MVTS operators

3.14.3 Compliance with Special Recommendation VI

Rating

Summary of factors underlying rating

SR.VI PC

. Awareness and implementation of AML/CFT obligatiomsveak

Monitoring of MVTS services is inadequate to enstompliance with
AML/CFT control;.

The RBZ should take immediate steps (includingapplication of sanctions
if necessary) to correct the problems with repgrtimthis sector.

The RBZ should improve the effectiveness ohiisnitoring and supervisio
of this sector. Especially the Parallel market

No statistics for this sector.

Preventive Measures — Designated Non-Financial Busisses and Professions (DNFBP)

615. Real estate agents, lawyers and other indepenegalt professionals, auditors, and accountants
(collectively referred to as Reporting Businessed Brofessions or Reporting BPs) are subject
to AML/CFT obligations under the BUPSML Act and @eiines. Throughout section 4 of this
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616.

4.1

4.1.1

report, unless stated otherwise, the AML/CFT oltiayes and comments applicable to Reporting
Fls also apply to most Reporting BPs.

Overall, the ratings for both Recommendation 12 a6dhave been lowered due to concerns
about the scope of application of AML/CFT obligaiso(in relation to lawyers) and effectiveness
(in relation to dealers in precious metals and estpn First, there is concern that application of
AML/CFT obligations is insufficient in scope. Imagicular, it is unclear whether AML/CFT

obligations apply to lawyers when they are condhgcbusiness that is related to the operation or

management of a company.

Customer due diligence and record-keeping (R.12applying R.5 to 10 to DNFBP)

Description and Analysis

Applying Recommendation 5:

617.

618.

The same serious deficiencies in the implementadioiRecommendation 5 apply equally to
Reporting FIs and Reporting BPs. In other wordstamer identification requirements have
been implemented, but full CDD requirements have rbue to the nature of their work the
following businesses/professions do not have ooaasiclients: accountants and auditors,
lawyers, independent legal professionals and retdte agents. Providing assistance to an
occasional customer implies that a customer reialipp has been established. They enter into a
business relationship with their customers whemygay out their business. For lawyers and
accountants, entering into a business relatiorigkipdes accepting an assignment from a client.

(Consequently, rules concerning occasional custeiarer not applicable to these groups.

Real estate agentsReal estate agents are obligated to identify ttlents when carrying out
real estate business. Real estate business iedefs acting as an intermediary (including being
responsible for the settlement) in connection wfththe purchase and sale of real estate; (ii)
entering into and transferring deeds of tenurelaasdes relating to real estate; (iii) the purchase
and sale of shares, documents of title, mortgagesler other documents of title conveying the
right to rent housing or other floor space in bigg; (iv) the purchase and sale of interests in
companies if the sale is primarily aimed at tramgfg property rights; or (v) the purchase and

sale of timeshares in holiday homes
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619.

Lawyers Lawyers are obligated to identify their clients whassisting or acting on behalf of
clients in planning or carrying out financial trangons, real estate transactionslhe obligation
also applies to preparing or carrying out transastirelated to: (i) the purchase and sale of real
estate; (ii) the management of the client's moseyurities or other assets; (iii) the management of
bank, savings or securities accounts; (iv) the rasgéion of contributions for the creation,
operation or management of companies; and (v) t&ation, operation or management of legal
persons or arrangements, and buying and sellingndmss entities. The obligation to identify
customers also applies to lawyers and other inabp#regal professionals (i.e. when buying and
selling real estate or business entities; managliagt money, securities or other assets; opening o
managing bank, savings or securities accountsniwigg contributions necessary for the creation,

operation or management of companies; or provittugf and company services). .

Applying Recommendation 6:

620.

Zimbabwe has not effectively implemented any AMLICFmeasures concerning

Recommendations 6 (CDD) that are applicable to RigygoBPs.

Applying Recommendations 8-9:

621.

Reporting BPs are allowed to establish non-fadete-business or introduced business. There are
some concern about whether the scope of theseatbhg is sufficient (in the case of
trust/company service providers) and how effegiitbese obligations are being implemented by
dealers in precious metals/stones since this sisctmt supervised for compliance with AML/CFT
obligations. Moreover, as is noted in paragrap8 aBove, it is not clear how effectively this

prohibition is enforced in practice.

Applying Recommendation 10:

622.

Record keeping requirements are generally satfiact

Recommendations and Comments
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623.

624.

625.

626.

A number of deficiencies were noted in the impletagon of Recommendation 5 by both Reporting
FIs and Reporting BPs. In other words, customettifieation requirements have been implemented,
but full CDD requirements have not.

Zimbabwe has not fully implemented any AML/CFT m@&as concerning Recommendations 6
that are applicable to Reporting BPs. Howevers ot clear how effectively this caution is
enforced in practice. Considering the calls forenguidance as voiced by these sectors during
the on-site visit, there are preliminary concerbsud the effectiveness of implementation for
Recommendation 11. It should be noted that repprtot is occurring in all DNFBP.

Although the DNFBP sectors are subject to sanctiondreaches of AML/CFT obligations,
there is overall concern about how effectively simms are being applied to these sectors, given
that the supervisors do not seem to be adequatsburced to supervise the large number of
reporting entities that they are responsible for.

The Legal Profession is partially compliant wite WML/CFT legislation.

Compliance with Recommendation 12

Rating Summary of factors relevant to s.4.1 underlying overall rating
R.12 NC . Although DNFBP are subject to the same AML/CFT requirements, compliance is minimal
. Trustee companies are not yet required to undertake CDD measures; risk manage
PEPs; take measures to prevent the misuse of technological developments in ML or TF
schemes
. The requirements for introduced business do not meet international standards as trustee

companies are not required to immediately obtain from the introducer information on the identity
of the customer or of the beneficial owner and the intended purpose and nature of the business
relationship

. There is no requirement for trustee companies to conduct on-going due diligence with
respect to introduced business relationships.

. Legal Profession is partially compliant with AML/CFT Legislation and a PEPS program
has .not been implemented
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4.2 Monitoring of transactions and relationships (R12 & 16) (applying R.11 & 21 to
DNFBP)

4.2.1 Description and Analysis

Applying Recommendations 11 and 21:

627. The obligations on DNFBPs to monitor their trangarg and relationships are generally
sufficient. Because many of the DNFBP sectors aslyently became subject to AML/CFT
obligations, it is very early to be assessing tliecéveness of the system. However, some of
the DNFBP sectors met with (particularly real estagents, accountants and auditors) were
unclear as to why they were subject to the obligatAll DNFBP sectors asked for more specific
guidance in how to meet their AML/CFT obligatio@onsidering the calls for more guidance as
voiced by these sectors during the on-site visieré are preliminary concerns about the
effectiveness of implementation for both Recomméndall and 21. However, it should be

noted that reporting is required in all DNFBP sexto

Recommendations and Comments

179



628.

629.

630.

631.

632.

633.

DNFBPs should be required to fully implement thdsemg obligations contained in the

Regulations and Guidelines.

Trustee companies should undertake CDD measures Wiey prepare for and carry out
transactions for a client in relation to the foliag activities, acting as a formation agent of lega
persons or as a director or secretary of a companyartner of a partnership, or a similar
position in relation to other legal persons, prawida registered office, business address or
accommodation, correspondence or administrativeesddor a company, a partnership or any
other legal person or arrangement; Acting as (@nging for another person to act as) a trustee

of an express trust or nominee shareholder forhangterson.

In relation to dealings with politically exposedrpens, trustee companies should be required to
put in place measures in keeping with FATF Recondagon 6. In relation to technological
developments, trustee companies should be reqtorgait in place measures in keeping with

FATF Recommendation 8.

In relation to relying on third parties to perforelements of CDD, and in addition to the
provisions under paragraph 10 of the Guidelinestée companies should be required to put in

place measures in keeping with FATF Recommend&ion

Legislative amendments should ensure that autbsritiave effective proportionate and
dissuasive criminal, civil or administrative sapnos available to deal with DNFBPs that fail to

comply with the AML/CFT requirements.

Appropriate measures and mechanism should be ae ptaensure oversight of those trust and

company service providers not having physical pres@r management stationed in Zimbabwe.

Compliance with Recommendation 12 and 16

Rating Summary of factors relevant to s.4.2 underlying ovall rating

R.12

NC |- Although DNFBP are subject to the same AML/CFT iegaents,

compliance is minimal

. trustee companies are not yet required to undeffad@ measures; risk
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manage PEPs; take measures to prevent the mistesshablogical

developments in ML or TF schemes

. The requirements for introduced business do not mernational
standards as trustee companies are not requiradrtediately obtain from the
introducer information on the identity of the custer or of the beneficial

owner and the intended purpose and nature of thiedss relationship

. There is no requirement for trustee companies nolect on-going due

diligence with respect to introduced business i@iahips.

R.16 NC * AML/CFT measures have not yet been implemented dst of the DNFBP
4.3 Suspicious transaction reporting (R.16) (applyig R.13 & 14 to DNFBP)
431 Description and Analysis

Applying Recommendation 13:

634.

The obligations on DNFBPs to report suspicious daations is satisfactory, other than the
concerns relating to scope (in relation to trustipany service providers) and effectiveness of
implementation by dealers in precious metals/stori@s most DNFBPs, AML/CFT obligations
are quite new. Consequently, it is very early ¢odssessing the effectiveness of the system.
However, most of the DNFBP sectors met with (patéidy real estate agents, accountants and
auditors, were unclear as to why they were sultjetiie obligatiort* All DNFBP sectors asked
for more specific guidance in how to meet their AKBET obligations. Considering the
confusion voiced by these sectors during the anigiit, and the very low rates of reporting,
there are concerns about the effectiveness of immgalation for Recommendation 13. The
obligations on DNFBPs to monitor their transactiamsl relationships are generally sufficient,
other than the concerns relating to scope and teféeess of implementation by dealers in

precious metals/stones.

181



635.

636.

Lawyers:According to the BUPSML Guidelindsawyers are only obliged to report transactions
when there is a suspicion that a transaction isces®d with the proceeds of crime or terrorist
financing and when they assist or act on behalfliehts in planning or carrying out financial
transactions Lawyers are not obliged to report abmtters that come to their knowledge in the
course of their work on ascertaining a client'salegosition. This exemption applies when the
lawyer receives information initially in order tecde whether, or what kind of legal assistance
that may be provided. Additionally, lawyers aret mbliged to report prior to, during and
subsequent to legal proceedings when such matediractly associated with the legal dispute.
Unless the possibility of legal proceedings is glahis exemption does not apply. If the
information that comes to the knowledge of the lexlyas nothing to do with the legal dispute, a
reporting obligation may arise, regardless of thy @f secrecy. However, if the information is
related to a request for assistance in anotheeg matter, the lawyer may not be regarded as
having accepted an assignment related to it, aad the law does not apply. Lawyers are
registered with the High Court of Zimbabwe.

Accountants and AuditorsThe exceptions set out in the preceding paragrdst apply to
auditors and other advisers with a reporting oliligawhen such persons assist a client or who

provides legal assistance on a professional olaegasis.

Applying Recommendation 14:

637.

The DNFBP sectors are prohibited from disclosirgt #n STR or related information is being
reported to the RBZ. In most of the DNFBP secttings obligation has been implemented
adequately. However, there is some concern wehwtlly this obligation is implemented with
regards to lawyers/independent legal profession#lsa lawyer/independent legal professional
does not accept the assignment, he may tell teatdihat he does not wish to do so because it
would imply an obligation to file a report to theBR. There is concern that this creates the
possibility that a criminal could shop from lawyter lawyer and test out different theories to

determine what would have to be reported to the RBZ what would not.

Recommendations and Comments
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638. Conduct DNFBP sector-specific AML/CFT awarenessing and training.

639. Regular onsite inspections should be extended telavant DNFBP to ensure their compliance
with the AML/CFT regime.

Compliance with Recommendation 16

Rating Summary of factors relevant to s.4.3 underlying overall rating

R.16 PC » AML/CFT measures have not yet been implemented by most of the DNFBP.

* Dealers in metals and precious stones are not legally required to file STRs.

4.4 Internal controls, compliance & audit (R.16) (@plying R.15 to DNFBP)

441 Description and Analysis
Applying Recommendation 15:

640. The obligations on DNFBPs to establish internaltmds, compliance and audit systems are not

being implemented satisfactorily. Only some of tepresentatives from the DNFBP sector that
the assessors met with had implemented some ihtamizols.

641. Real estate agentsReal estate agents are obligated to establish nadtecontrols and
communication routines that ensure that the oliigato investigate suspicious transactions is
complied with. They are also obligated to opematan appropriate manner in accordance with
the law. Real estate agents are required to assigerson in the management with a special
responsibility for following up the AML requiremenand internal procedures; however, there is
no legal requirement for them to establish a sépansernal audit function.

642. Accountants and auditorsAccountants and auditors are obligated to estalolitgrnal controls
and communication routines that ensure that thigation to investigate suspicious transactions is
complied with and to operate in an appropriate reammaccordance with the law. However, there
is no legal requirement for these groups to estlalaliseparate internal audit function.

Recommendations and Comments
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643.

Conduct DNFBP sector-specific AML/CFT awarenessing and training as there is little

knowledge of the subject in the sector.

Compliance with Recommendation 16

Rating Summary of factors relevant to s.4.4 underlying ovall rating
R.16 PC * AML/CFT measures have not yet been implemented by most of the DNFBP
 The requirements of these recommendations have partially been implemented.
4.5 Regulation, supervision and monitoring (Applyig R.17 and 24-25 to DNFBP)
45.1 Description and Analysis

Applying Recommendation 17:

644.

645.

646.

DNFBP sectors are subject to sanctions for breaohdgML/CFT obligations, there is overall
concern about how effectively sanctions are beippglied to these sectors, given that the
supervisors do not seem to be adequately resotwcedpervise the large number of reporting
entities that they are responsible for. Moreoeérthe representatives from the DNFBP sector
that the assessors met with had implemented sotemah controls. However, there are still
overall concerns relating to sufficiency of scoperélation to trust/company service providers)

and effectiveness of implementation by dealergétipus metals/stones).

Real estate agents: Real estate agents are stbjaetadministrative sanctions mentioned in the
BUPSML. Sanctions are regularly used in connectath Council inspections of real estate
agents; however, none related to AML/CFT.

Lawyers An independent auditor is hired by each lawyeratalit the lawyers trust account to
ensure that AML/CFT control routines are in pladea lawyer/independent legal professional
commits a crime, he/she can have his/her licemt@ved. Depending on the seriousness of the
crime and the attendant circumstances, there ipaksibility that a lawyer may not be able to
have his/her licence reinstated.
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647.

Accountants and auditorsAccountants and auditors are subject to the adtramige sanctions
mentioned in The Public Accountants and Auditors Bbapter 27:12. However, there have

been no conducted inspections of this sector amaseguently, has not applied sanctions. For
now, sanctions are not being effectively appliethts sector.

Recommendation 24—

648.

649.

Sock Exchange: There is a requirement for monthly returns whidlow for investigation of

the member operation system. In the monthly retugompliance officer check a compliance
testing which is manually conducted. The Stock Excje of Zimbabwe is a member in the
Community of SADC Exchanges where it reports to ¢katral bank of SADC. It is also a

member in the community for Insurers and non Bankn@unities. All blacklisted entities are
not allowed to trade in the Stock Exchange

Real estate agents To be authorised to carry out activity as real testent, a person must
either have a licence from thieouncil. The Council supervises and is empowereappoly
administrative sanctions to real estate agentswener, there is concern that the Council does

not have sufficient resources to effectively superwreal estate agents in addition to the other
entities that it is responsible for.

NUMBER OF ON-SITE INSPECTIONS CONDUCTED BY THE XXX ON REAL

ESTATE AGENCIES

1998 | 1999| 2000 | 2001 | 2002 | 2003

General supervisory inspections 0 0 D 0 0 0

Inspections with an AML/CFT component 0 d ( ) D 0
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650.

651.

652.

653.

Lawyers To practise law, one must receive a certificataigdsby the Law Society of
Zimbabwe. To obtain a license, a person must haviaw degree and documentation
establishing blameless conduct. Each lawyer valcant an auditor every year and submit an
audited report to the Law Society on the compatmest account.. The law empowers the law
Society to appoint an independent auditor if theyancerned as to the accuracy of any lawyers

audit.

Accountants and auditors:External accounting activity is a regulated proif@ssn Zimbabwe
and requires government authorisation. Trwitute of Chartered Accountants of Zimbabwe is
responsible for licensing external accountants h(beatural and legal persons). Licensed
external accountants have higher qualifications thrainary accountants (a higher qualification
in economics equivalent to at least two years’-finfle higher economic education and the
equivalent of two years’ relevant experience). Tiitute is also responsible for supervising
external accountants and checking that their digtdvicomply with the applicable laws and
regulations (including AML/CFT legislation). Howew there is concern that the RBZ does not
have sufficient resources to effectively supenaseountants and auditors in addition to the

other entities that it is responsible for.

Auditors must be authorised to practice under Tidip Accountants and Auditors Act Chapter
27.12. To obtain an authorisation, a person mase ltompleted approved theoretical training
and had three years of varied experience. Pragteiditors are required to provide security — in
order to meet the post-qualifying training requiesns. Two categories of auditors are
authorised to provide statutory auditing in accamgawith the Act. Both categories are also
entitled to provide audit services to any compamiyh(the exception of listed companies, which
are subject to auditing by state authorised auglivoty). No other Zimbabwe certificate grants
the right to provide statutory auditing and auditvices. Auditing firms must also obtain special
authorisation to carry out auditing activities. @btain authorisation, an auditing firm must be
more than 50% owned by state authorised auditois, tlee majority of the members of firms’

boards of directors must be state authorised asdit®Requirements laid down in articles of

association, and requirements as to financial prphiso apply

The Institute is empowered to supervise and apgiyimistrative sanctions to accountants and

auditors (both natural/legal persons).
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Applying Recommendation 25:

654.

655.

The RBZ issued the BUPSML Guidelines to the follogvReporting BPs: real estate agents and
housing associations that act as real estate admmiers who are registered as real estate agents;

authorised external accountants; and state-autkagisd registered public auditors (Circular 9/2004)

Lawyers Under the BUPSML Act lawyers are specifically reéer to in the area of money
laundering and it states that a lawyer shall ddsish an assignment when there is reason to
believe that a transaction will imply money lauridgr and the client is determined to proceed
with the transaction. To date, no formal guidanas heen issued concerning these obligations.
The Law Society is contesting this requirementdart The case has gone to the High Court of
Zimbabwe and the Court ordered the AG and Law $pdie negotiate a solution. To date

nothing has been agreed.

Recommendations and Comments

656.

657.

The RBZ should extend its supervision and monitpoh AML/CFT compliance to effectively
cover all DNFBP on a risk sensitive basis.

Specific guidelines according to the business dtarstics of DNFBP should be issued as soon
as possible for assisting DNFBP to effectively iempent and comply with AML/CFT
requirements.

Compliance with Recommendations 12 and 16 (DNFBP24 & 25 (criteria 25.1, DNFBP)

Rating Summary of factors relevant to s.4.5 underlying ovall rating
R.12 NC . Although DNFBP are subject to the same AML/CFT iegents,
and compliance is minimal
R.16

. Trustee companies are not yet required to unde@&ke measures; risk
manage PEPSs; take measures to prevent the mistesshablogical
developments in ML or TF schemes

. The requirements for introduced business do not mernational
standards as trustee companies are not requiradrtediately obtain from the

introducer information on the identity of the cusgr or of the beneficial
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owner and the intended purpose and nature of thiedss relationship

e There is no requirement for trustee companies toded on-going due

diligence with respect to introduced business i@iahips.

R.24 PC . Most of DNFBP have not been properly supervisedranditored since
the enactment of the BUPSML Act, 2004
R.25 PC . The Guidelines not cover CFT more broadly.
. The FIIES does not provide regular feedback tont@mpfinancial
institutions and DNFBP.
. No sector specific guidelines are issued for DNHEBPassisting thei
implementation and compliance with AML/CFT requirems.
4.6 Other non-financial businesses and professionsnodern secure transaction

techniques (R.20)

4.6.1

Description and Analysis

Recommendation 20:

658.

659.

In addition to the non-financial businesses andegsgions that are designated according to FATF
Recommendations 12 and 16, the obligations undére Hawn Brokers Act applies to: (i)

auctioneering firms and commission agents in cdiorewith cash transactions, and (ii) pawnshops
(When a pawnshop grants credit against collatiédaécomes a financial institution pursuant to the
Money lending and Rates of interest Act, Chaptet4owever, if a Reporting Fl has entered an
agreement with such an adviser the Reporting &lf isssumes full and complete responsibility for

ensuring compliance with AML legislation.

Zimbabwe has taken some steps to encourage théogdmant and use of modern and secure
techniques for conducting financial transactiorat tfre less vulnerable to money laundering.
The use of bankcards in Zimbabwe is now widespraad, the volume of cash in circulation
relative to gross domestic product is low and desirgy. Additionally, Zimbabwe authorities,

including the RBZ, have encouraged the bankingosdotestablish an efficient infrastructure for
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electronic fund transfers. This method of paymierngarticularly prevalent in the construction
industry.

Recommendations and Comments

660. The authorities may consider assessing vulnersilif pawn shops and consider the need for
any further regulatory AML/CFT coverage of thisare

661. Although the small market and economy size may justify immediate application of new
technologies such as e-money or automated trasgitems, measures should be in place to

encourage the development and use of modern andestxchniques for conducting financial
transactions that are less vulnerable to moneydieimg

4.6.3 Compliance with Recommendation 20

Rating Summary of factors underlying rating

R.20 PC |- Zimbabwe has not yet undertaken a risk assessrhgotr@rabilities to

non-financial businesses and professions otherDiNFBPs.

. Measures are in place for developing modern anaregechniques for
conducting financial transactions

5 LEGAL PERSONS ANDARRANGEMENTS & NON-PROFIT ORGANISATIONS

5.1 Legal Persons — Access to beneficial ownerslpd control information (R.33)

5.1.1 Description and Analysis

Recommendation 33:

662. The registrar of Companies manages companies under the Companies Act Chapter 24.03. The
Registry keeps information about the companies and directorship and share holding. This
information is accessible to the public. Memorandums are available for reserve companies. The

registrar keeps a record of budget level of the companies activities. Zimbabwe has taken
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measures to ensure that their commercial, corpoesté other laws require adequate

transparency concerning the beneficial ownershig eontrol (i.e. the natural person who

exercises ultimate control) of legal persons arad #uequate, accurate and current information
concerning beneficial ownership can be made aJailebthe competent authorities in a timely

fashion. Some information concerning the ownersimg control of Zimbabwe legal persons is

available in a number of publicly available registeall of which must be kept up to date.

Private and public limited companies are obligatedet up and maintain a register of their

shareholders. Foreign companies are obligateceép knformation on ownership and control

available in Zimbabwe; however, any foreign compamgt conducts business in Zimbabwe

must be registered in the Business Register. “Gatitty business” refers to actually running an

enterprise, but does not extend to merely holdpeyating a bank account. They are also
covered under section 10 of the BUPSML Act 2004.

Recommendations and Comments

663. Zimbabwe should either remove the option for congmio issue share warrants or require the
bearer to be listed in the share register.

51.3 Compliance with Recommendations 33

Rating Summary of factors underlying rating

R.33 PC . Competent authorities in Zimbabwe do not have imatediccess to

information on the legal ownership and control @fhpanies.

. No information is available about the beneficialnanship of
companies.
. No information is available about the control ofrqgmnies where

exercised through nominee directors or foreign camypdirectors.

. No measures are in place to prevent the misudeané svarrants for

money laundering.

. Access to information about legal persons othen tttanpanies is
weakened by the lack of guidance on how to ideriti§se customers in the
BUPSML Guidelines.
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. Information on the beneficial owners of internaiboompanies may not
always be available to competent authorities inkZbwe.

5.2

521

Legal Arrangements — Access to beneficial owrsdrip and control information
(R.34)

Description and Analysis

Recommendation 34:

664.

Zimbabwe law does recognise the legal concept tust, including trusts created in other
countries. Zimbabwe lawyers, from time to time, dilartrusts located abroad. Zimbabwe reports
that when handling trusts abroad, Zimbabwe lawyes subject to the same legal regime as
when assisting Zimbabwe persons/entities.

Recommendations and Comments

665.

666.

523

The provisions in the BUPSML Guidelines related tte identification of beneficiaries
undermines the ability of the Anti Money LaunderiRgevention Authorities to have timely
access to adequate, accurate and current informatiohe beneficial ownership of trusts. These
provisions should be clarified and strengtheneensure that, at the least, all major beneficiaries
of express trusts must be identified. (to provitke regulations)

Measures should be taken to prevent the unlawtibfisegal arrangements in relation to money
laundering and terrorist financing by ensuring titet commercial, trust and other laws require

adequate transparency concerning the beneficiabship and control of trusts and other legal
arrangements.

Compliance with Recommendations 34

Rating Summary of factors underlying rating

R.34

PC . The ability to obtain adequate, accurate and current information in a timely manner
about the beneficiaries of trusts is undermined by the identification of beneficiaries being
optional.

. Effective supervision is not in place to ensure availability of adequate, accurate and
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current information about beneficial ownership and control of legal arrangements.

5.3

53.1

Non-profit organisations (SR.VIII)

Description and Analysis

Special Recommendation VIII:

667.

Zimbabwe has not yet carried out a review of tivesland regulations that relate to non-profit
organisations (NPOs) that may be abused for thenéimg of terrorism. NGO’s are not

mentioned as a designated institution under the 3P Guidelines as being accountable for
AML/CFT. The NGO Bill has not yet been passedm@abwe has not implemented measures
to ensure that terrorist organisations cannot paselegitimate NPOs, or to ensure that

funds/assets collected by or transferred througN&e not diverted to support the activities of
terrorists or terrorist organisations.

Recommendations and Comments

668. Zimbabwe should review the adequacy of its laws rgdilations relating to NPOs that can be
abused for the financing of terrorism.

669. Zimbabwe should consider implementing measuresistens with the Interpretative Note to
Special Recommendation VIII to ensure that tertasigianisations cannot pose as legitimate
NPOs, and to ensure that funds or other asseectedl by, or transferred through, NPOs are not
diverted to support the activities of terroristdenrorist organisations

533 Compliance with Special Recommendation VI
Rating Summary of factors underlying rating

SR.V NC | Zimbabwe has not reviewed the adequacy of its Evasregulations

relating to NPOs that can be abused for the fimanof terrorism.

192



. NPOs in Zimbabwe are not yet involved in Zimbabw@&KIL/CFT

regime and are subject to minimal supervision anditaring.

NATIONAL AND |INTERNATIONAL CO-OPERATION

6.1 National co-operation and coordination (R.31)

6.1.1 Description and Analysis

Recommendation 31:

670. On an operational level, the RBZ is authorisedat@perate with The International and Zimbabwe

Financial Community.
International Cooperation
671. The AG'’s office has received only one request &sistance from non-Commonwealth country.

All requests for assistance on Money Launderingsd&om Commonwealth countries are dealt

with promptly.

(i)  Statistics on the number of cases of Mutual Reguestived by the Attorney General’s
Office from Commonwealth countries on suspecteésa$ Money Laundering are listed

below.

Mutual Assistance Requests from Commonwealth Couggr

Year 2003 2004 2005 2006
Number of - 4 3 4
Cases

(i)  Statistics on the number of cases of Mutual Assts#aRequests received by Zimbabwe
Interpol from foreign Interpol offices of suspectbes of Money Laundering involving

International Business Companies (IBC) are listelds.
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672.

673.

674.

Mutual Assistance Requests received from Interpol

Year 2003 2004 2005 2006
Number of - 4 4 3
Cases
® So far, no requests concerning confiscation haea beceived.
(i) All requests received so far are for the gatheririgevidence and production of
documents.
(iii) No assets have so far been seized.

The civil Mutual Assistance Act has provisions eqaly providing for the sharing of assets with

other Governments and the enforcement of judgements

Section 9 of the BUPSML Act provides for the forioat of an Advisory Committee whose
members shall represent the interest of finaneralises sector, designated institutions and Law
enforcement Agencies. The Advisory Committee hasesbeen formed and assists in AML/CFT
policy formulation for recommendation through itea@person and the Governor of the Central
Bank to the Minister of Finance.

There is also a National Taskforce Committee on ABHT that is the operating arm of the
Bank Use Promotion and Suppression of Money Laungekdvisory Committee. It is chaired
by the FIIES and has members from the Zimbabwe Rex@&uthority, The Attorney General's
Office, Police, NECI and the Anti Corruption Comsi.

Recommendations and Comments
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675. Establish formal and informal mechanisms to suppodperation and coordination at policy
and operational levels. Such mechanisms could dieckstablishment of operational task forces
to include the FIU at an early stage of investmyagiof criminal matters involving the proceeds
of crime, money laundering and terrorist financargl secondment (part time) of FIIES staff to
the Police and vice versa;

676. Mechanisms should established or strengthenedfmsuitation between competent authorities,
the financial sector and other sectors (includingmFBP) on implementation of the AML/CFT
laws, regulations, guidelines or other measures.

677. Consideration should be given to inviting largeraficial institutions to second appropriate staff
to the FIIES to build government and private sectgacity and reinforce good cooperation.

A review of the effectiveness of the cooperatiod aoordination systems for AML/CFT should
be conducted as soon as possible and thereafteregular basis.

6.1.3 Compliance with Recommendation 31

Rating Summary of factors underlying rating
R.31 PC  Existing mechanisms are inadequate for policy makers, FIU, law enforcement and supervisors to
effectively cooperate and coordinate in the development and implementation of AML/CFT
policies and measures.
6.2 The Conventions and UN Special Resolutions (B.& SR.I)
6.2.1 Description and Analysis

Recommendation 35 and Special Recommendation I:

678.

Zimbabwe has only partially implemented all thremn@ntions and is, consequently, partially

compliant with Recommendation 35.

195



679.

680.

681.

682.

Implementatiorof the Vienna Convention Zimbabwe acceded to the Vienna Convention July
30, 1993 and has fully implemented the vast mgjaritthose elements of it that are relevant to

the FATF Recommendations. The remaining minorfitglements are not implemented.

Implementationof the UN Convention Against Transnational Orgaed crime (Palermo
Convention 2000): Zimbabwe has only signed the Palermo ConventiohzDecember 2000 and
has not yet ratified the Convention. Zimbabwe laggely implemented the vast majority of those
elements of it that are relevant to the FATF Recenuhations. There is, however, one element that

is insufficiently implemented which relates to allog ML prosecutions for all serious offences.

Implementatiorof the Terrorist Financing Convention Zimbabwe has not yet signed or ratified
the Terrorist Financing Convention. Zimbabwe dwely partially taken steps to address the majority
of those elements of the Terrorist Financing Cotieenthat are relevant to the FATF
Recommendations. The SFIT Bill once enacted willaen current legislation on terrorism to

include criminalisation of FT

Overall, Zimbabwe has not implemented the Terrorlshancing Convention and
S/RES/1267(1999) or S/RES/1373(2001).

Recommendations and Comments

683.

684.

6.2.3

Zimbabwe should fully implement the Vienna and Ralke Conventions, including taking steps
outlined elsewhere in this report with respectrmspcution of ML for all serious offences.

Zimbabwe should enact and implement legislatidowahg for the assets of persons
and entities designated under UN Security Coune#dRition 1267, its successor resolutions
and UN Security Council Resolution 1373 to be frométhout delay. Zimbabwe should also
implement mechanisms for designating persons oitientunder UN Security Council
Resolution 1373.

Compliance with Recommendation 35 and Specidecommendation |

Rating Summary of factors underlying rating

R.35

NC . Zimbabwe has acceded to the Vienna Convention and has only signed the Palermo
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Convention.

. Zimbabwe has not fully implemented the Vienna or Palermo Conventions, particularly
with respect to prosecuting ML for all serious offences freezing and confiscation of the proceeds

of crime and international cooperation requirements.

. Zimbabwe has not signed the Terrorist Financing Convention
SR PC . Zimbabwe has not signed and ratified the International Convention on the Suppression
of the Financing of Terrorism.
. UN Security Council Resolutions 1267 and 1373 are not implemented
6.3 Mutual Legal Assistance (R.32, 36-38, SR.V)
6.3.1 Description and Analysis

Recommendation 36 and Special Recommendation V:

685.

686.

Zimbabwe’s mutual legal assistance measures apally serious offences which includes money
laundering and will include FT once FT is crimisell. Zimbabwe legislation provides for the
possibility of giving effect to requests for mutuedjal assistance irrespective of the existence or
applicability of a treaty. It also contains prowiss regulating letters Rogatory, including which
authorities are competent to issue them; Regulagiiating to the administration of the prosecution
authorities, chapter 6). The conditions that agpljhandling a mutual legal assistance request
depend upon: (i) whether and which conventionpiglieable; and (ii) if the request involves

coercive measures.

Section 4 of the Criminal Matters (Mutual Assistan@ct provides for several actions to

include:

€) The obtaining of evidence, documents or othérles;

(b) The location and identification of withnessesospects;

(©) The provision of documents and other records;

(d) The execution of requests for search and sizur

(e) The making of arrangements for persons to gwdence or assist in

investigations;
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687.

688.

689.

690.

() The forfeiture or confiscation of property iespect of offences;

(9) The recovery of pecuniary penalties in respédffences;

(h) The interdicting of dealings in property thataynbe forfeited or
confiscated, or that may be needed to satisfy pagupenalties imposed
in respect of offenders;

)] The location of property that may be forfeitedthat may be needed to
satisfy pecuniary penalties imposed in respecffehoes and;

()] The service of documents.

In order to give useful information pertaining keetrequest, the Mutual Assistance Act requires
the country making the request to provide detdilthe procedure it expects Zimbabwe to give
effect to the request, details of the manner amth fm which any information, documents or

thing is to be supplied to it (Foreign Country) guant to the request.

Section 9 (2) of the Mutual Assistance Act sets thiet information which is expected to be
provided by the foreign country or requesting Stekearly stipulates as an exception that failure
of the requesting State to comply with that suldtsac‘shall not be a ground for refusing the

request”

Mutual legal assistance requests from other coueBi For mutual legal assistance requests
from countries that relate to coercive measuresnbdbwe applies the same conditions
(including dual criminality) as it does to extradit requests. These conditions are: (i) the
offence must be punishable under Zimbabwe law (dualinality); and (ii) the offence must be
extraditable under Zimbabwe law. To be extraddabhder Zimbabwe law, the following
general conditions must be met: (i) if the requesdtes to a military offence, the act must be
punishable under ordinary Zimbabwe criminal lavii); the underlying offence must not be a
political offence; and (iii) there can be no groardr believing that there is a grave danger that
the person will be persecuted by reasons of radigion, political conviction or other serious
reasons. If a request does not entail the use eritis@ measures (such as search and seizure),

assistance may be provided without the need tblestadual criminality.
Requests for coercive measures must: (i) be acanieghbay a decision issued by the competent

authority of the requesting state; (ii) includeadmhation on the nature, time and place of the

criminal offence; and (iii) explain that the use adfercive measure is in accordance with the
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691.

692.

693.

694.

legislation of the requesting state. Then, the estjunust be carried out in compliance with
Zimbabwe law and procedures. The same range o€iweemeasures and criminal procedures
that are available in domestic proceedings arelablaiin mutual legal assistance requests that
relate to ML/FT investigations, prosecutions anldtesl proceedings. In both the domestic and
mutual legal assistance contexts, application e$ehmeasures is governed by the same general
regulation on coercive measures and criminal pnoeedWhen providing mutual legal
assistance, Zimbabwe can order the production aizure of information, documents of
evidence, including financial records from finamdiastitutions independent of whether legal
professional secrecy applies. Courts have jurisgidb order production of bank records and/or
seizure of records). For instance, the court magid® that a bank shall produce bank
information in a corruption case. The productiodesrwill be made on the condition that the
evidence may be significant in the case and thatptbssessor is obliged to give statement as
witness in the case. Seizure may be terminateti@ddcision of the prosecution authority or the

court.

As a general rule, mutual legal assistance requests be forwarded through the Attorney
General the designated central authority pursuard humber of conventions. Requests for
judicial assistance are treated as matters of gygeiithin the Attorney General’s Office. AG

staff are available every weekday to answer questsmbmitted by telephone, e-mail and post.

Other channels of communication in relation to nabitegal assistance are also available.

The figures below related to mutual legal assigaimvolve all the requests handled by the

Attorney General’s Office including requests faedring, seizing and confiscation.

Mutual Legal Assistance 2004 2005 2006
To Zimbabwe 3 1 2
From Zimbabwe 4 4 3
Total 7 5 5

The Mutual Assistance Act allows the foreign coyniv indicate the time within which it

expects Zimbabwe’s competent judicial authorithéwe complied with such request.
Although Zimbabwean law still recognises confidalitly in as far as financial institutions and

other DNFBP are concerned this does not stop suslitutions upon a formal request by the

competent judicial authority to provide the infoitioa required to do so, where such request has
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695.

696.

697.

been turned down the law allows the competent jaldauthority to apply for a court order and

serve it on such institutions for them to provibe information required.

The exception to the provision recognises givingeghl advice between clients and lawyers as

privileged and this is also provided for under Bi#PSML (Section 45)

Powers for competent authorities are also availédnleuse in response to request for MLA.
This is provided for in terms of the Criminal Prdaee and Evidence Act as well as under the
Criminal Matters Act. Section 35 of the Criminahikrs Act specifically provides for this kind

of assistance.

Zimbabwe does consider reasons for determinindésé venue for prosecution of defendants
in the interest of justice in cases that are suliggprosecution in more than one country. This
matter is usually dealt with on a case by caseshasiZimbabwe’'s Criminal Matters Act and
Extradition Act, allows for such considerations ie made relating to the prosecution of a

defendant.

Recommendation 37 and Special Recommendation V:

698.

699.

The discretion to consider a request based ondatiminality in terms of the Criminal Matters
Act rests with the Attorney General of Zimbabwe,rhay grant or refuse the request (Section
6(2))

In terms of the laws of Zimbabwe there are no inmpedts or obstacles in rendering assistance
relating to conduct which is criminalised in botimbabwe and the foreign requesting state
(Section 14 (2)(b) of the Extradition Act [Chap8e08]

Recommendation 38 and Special Recommendation V:

700.

701.

Zimbabwe's measures to give effect to foreign ader freezing, seizing and confiscation
apply equally to ML matters (Recommendation 38) &Tdmatters (SR V). Zimbabwe can
recognise a foreign confiscation order, but cangigé effect to it without starting its own
proceedings. Likewise, Zimbabwe must initiate d&n proceedings to enforce a foreign
freezing order.

The current laws do not provide a specific timarfeaupon which a mutual legal assistance

request pertaining to identification, freezing,zsee or confiscation of proceeds of crime can be
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responded to but provides for the requesting cgutdrindicate the period within which it
expects a response from the Zimbabwean authorities.

702. Zimbabwe has an arrangement in place under theCSREbtocols on Mutual Legal
Assistance and Extradition for member countriesel as under the Southern Africa Regional
Police Chiefs Committee allows for coordinatingzsee and confiscation actions with other
countries.

703. The BUPSML provides for the formation of the DenCash Trust Account for purposes of
detaining cash suspected to be proceeds pendintjalitdity to forfeiture or confiscation.
Possibilities of having a permanent Asset Forfeittiund beyond the Trust Account above are

being looked at.

704. No special permanent arrangement for co-ordinadigigure and confiscation actions with other
countries exist. However, co-ordination may talkeg on a case-to-case basis. No asset forfeiture

fund exists.

Recommendation 32 (Statistics relating to mutuajdé assistance):

705. Zimbabwe collects statistics on the number of retguéor mutual legal assistance, including
requests related to freezing, seizing and conitstatHowever, Zimbabwe does not collect statistics
concerning the nature of the request, whether éfjgast was granted or refused, what crime the

request was related to or how much time was redjtoreespond.
Recommendations and Commeist
706. Zimbabwe should consider enacting legislation whiatuld enable mutual legal assistance

requests pertaining to identification, freezindzgee or confiscation of proceeds of crime.

6.3.3 Compliance with Recommendations 32, 36 to 3)d Special Recommendation V

Rating Summary of factors relevant to s.6.3 underlying overall rating

R.32 PC « Zimbabwe needs to improve its methods of collating statistics. Computer databases need to be

more operative to collate statistics and have capacity to provide reports on trends and methods.

R.36 PC . Mutual legal assistance is available for the investigation and prosecution of money

laundering offences but not the financing of terrorism.
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. There is no provision for service of judicial documents pursuant to a mutual legal

assistance request.

R.37 PC . Dual criminality is required for all mutual legal assistance measures, including less

intrusive and non compulsory measures. Review Sec 6 2

. The dual criminality requirement for extradition allows for extradition where both
Zimbabwe and the requesting country criminalise the conduct underlying the offence.

. The absence of extradition designations or treaties impedes extradition even where both
Zimbabwe and the requesting country criminalise the conduct underlying the offence.

R.38 PC » Freezing and forfeiture orders pursuant to mutual legal assistance requests is subject to the
same limitations as domestic freezing and forfeiture orders, i.e. they apply only to proceeds of
crime/property derived from money laundering and not to instrumentalities used in, or intended
for use in, the commission of an offence.

SRV NC « Zimbabwe has not signed the convention on the suppression of terrorism

6.4 Extradition (R.32, 37 & 39, & SR.V)
6.4.1 Description and Analysis

Recommendation 37, 39 and Special Recommendation V:

707.

708.

All serious offences are extraditable offences amcdude ML and FT. However, no

information concerning how long it takes to procassextradition request is available. Overall,
there is concern that extradition may be impedednuine case involves the following ML/FT
activities that are not properly criminalised imifiabwe: (i) conspiring to commit ML outside
of the context of an organised criminal group; €dhspiring to commit FT outside of the context
of an organised criminal group; and (iii) obtainimg collecting of funds/asset where the
funds/assets are collected to be used by a termrganisation or individual terrorist where the

use/intended use cannot be connected with a spesiforist act.
The offender may be extradited under Section lthefExtradition Act. Laws providing for

the extradition of individuals charged with terssn are in place. Financing of terrorist or

association with listed terrorist group is currgmtbt provided for under the Act.
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7009. Procedures for extradition must go through the Migi of Foreign Affairs. There has to be
evidence from the requesting country to satisfy #imbabwean courts that the person
committed the offence. The person still has tdtmeight to court where the court will formally
waive any further enquiry into the Extradition d¢fet person and make an order for his/her

extradition.

710. The discretion to consider a request based onatuminality in terms of the Criminal Matters
Act rests with the Attorney General of Zimbabwee May grant or refuse the request (Section
6(2) of the Act).

711. In terms of the laws of Zimbabwe there are no inpedts or obstacles in rendering assistance
relating to conduct which is criminalised in botimbabwe and the requesting State (Section
14(2) (b) of the Extradition Act (Chapter 9:08).

Other international co-operation in the absence @ttradition:

712. When it comes to international cooperation on pdacal and evidentiary matters, Zimbabwe is
part of the SARPCCO, ESAAMLG and SADC

713. African Union Treaty already ratified and allows fextradition of a terrorist to any African

Country.

Recommendation 32 (Statistics relating to extraalt):

714. Zimbabwe collects statistics on the number of retpiéor extradition. However, Zimbabwe
does not collect statistics concerning the natdirdne request, whether the request was granted
or refused, the crime the request was related lmarmuch time was required to respond.

Recommendations and Comments

715. Zimbabwe should take further steps to enter inttvaelition treaties with foreign countries
including, as a matter of priority, those who haweviously sought assistance with regard

offenders in Zimbabwe.

Compliance with Recommendations 32, 37 & 39, and $pial Recommendation V
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Rating

Summary of factors relevant to s.6.4 underlying overall rating

R.32

PC

Zimbabwe needs to maintain statistics and study them for trends and methods.

R.37

PC

Dual criminality is required for all mutual legal assistance measures, including less
intrusive and non compulsory measures.
The dual criminality requirement for extradition allows for extradition where both

Zimbabwe and the requesting country criminalise the conduct underlying the offence.

The absence of extradition designations or treaties impedes extradition even where both

Zimbabwe and the requesting country criminalise the conduct underlying the offence.

R.39

PC

While Zimbabwe’s has legislation in place that would allow extradition of money
launderers to designated Commonwealth countries and foreign countries with which Zimbabwe
has an extradition treaty, the absence of any designations or extradition treaties prevents

extraditions from taking place.

SR.V

NC

Mutual legal assistance is not available for matter involving financing of terrorism, or

terrorist organisations.

A simplified process exists for extraditing foreign nationals wanted to face charges or

convicted of terrorist offences including the financing of terrorism.

6.5

6.5.1

Other Forms of International Co-operation (R.32& 40, & SR.V)

Description and Analysis

Recommendation 40 and Special Recommendation V:

716.

As a matter of general policy, the competent autieerin Zimbabwe for international co-
operation in the combat of crime, whether on anraimmal or ministerial level, give a clear
priority to exchanging information with internat@incounterparts as promptly and effectively as
possible. Zimbabwe legislation allows for a widage of passing information to authorities in
other countries relevant for preventing and detgctriminal acts. Zimbabwe law enforcement
authorities have well functioning systems of infatian, easy to find and easy to be forwarded to

other countries. It is a general attitude in Ziimba law enforcement to give rapid response to

requests from cooperating agencies abroad.

204




717.

718.

However, last year, due to a systems crash, the RBZ unable to respond to co-operation
requests from it foreign counterparts. Since thi®m systems crash has been resolved and the RBZ
has designated staff to deal with such requests tbo early to assess how effective these new

measures will be

When information is exchanged with foreign coundety it is on the condition that
information can only be used for professional psgso(i.e. it must be kept within the conduct of
criminal investigations and not given to unauthedipersonnel). Zimbabwe law strictly limits
the use of exchanged information by authorisedgpersl and in a professional manner to
protect privacy. Zimbabwe law provides for the @plity principle (i.e. to confine the use of
information shared with other foreign authorities that purpose for which the request was
originally made). Zimbabwe does not refuse requist co-operation solely on the ground that
the request is considered to involve fiscal mattéMer does it refuse requests for co-operation
on the grounds of secrecy laws or confidentialigguirements (other than those held in
circumstances where legal professional privilegdiap). In general, exchanges of information
are not made subject to disproportionate or undesyrictive conditions. Information can be
exchanged with foreign FIUs, both spontaneously @pah request, regardless of whether the
FIIES is organised within the police or prosecutiaumthority or within the administration.
Zimbabwe has received several requests from forelgis to enter into MOU. An MOU has

been agreed upon with South Africa’s FIU signe&abruary 2006.

Law enforcement authorities:

7109.

720.

Zimbabwe law enforcement authorities are authorisedonduct investigations on behalf of
foreign counterparts on the conditions that forpracedures laid down in legal instruments are

applied.

They have a Mutual Assistance Act that facilitategual assistance. Problems include reverse

assistance form the developed world countries.

Financial Intelligence Unit:

721.

It is possible in Zimbabwe to exchange informatimth spontaneously and upon request in

relation to money laundering and underlying premicdfences.For instance, the RBZ is able to
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co-operate with other FIIES both spontaneously @gpoh request; an MOU is not required. It
may co-operate with both police/prosecution baséE3and administrative FIIES. The RBZ
can make inquiries for foreign FIIES in its own alzdse. The database contains information
from STRs and inquiries that have been conductetthé@wnit, for example inquiries in registers
etcetera. Consequently, where the RBZ receivesgaest from a foreign FIIES it may also
make new inquiries in other databases, includimgdaforcement and public databases etc, that

it has access to.

Supervisory authorities:

722.

In general, Zimbabwe authorities may execute reguies assistance (even in the absence of
any applicable agreement or statutory provisiooyioled that the execution of the request is not
contrary to Zimbabwe law. Consequently, the RBZ/rassist foreign supervisory authorities
that make inquiries related to the ordinary disghaof their supervisory functions and powers.
However, the RBZ has not yet received any formajuests for assistance from other
supervisors. The RBZ can co-operate spontaneouily ether foreign supervisory reports
authorities. Zimbabwe reports that such co-opendti@s been carried out in relation with on-site

inspections in Nordic banking groups.

ZIMRA (customs Authorities):

723.

In principle, ZIMRA does not need an MOU as a ldggsis to co-operate with their respective
foreign counterparts. They are allowed to sharermétion with other countries’ Customs and
Excise administrations according to article 4 ofist@ms and Excise Act, Chapter 23:02. This
is, however, only possible if such information denshared on a mutual basis. As a general rule,
the ZIMRA uses MOUs with other countries that auig® it to collect and share information
related to customs offences. The reason for thithas the legal basis for co-operation and
information sharing is then thoroughly consideradd the authorities do not lose time in the

process of considering the legal terms on a caseabg basis.

Recommendation 32 (Statistics related to other ferof international co-operation):

724.

Zimbabwe does not maintain statistics concerning lamber of sanctions applied or the

number of formal requests for assistance made andived by supervisors relating to or
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including AML/CFT. However, Zimbabwe does maintaitatistics concerning the number of
formal requests for assistance made to or recdiyetthe FIIES from foreign counterparts. The
figures are uncertain because the registrationmesitare not quite clear, especially as regards
the requests made to foreign counterparts.

Recommendations and Comments

ADD RECOMMENDATIONS

6.5.3 Compliance with Recommendations 32 & 40, arfepecial Recommendation V

Rating Summary of factors relevant to s.6.5 underlying overall rating

R.32 PC » Zimbabwe needs to improve its methods of collating statistics. Computer databases need to

be more operative to collate statistics and have capacity to provide reports on trends and

methods.
R.40 PC » Scope of mutual assistance not extended to terrorist financing, and exchange of information
not clearly specified.
SR.V NC . Mutual legal assistance is not available for matter involving financing of terrorism, or
terrorist organisations.

» Asimplified process exists for extraditing foreign nationals wanted to face charges or convicted

of terrorist offences including the financing of terrorism

7. OTHER ISSUES
7.1 Resources and statistics
725. The text of the description, analysis and recomragods for improvement that relate to

Recommendations 30 and 32 is contained in all éhevant sections of the report i.e. all of
section 2, parts of sections 3 and 4, and in sed&io There is a single rating for each of these

Recommendations, even though the Recommendatiomsa@dressed in several sections.

207



Section 7.1 of the report contains the boxes shgwie rating and the factors underlying the

rating.

Rating Summary of factors relevant to Recommendations 30 and 32 and underlying overall rating

R.30 LC * In view of Resource limitations institutions with a task to offer AML/CFT functions or, not

adequately staff and sufficiently empowerment with the tools to deliver.

R.32 PC » Zimbabwe needs to improve its methods of collating statistics computer databases needs to
be more operative to collate statistics and have capacity to provide reports on trends and
methods.

7.2 Other relevant AML/CFT measures or issues

AML measures implemented by the ZIMRA (Tax authoes):

726. In principle, money laundering is directly withinhg tax authorities administrative

responsibilities. AML is now supposed to be paswdry tax audit.

727. Although the ZIMRA authorities are bound by a dafyconfidentiality, the statutory tax secrecy
rules allow information to be given to the poliaedahe public prosecutor for use in a criminal
investigation relating to tax evasion. If the casmcerns offences outside the tax authorities’
administrative area (i.e. money laundering or delgted crimes), information can be given to the
police if there are adequate grounds to suspecinanal offence punishable with a minimum
sentence of 6 months imprisonment. When there daspicion of ML, the tax authorities are
obligated to report to the police. Regulatory Auityp however, there is no legal authority for
the Income Tax authorities to report suspiciousdaations to the RBZ in terms of the Income

tax Act. However, when applicable RBZ are normblgught into the case under investigation.

728. All financial institutions and Companies or othersiness entities in Zimbabwe are obliged to
disclose to ZIMRA by the end of the year informat@bout the balance on the bank accounts,
the share dividend, etcetera. The ZIMRA systeralyico-operate with the police, prosecution
authority or specialised structures such as RB#héncourse of financial investigations in order

to identify and generate effectively relevant dieggarding income and asset declarations, life
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style. The lists of persons and entities desighateler United Nations S/RES/1267(1999) are

not distributed specifically to the tax authoriteesd do not play a role.
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8. TABLES

3.2 Table 1. Ratings of Compliance with FATF Recommaetations

The rating of compliance vis-a-vis the FATF Recomdaions should be made according to the four
levels of compliance mentioned in the 2004 Methodwl (Compliant (C), Largely Compliant (LC),
Partially Compliant (PC), Non-Compliant (NC)), ooutd, in exceptional cases, be marked as not
applicable (N/A).

Summary of factors underlying rating™

Forty Recommendations =2
T
(e
Legal systems
1. ML offence PC| While ML is criminalized under tBerious Offences

(Confiscation of Profits) Act, the offence does agtend to
all serious offences and is only referred to seriaarcotics
offences.

Some of predicate offences listed as serious offenader the
recommendation are also not criminalized underecurr

Zimbabwe Legislation (for instance trading in gold)

2. ML offence — mental element | PC | Natural and legal person are not subject toicahsanctions
and corporate liability and as yet are not subject to effective, propoati®and

dissuasive criminal, civil or administrative sana$ for ML.

3. Confiscation and provisional PC | There are freezing and forfeiture measureseiooss offenceg
measures (which includes ML) however the system has nothgsn
tested in relation to ML or TF.

The legislation is not clear if there is power reeize or forfeit

instrumentalities use in, or intended for use iopay

laundering held into third parties. These requineta@eed to

'3 These factors are only required to be set out vihemating is less than Compliant.
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be clarified in the serious offences (confiscabbirofits)
Act.

Preventive measures

4. Secrecy laws consistent with th

Recommendations

eLC

Financial Institution secrecy laws do not apgeanhibit the
disclosure to and sharing of requisite informatidth the
competent authorities, al though compliance promsiu
remain unclear. Zimbabwe should consider extenthiiggto

other types of reporting Fls.

5. Customer due diligence

C Reporting Fls areired to actively inquire if the customer
is “fronting” for any other person in respect of@tount or a
transaction(for instance, by asking as a routineqfahe
account opening procedure whether the account hsde
acting on behalf of another person) though no cleder the
law.

Reporting Fls are required to obtain informatiolatiag to the
shareholding or any corporate group behind a custevho is
a legal person.

There is a requirement whether as a legal or sigmep
measure for reporting Fls to obtain informationtiod@ purpose
and nature of the business relationship with aotost or to
conduct ongoing due diligence on the businessioelsttip.
There is an enhanced CDD legislation for highds ris
categories of customers. However Zimbabwean ld@isla
does not provide for any simplified or reduced CBPasures
There is no obligation not to open an accountestdblish a
business relationship, consider making a STR oth@rcase
of existing customers) terminate the businessiogighip in
instances where the beneficial owner cannot beifcehor
information concerning the purpose and intendedreatf the
business relationship cannot be obtained. Thisdsuse there
is no obligation to collect this information in thiest place.
There are legal or regulatory measures in the @ade how

reporting Fls should apply CDD measures to thestig

pool of customers. There is no legal requiremenafo
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customer’s identity to be re-verified upon a sulosex
enlargement of the customer relationship in theesam
institution. (i.e. the opening of a new accountting a new
insurance policy, etc).

There is a duty imposed to inquire as to the puerposl
intended nature of the business relationship apdrtieg Fls
are not required by law to conduct ongoing dueydiice on

their business relationships.

6. Politically exposed persons C This recommendatdully met

7. Correspondent banking PC Zimbabwe has implerdefitél/CFT measures concerning
establishment of cross border correspondent banking
relationships in the regulations only.

There is no requirement in the regulations for ivintg
approval from senior management before establishévg

correspondent relationships.

PC | The BUPSML Act,2004 and BUPSML Guidelines do not

face business provide any requirement to have policies in plactake such

8. New technologies & non face-tg

measures as may be needed to prevent the misuse of
technological developments in money launderingeootist

financing activities.

9. Third parties and introducers C Recommendatonet
10. Record keeping C The recommendation is met
11. Unusual transactions LC Most institutions imBabwe pay special attention to all

complex, unusual large transactions, however tivere
indications that money transfer agencies are medys

compliant with this requirement.

12. DNFBP - R.5, 6, 8-11 NC Although DNFBP are sabjo the same AML/CFT
requirements, compliance is minimal

Trustee companies are not yet required to unde@ake
measures, risk manage PEPs, take measures to {piteyen
misuse of technological developments in ML or Thesnes
The requirements for introduced businesses do eet m
international standards as trustee companies areqaired

to immediately obtain from the introducer infornoation the
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identity of the customer of the beneficial owned dine
intended purpose and nature of the business nettijo
There is no requirement for trustee companies halgct on
going due diligence with respect to introduced besses

relationships.

13. Suspicious transaction reportis

ng K

PC  Fls arertaqy STRs to the FIIES however the DNBFPs

have not been proactive in reporting suspiciouisict

14. Protection & no tipping-off

PC

Zimbabwe needslarify the prohibited of tipping off
Zimbabwe needs to legislate to extend the statytmiection

to senior managers/compliance officers.

15. Internal controls, compliance &

audit

. LC

There is a DNFBP which did not demonstrate caamge with
BUPSML Regulations obligation on reporting FIs stadlish
screening procedures to ensure high standards wheg
employees

There are some concerns on the effective implertientaf
internal controls. The internal controls themsslseffer from

the same deficiencies as the legal requirements.

16. DNFBP - R.13-15 & 21

P(

C  Although DNFBP are sabjo the same AML/CFT
requirements, compliance is minimal

Trustee companies are not yet required to undef@ake
measures, risk manage PEPs, take measures to piteyen
misuse of technological developments in ML or TResnes
The requirements for introduced businesses do met m
international standards as trustee companies areqaired
to immediately obtain from the introducer infornoation the
identity of the customer of the beneficial owned &me
intended purpose and nature of the business netdip
There is no requirement for trustee companies halgct on
going due diligence with respect to introduced besses

relationships.

17. Sanctions

PC

Although the law does not expyresssl so, Zimbabwe is of
the view that the penalty of imprisonment can halied to
the directors and senior management of Reportiag Fl

The TZ has no power to replace a Board Director
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Both the imposition of fines and imprisonment requi
conviction in a court of law; however not caseseéhbgen
prosecuted for breach of the BUPSML however thereh

been convictions under the common law.

18. Shell banks

PC

Act incorporates provisions to prohibit the settingof shell

banks

Zimbabwe should ensure thaniendments to the Banking

19. Other forms of reporting

N(

C  Zimbabwe has natsidered the feasibility and utility of
implementing a system whereby Reporting Fls woalbrt
all domestic cash transactions above a fixed tiotdgio a
nation central agency with a computerized database.
Directives have been issued on the minimum and maxi
cash withdrawals and this is being monitored usmgputers
although the system needs improvement
At the evaluation date , CTRs were being filed nadiyloy
the Reporting Fls to the FIIES. Zimbabwe should plate
the implementation of the system where by the CiilRdbe

submitted electronically.

20. Other DNFBP & secure

transaction techniques

PC

Zimbabwe has not yet undertaken a risk asses&rhen
vulnerabilities of non-financial businesses andgssions
other that the DNFBPs.

Measures are in place for developing modern angreec

techniques for conducting financial Transactions

21. Special attention for higher ris

countries

kK PC

Zimbabwe has not taken sufficient steps to enthat Fls
give attention to countries which do not meet FATF
requirements.

More enhanced countermeasures need to be implethente

22. Foreign branches & subsidiari

NC During theite visit we were advised there were no fore
subsidiaries outside Zimbabw@r{ our finalizing report
visit we were advised there were five institutionsutside
the country. The team has not been in a position task any

guestions with regard to how these Fls are managed)

23. Regulation, supervision and

monitoring

PC

Inadequate scope and frequency of AML/CFT sugiervdue

to limited resources
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CFT aspects have yet to be adequately addressed

24. DNFBP - regulation,

supervision and monitoring

PC

Most of DNFBP have not been properly superviseti
monitored since the enactment of the BUPSML A @d4.

25. Guidelines & Feedback

C The Guidelines dacaeer CFT broadly
The FIIES does not provide regular feedback to ntépp
financial institutions and DNFBPs
No sector specific guidelines are issued for DNF&P
assisting their implementation and compliance with
AML/CFT requirements

Institutional and other measures

26. The FIU

PC

FIIES staff should receive furthriairting in STR analysis,
support to financial investigations and other Rliddtions.
The FIU should consider conducting outreach progiam
reporting institutions to better understand thecpss and
criteria for making STRs in order to support highesrels of
reporting of STRs.

Technical limitations prevent the FIIES staff tqbp
analytical tools directly to all of the informati@ollated since
the information is currently handled manually anadt yet
input into a database. This restricts analysiti¢oselected
extract only and is done without the benefit obaiihg
sophisticated IT tools to search through an eirR
database.

The FIIES should pursue membership in the Egmontr

27. Law enforcement authorities

C The ZimbabwedBuwent needs to establish a unit which
specialises in asset investigation and forfeitimeescurrent
methods draw heavily on the existing police resesirc
Zimbabwe needs to strengthen cooperative relatipastith

authorities in countries other than those in th®S8Aegion.

28. Powers of competent authoriti

PC  The pobgeire further training in Anti AML/CFT for
successful prosecution of ML and TF investigators
The Police are not familiar with the requiremerit&dl
instruments on terrorism and terrorist financind aered to be

further sensitised on this matter since the actiegaired by
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these instruments would involve the Police.

Zimbabwe law enforcement authorities should provide
additional support of the FIIES in its role withadysing STRs
and providing support to money laundering inve$imyes.

29. Supervisors

LC

Some recommendations Fully met
The RBZ may replace./ restrict the powers of margge
directors or controlling owners, but only in thentext of
applications to aquire qualifying holdings in fircdal
institutions
Fls are obliged to produce self-assessment refiatare
used by the FSA to determine which Fls will beteidion-
site. However, theses self assessments are bagkd on
prudential supervision and contain no AML/CFT qicest
AML/CFT assessments for reporting Fls by the RBZ ar
integral part of regular visits but seem to beltouted.
Moreover for smaller Fis the RBZ indicated that AMGET
assessments are not held manually but only whea tre

indications that an assessment would be necessary

30. Resources, integrity and traini

ngPC

In view of Resource Limitations institutions lva task to
offer AML/CFT functions or not adequately staff and
sufficiently empowerment with then tools to deliver
Resources need to be increased and further traiming
AML/CFT needs to be provided for all sectors.
Zimbabwe needs to provide additional funding arsdbueces
for law enforcement in particular the Serious Fr&gagiad and
CID Gold Unit.

Further training should be provided to regulatarg a
investigations staff, including those of the FIRBBZ, the
Police, ZIMRA, NECI, the Attorney General's Offies well
as the Ministry of Home Affairs.

Much of the FIIES’s analytical processes are hahdle
manually and with its current systems there is ossbility
for the system to automatically draw connectiortsvben
STRs. The FIIES can only work on a few of the STlird it
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receives: the rest are simply filled away for fetuveference.
Manual analysis is done, but is often dependent uipe FIIEs
staff remembering a person’s name or a previous. SFR
process is clearly very inefficient. in the areaobnomic
crime. Moreover, there is concern that membersofiemic
crime teams must wait too long to obtain advancading in
economic crime cases.

Consequently, Zimbabwe is experiencing difficulty i
recruiting lawyers and police officers with adeguat
professional competence.

Considering the number of entities that the RB&g&ponsible
for supervising, its capacity seems inadequatehaese

supervision effectively.

31. National co-operation

C  Existing mechanismesrsdequate for policy makers, FIU,
Law enforcement and supervisors to effectively evafe and
coordinate in the develop and implementation of ARET

policies and measures

32. Statistics

PG

Zimbabwe needs to improve itods of collating statistics.
Computer databases need to be more operativelabecol
statistics and have capacity to provide reports@mds and
methods. The inadequacy of the FIIEs statisticiectbn
mechanism (i.e. its computer systems) has thusdetgpés
statistics collection capabilities.

Zimbabwe does not maintain statistics concernimgtians

imposed for failing to comply with AML/CFT obligaths

33. Legal persons — beneficial

owners

PC

Competent authorities in Zimbabwe do not haveédtiate
access to information on legal ownership and cbofro
companies.

No information is available about the beneficialnanship of
companies

No information is available about the control ofrquanies
where they are existing through nominee directofer@ign

company directors

No measures are in place to prevent the misudeanés
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warrants for Money Laundering

Access to information about legal persons othan tha
companies is weakened by the lack of guidance antbo
identify these customers in the BUPSML Guidelines
Information on the beneficial owners of internatibn
companies may not always be available to competent

authorities in Zimbabwe.

34. Legal arrangements — benefic

owners

aPC

The ability to obtain adequate, accurate anckotr
information in a timely manner about the benefieisiof
trusts is undermined by the identification of béciafies
being optional.

Effective supervision is not in place to ensureilabdity to
adequate, accurate and current information abmeftodal

ownership and control of legal arrangements.

International Co-operation

35. Conventions

NG

Zimbabwe has acceded to thendi€onvention and has on
signed the Palermo Convention
Zimbabwe has not fully implemented the Vienna deffao
Conventions particularly with respect to proseayfiflL for
all serious offences and confiscation of the prdse# crime
and international cooperation requirements.

Zimbabwe has not signed the Terrorist Financingveation

ly

36. Mutual legal assistance (MLA)

C Mutual legsgiatance is available for the investigation an
prosecution of Money Laundering offences but notlie
financing of Terrorism

There is no provision for service of judicial docems

pursuant to a mutual legal assistance request

|

37. Dual criminality

PC

Dual criminality is requddor all mutual legal assistance
measures including less intrusive non compulscegsures
The dual criminality requirement of extraditionaalls for
extradition where both Zimbabwe and the requestountry
criminalize the conduct underlying the offence
The absence of extradition designations or treatipedes

extradition even where both Zimbabwe and the reqges
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country criminalize the same conduct underlyingdffence

38. MLA on confiscation and

freezing

PC

Freezing and forfeiture orders pursuant to nilégal
assistance requests is subject to the same lionta#s
domestic freezing and forfeiture orders, i.e. tapply only to
proceeds of crime/property derived from money |aauimnd)
and not to instrumentalities used in, or intendedise in the

commission of an offence.

39. Extradition

PC

While Zimbabwe has legislatinrplace that would allow
extradition of money launderers to designated Conwealth
countries and foreign countries which Zimbabwe dras
extradition treaty, The absence of any designations

extradition treaties prevents extraditions fronmingkplace

40. Other forms of co-operation

C Scope of musisalstance not extended to terrorist Financ

and exchange of information not clearly specified.

Nine Special

Recommendations

SR.I Implement UN instruments

N

C Zimbabwe has igritesd and ratified the international
convention on the Suppression of the Financingasfdrism
UN Security Council Resolutions 1267 and 1373 ate n

implemented.

SR.Il Criminalise TF

NC

SRII requires countriesctominalize collecting funds in the
knowledge that they are to be use (for any purpoge)
terrorist/terrorist organization. This requiremenhot
adequately covered in the POSA or complementary
legislation.

Effectiveness cannot be measured since Zimbabwadtas
enacted effective legislation to criminalize andldeith TF

and no case of TF have been brought before théscour

SR.IIl Freeze and confiscate

terrorist assets

NC

» Zimbabwe has not criminalized terrorist financingt bdoes
provide under other legislation capacity for freegifunds or

property used in the commission of a serious offenc

» The freezing action can be legally challenged leyethtity frozen
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and the entity frozen can use the same legal mésrharthat any

citizen has at its disposal to challenge governaietgcisions.

The freezing action must be based on evidence that
designated entity has directed or used particuladg$ to suppor
terrorist acts. This is a criminal standard, whities out the
possibility of freezing funds because the suspetorigs to &
terrorist organisation or is known to finance teism in general,

but cannot be connected to any specific act obtism.

The court's affirmation of the decision to freezegerty must be
based on evidence that there is just cause to cluag®erson an
these facts must be proven to the court on a cahstandard
which implies that direct evidence or a substantiadount of
circumstantial evidence as to these facts woulddupiired to
convince a court to affirm a decision to freezepenty. This,
coupled with the fact that a decision to freezepprty is aimed a
a specific person, would make it very difficult tely on facts
such as that the suspect associates himself oelhevith a
terrorist organisation or is known to finance teism in general,
but cannot be connected to any specific act obtesm. In this
way, freezing actions taken pursuant to S/RES/1ZX¥R() may

prove to be difficult to implement in practice.

Zimbabwe has not issued any guidance to finan
institutions and other persons or entities that rbayholding
targeted funds or other assets concerning theiigatidns in
taking action under freezing mechanisms issued ugmts to
S/RES/1373(2001).

Zimbabwe has not implemented any mechanism for axagior
giving effect to (if appropriate) the freezing acts initiated
pursuant to the S/RES/1373(2001) lists of othentioes.

[

cial

SR.IV Suspicious transaction PC | The BUPSML Act and BUPSML guidelines provide tioe

reporting reporting of terrorist financing suspicious actmtowever to-
date no such suspicions have been reported and ofding
DNBFPs have not addressed the issues of terroréstding

SR.V International co-operation NC Mutual legalistssice is not available for matters involving

financing of terrorism or terrorist organizations.

A simplified process exists for extraditing foreigationals
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wanted to face charges or convicted of terrorifgrafes

including the financing of terrorism

SR VI AML requirements for
money/value transfer

services

PC

Awareness and implementation of AML/CFT obligas is
weak

Monitoring of MVT services is in adequate to ensure
compliance with AML/CFT control

The RBZ should take immediate steps (including the
application of sanctions, if necessary) to cortkeetproblems
with reporting in this sector

The RBZ should improve the effectiveness of its itorimg
and supervision

No statistics in this sector

SR VII Wire transfer rules

NC

More scrutiny need$e applied to wire transfers by Fls
Fls are not specifically obliged to ensure nonireut

transactions are reported

SR.VIII Non-profit organisations

NC

Zimbabwe hag reviewed the adequacy of its laws and
regulations relating to NPOs that can be abusethéor
financing of terrorism
NPOs in Zimbabwe are not yet involved in Zimbabwe’s
AML/CFT regime and are subject to minimal supesand

monitoring

SR. IX Cash Couriers

PC Zimbabwe has taken measomeet many of the

requirements for SR.IX however the evaluators virgicemed
that there has been a momentum with cross borditians

for the illegal purchase of foreign currency. Meaasuneed to
be strengthened in view of the value of the ZAWency and

how this is affecting the parallel activities a¢ thorder posts,
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3.2 Table 2. Recommended Action Plan to Improve the AM/CFT System

AML/CFT System

Recommended Action (listed in order of priority)

1. General

2. Legal System and Related

Institutional Measures

Criminalisation of ML (R.1 & 2)

Zimbabwe has enacted a package of legislatiorctimainalizes ML.
They are the Serious Offences (Confiscation ofi3joAct and the
BUPSML Act, 2002. The Serious Offences (Confismaf Profits)
Act provides for in adequate penalties for ML begrin mind the
ZWD Dollar exchange to USD for fines imposed). Taes also
provide for record keeping requirements, enforbesduty to repor
ML/FT, provides for the protection of persons makireports,
tipping off, seizure, international aiperation, and other provision
However the Serious Offences (Confiscation of RPspfct needs tg
be amended to reflect the crime of money laundetingll serious
offences, as it currently stands ML is criminalizetier the law an
only associated with serious narcotics offenceshut the crime ot

ML applying to all serious offences).

[

Criminalisation of TF (SR.II)

Zimbabwe also needs to sign and ratify the 1999QdNvention for
the Suppression of the Financing of Terrorism. Ri$olution 1373
needs to be complied with and then complementatidognactment

of the SFIT Bill that should be passed in due ceurs

Confiscation, freezing and seizing

proceeds of crime (R.3)

pZimbabwe could improve the efficiency of its confition system by
taking steps to improve the awareness of police@ming the nee
to secure confiscation claims (either by chargingeszure) early or

in the case.

Il
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The legislation is not clear if there is power teeize or forfeit
instrumentalities used in, or intended for usenoney laundering,

nor the proceeds of money laundering held by thadies. These

D

requirements need to be clarified in the Seriousfer@ks

(Confiscation of Profits) Act.

Zimbabwe should consider establishing an Assetetare Unit to
effectively deal with freezing and confiscationasisets as it appears
that the Police do not have enough resources emtefély perform
this task. Since there has not been any invegiiggbrosecution of
confiscation for FT offences, confiscation authoritand

implementation is untested.

Freezing of funds used for TF
(SR.11)

Zimbabwe needs to enact the SFIT Bill to allow focompeten
authority to freeze without delay the terroristdsrand other assets
of persons and entities designated by the UN SgcGouncil 1267
Committee, beyond those funds provided or colletiethe purpose
of carrying out a specific terrorist act. Zimbabwkso needs to
amend existing laws to fully implement S/RES/1318(®)
consistent with its aims and objectives, preferablg similar way as
S/RES/1267(1999) has been implemented. This worddte one
single system for designating, listing, freezing;lidting and de-

freezing of terrorist assets.

Enact measures that would allow for the possibditjreezing funds
or other assets where the suspect belongs to@istrorganisatior
or is known to finance terrorism in general (evenhie financing

cannot be connected to any specific act of temroris

Consider: (i) reducing the high burden of proof thee authorities in
respect of the implementation of S/IRES/1373(20Qi);extending
the range of funds or other assets which could rbeef undel
S/RES/1373(2001); and (iii) giving clear practicguidance tg
financial institutions concerning how to implemdrdgezing actiong
under S/IRES/1267(1999) or S/IRES/1373(2001).
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Have measures in place to monitor compliance withth
S/RES/1267(1999) and S/RES/1373(2001).

Establish an effective system for communication @gn
governmental institutions and with the private secind should
consider options for providing more timely commuation to the
financial sector and other relevant businesses edigdations
pursuant to UN Security Council Resolution 1267 48@3, such a
receiving and distributing changes to the listsdekignations ir

electronic form where possible.

Provide clear guidance (more than the bare rempuisligation in
the BUPSML Act) to financial institutions that mdapld terrorist

funds concerning their responsibilities under fleeZing regime.

Create a procedure for considering de-listing retjueand for

unfreezing the funds or other assets of de-lisezdgns.

Clarify the procedure for authorising access todBiassets that a
frozen and that are determined to be necessaryuomamtarian
grounds in a manner consistent with S/RES/1452(2002

U7

e

The Financial Intelligence Unit and
its functions (R.26, 30 & 32)

The FIIES does not have adequate resources profadédrough th
Reserve Bank of Zimbabwe’s budget. The FIIES, altfostill in its
infancy, is well structured, and staffed by 48 passwho perform ¢
functions. The FIIES is currently working on instad an Egmon
Group compliant IT platform to ensure access toGneup’s secur

web for information exchange.

It is recommended that Zimbabwe allocate more teldyical
resources to the FIIES as soon as possible. Althostgff are
professional and highly trained, all staff needbéotrained in the us
of analytical tools such as Analysts Notebook. tdiion to a
system for electronic reporting, the FIIES urgentlyeds tools tq

conduct electronic analysis as soon as possible.
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Zimbabwe should improve the FIIEs statistics cadit@t capabilities

by providing it with better technological tools.

Descriptions and examples to aid the staff in if@ng suspiciou
transactions are available but a megkan to ensure that accounta
institutions are aware of such examples are lackMany of the
DNBFPs have not formally adopted the BUPSML Gurdsdi fo
reporting STRs. Traders in precious metals and estoare N
accountable under these guidelineshe Tasinos, stock brokers ¢
exchange, real estate agents, public accountadtiaryers have n
as yet submitted any STRs to the FIIES.

So far, no sanctions have been imposed on anydiaaimstitution

for failing to comply with reporting requirements &ML.

While it appears the FIIES has provided some tngind Fls and
DNBFPs and the public the FIIES has so far notiphbt any

reports regarding statistics, typologies and treetiging to AML.

Law enforcement, prosecution and
other competent authorities (R.27,
28, 30 & 32)

There have not been any TF investigations that hieee to
prosecution of those offences. Law enforcementneéige and
prosecutorial services should become more prodgtimgolved in
the enforcement of the Serious Offences (Confisnatf Profits)
Act, and BUPSML Act.

Authorities should be more proactive in pursuing tmoney trail”

which derives from serious offences. This wouldl#a them to be

proactively investigate money laundering offences.

Authorities should study the crime statistics ttedmine the country
threats and use these as a contribution to thealbVavIL strategic

plan.

Civil forfeiture legislation and training shouldsal be considereq
and should complement the reporting regime and Addckage of
legislation. Further training on AML/CFT should telivered to all

authorities. In addition a typologies conferenbewdd also be helg

)

225



in Zimbabwe for all relevant officials from the laanforcement
legal and financial authorities. The typologiesfeoance would help
raise awareness and determine trends and methaodsndoey

laundering in Zimbabwe and the Region.

Zimbabwe should ensure that additional resourcelsfanding are
provided to the Serious Fraud Squad, NECI, proseswand CID for
AML/CFT training.

Zimbabwe should collect statistics concerning tipes$ of criminal

sanctions imposed for ML.

3. Preventive Measures —

Financial Institutions

Risk of ML or TF

Customer due diligence, including

enhanced or reduced measures (R.

to 8)

The transition from pure identification to CDD hast been made in
Zimbabwe. The legal and regulatory system of Zimimlonly sets
forth measures to be taken to identify customersieliwvmeans that
Zimbabwe is only in compliance with those elemenbé
Recommendation 5 that implement customer identificaAny other
element, going beyond the initial establishment tloé custome
relationship is not regulated. The assessors didimeb any evidence
that CDD is implemented on a voluntary best practevel by Fls.
Zimbabwe should implement the missing elementsagioRimendation

5 as a matter of priority.

Although there are extensive requirements for ifleation of a
customer that is a legal person, there is no rement for a
Reporting FI to verify that an individual purpowgirio act on behalf

of that legal person is in fact so authorised.

The requirements regarding customer identificatewe primarily
focused on the banking sector. However, does ket itsdo accoun

the normal conduct of business in non-bank sect@irmbabwe is
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recommended to reassess the existing identificatemuirements
and procedures and consider developing measurésatbamore

tailored to the business practices of the non-liakcial sectors.
Financial institutions are required to perform erded due diligenct

for higher risk categories of customer, businedatiomship or

transactions.

Zimbabwe should impose equivalent obligations upai

institutions, while recognising relevant sectorfatiénces. Such

guidelines should extend also to those financigfitimtions that are

not subject to prudential supervision.

There is no requirement for a Reporting Fl to regren customer
identification when it has doubts about previoushptained
identification data. Presently the obligation idyoto verify data if
the information contained in the presented documenbn its face

incorrect.

There is a duty imposed on a Reporting FI to chiettle customer is
acting on behalf of another person. Currently thay is a
contingent one (i.e. to check only if it has reastm suspect this t

be the case).

There is a duty imposed to check the corporate wneoship
structure behind a customer who is a legal petspidentifying, for
example, the controlling shareholder or operatirigdnbehind the

customer

Legislation needs to be amended on thresholdsrestjfor currency
declaration at entry and exit points in view of thélation of the

Zimbabwe Dollar.

As of the evaluation date, reporting institutionsrgvnot required t

subject existing customers to KYC requirements.

Third parties and introduced

Zimbabwe should caito allow introduced business, but pol
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business (R.9)

the rule properly and regulatef@ogively.

Financial institution secrecy or
confidentiality (R.4)

Banks can exchange information in the course ofestigating
suspicious transactions without being hindered Iy &ecrecy
provisions but Zimbabwe should consider extendiigyto other types
of Reporting FIs. Under Part IV of the BUPSML Athe Director

can issue a disclosure order in which financidlitutons can make

information available to the authorities to assisith AML
investigations. The override of secrecy for iaswe companies i

also not clear and in any event is of uncertaiiditglin law.

It is recommended that the prospect of using firsmatelligence in
investigating money laundering be clearly indicatedll reporting
Fls.

D

Record keeping and wire transfer
rules (R.10 & SR.VII)

During the evaluation the team were informed thate have been
instances where money has been transferred iledaé to lack of
compliance by some money transfer agencies. Ircase two
thousand US dollars were transferred to South afwithout

approval in July of 2006.

Monitoring of transactions and
relationships (R.11 & 21)

When dealing with a client of a country which conts not to apply
or insufficiently applies the FATF RecommendatioBsnbabwe is
able to apply countermeasurdsis is outlined in RBZ Guideling
issued in May 2006.

In general, the banks and other institutions inesved were aware
of the importance of monitoring suspicious accoams were aware
of the need to increase their focus in this aremdver there was
some concern that money transfer agencies ardwayacompliant
and some have not implemented monitoring mecharisatcan

detect complex transactions or patterns of tramsast

The possible counter-measures to apply to countrigsweakness

in AML/CFT System include:
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Stringent requirements for identifying customerd an
enhancement of advisories, including jurisdictipedsfic
financial advisories, to financial institutions for
identification of the beneficial owners before Imesis
relationships are established with individuals @mpanies

from these countries.

*Enhanced relevant reporting mechanisms or sysiemat
reporting of financial transactions on the basé# th
financial transactions with such countries are nliedy to
be suspicious;

In considering requests for approving the estalyistt in
countries applying the countermeasure of subsafiant
branches or representative offices of financiditimsons,
taking in to account the fact that the relevaraficial
institution is from a country that does not haveqdhte
AML/CFT systems.

Suspicious transaction reports and
other reporting (R.13-14, 19, 25 &
SR.IV)

The RBZ should ensure that non-bank financial tustns,
including MVTS providers, comply with their repory obligations.
Steps should also be taken to refocus reportinggeneral to
concentrate more on the nature of the transaction.

The guidance given by the RBZ should be deeperreddbned an

based on the different typologies, trends and fecies that focus

more attention on the nature of transactions thiemse Additional
guidelines that are more tailored to particularetymf financial

institutions should be issued.

More outreach to the DNFBP sectors should be uakientto ensure
that sector participants understand the rationafetlie reporting

obligation and how to comply with it.

The FIIES MOU should deliver more specific feedb&zkeporting

entities, particularly concerning the status of STeRd the outcom

D
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of specific cases.

Cross-border declaration or
disclosure (SR.IX)

Zimbabwe’s declaration system is not “water tight.a minimum,
the FIIES and possibly also the police should heleetronic acces
to the Currency Transaction Register even wherénmestigation
has formally commenced. The FIIES should be ableommduct a
check against this register in the same way asntuacts check

against many other registers when it receives d. ST

Information should be retained when a false detitaras made or

when there is a suspicion of ML/FT.

At the evaluation date, CTRs were being filed méguyy the
Reporting Fls to the FIIES. Zimbabwe should congtee
implementation of the system where by the CTRs balsubmitted

electronically

Internal controls, compliance, audit
and foreign branches (R.15 & 22)

Zimbabwe needs to ensure that branches and sulessd@bserve
appropriate  AML/CFT measures consistent with théiome
jurisdiction requirements and that the higher staddapplies tc
branches and subsidiaries in host jurisdictionsrevttbe minimum
AML/CFT requirements of the home and host jurigdics differ.

Zimbabwe needs to strengthen AML/CFT internal pesicand
procedures including clear customer acceptancecips]i with a
description of the types of customer that are yikel pose a highe
than average risk to a bank as well as internéihtesf the extent ta
which the institution is complying with internal Ipmes and

procedures;

Internal training should be strengthened. Trairshguld focus o
obtaining proper customer identification and infation related tg
transactions such as source of funds, and idemgjfysuspicious

transactions.

Shell banks (R.18)

Zimbabwe does not provide for the setting up ofllsbanks.

Zimbabwe should consider typologies on the vulniétalof shell

230



banks for money launderers in light of any futusvelopments in

which shell banks may be permitted to operate mbébwe.

The supervisory and oversight
system - competent authorities ang
SROs

Role, functions, duties and powers
(including sanctions)

(R. 23, 30, 29, 17, 32, & 25).

Zimbabwe should ensure that the RBZ is able toceffely check
the compliance of Reporting Fls with the obligatimnensure that
their key employees are fit and proper.
Reporting Fls should have the ability to verify fitaess and proper
reputation of new functionaries, particularly witgards to criminal
records.

The RBZ powers seem to be quite limited in certaspects. Fo
instance, the RBZ has no power to replace a dirglotiard member,
member of senior management, or to order a Fl taajaexcept in
the context of a licensing application. Moreovee RBZ does only
limited checks on AML/CFT compliance. The RBZ waatectors on

appointment to the Board of Financial Institutions.

The RBZ should be given additional resources tcalb@cated for
AML/CFT supervision.

The RBZ should consider creating a stand alone AMHT unit or at
least a team of examiners specialising in AML/CFdasures that
check Fls compliance with AML/CFT on an ongoingibder all

supervised entities.

Money value transfer services
(SR.VI)

Zimbabwe should take steps to properly implement
Recommendations 5-7, 15 and 22, and SR VII. The=szsures
should apply to all Reporting Fls, including MVT8eavators

4. Preventive Measures —Non-
Financial Businesses and

Professions

Customer due diligence and recorg
keeping (R.12)

-A number of deficiencies were noted in the impletagan of
Recommendation 5 by both Reporting FIs and RegprBRs. In
other words, customer identification requirementaveh beer
implemented, but full CDD requirements have not.

Zimbabwe has not fully implemented any AML/CFT maas

231



concerning Recommendations 6 that are applicabl®eporting
BPs. However, it is not clear how effectively thaution is enforced
in practice. Considering the calls for more guma@s voiced by
these sectors during the on-site visit, there aeérpinary concerns
about the effectiveness of implementation for Revemdation 11

It should be noted that reporting not is occuriimgll DNFBP.

Although the DNFBP sectors are subject to sanctionbreaches of

AML/CFT obligations, there is overall concern abohbw

1%

effectively sanctions are being applied to thestoss, given that th
supervisors do not seem to be adequately resotwcsuapervise the

large number of reporting entities that they aspomsible for.

The Legal Profession is partially compliant withe ttAML/CFT

legislation.

Monitoring of transactions and
relationships (R.12 & 16)

DNFBPs should be required to fully implement theisténg
obligations contained in the Regulations and Ginesl

Trustee companies should undertake CDD measures vy
prepare for and carry out transactions for a clientelation to the
following activities, acting as a formation ageifiti@gal persons oy

as a director or secretary of a company, a padharpartnership, o

=

a similar position in relation to other legal persp providing a
registered office, business address or accommaygatio
correspondence or administrative address for a aomp a
partnership or any other legal person or arrangenfaning as (or

arranging for another person to act as) a trudtem express trust g

=

nominee shareholder for another person.

In relation to dealings with politically exposed rpens, trustee
companies should be required to put in place measur keeping
with FATF Recommendation 6. In relation to teclugital
developments, trustee companies should be reqgtoredt in place

measures in keeping with FATF Recommendation 8.

232



In relation to relying on third parties to perfoetements of CDD
and in addition to the provisions under paragragh df the
Guidelines, trustee companies should be requiregutoin place

measures in keeping with FATF Recommendation 9.

Legislative amendments should ensure that autesiitave effective
proportionate and dissuasive criminal, civil or &udistrative
sanctions available to deal with DNFBPs that faicomply with the
AML/CFT requirements.

Appropriate measures and mechanism should be oe fita ensure
oversight of those trust and company service pergichot having

physical presence or management stationed in Zimbab

Suspicious transaction reporting
(R.16)

Conduct DNFBP sector-specific AML/CFT awarenessing and

training.

Regular onsite inspections should be extended telalyant DNFBP)

to ensure their compliance with the AML/CFT regime.

Internal controls, compliance &
audit (R.16)

Conduct DNFBP sector-specific AML/CFT awarenessing and
training as there is little knowledge of the subfcthe subject in

the sector.

Regulation, supervision and
monitoring (R.17, 24-25)

The RBZ should extend its supervision and monigpohAML/CFT

compliance to effectively cover all DNFBP on a rsgasitive basis.

Specific guidelines according to the business chearistics of
DNFBP should be issued as soon as possible fatimgsDNFBP to

effectively implement and comply with AML/CFT regeiments.

Other designated non-financial

businesses and professions (R.20)

The authorities may consider assessing vulnernasildf pawn shop
and consider the need for any further regulatoryl ABFT coverage

of this area.

Although the small market and economy size mayjustify
immediate application of new technologies such-asaey or
automated transfer systems, measures should liece o

encourage the development and use of modern andestechniques

192}
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for conducting financial transactions that are lagserable to

money laundering

5. Legal Persons and
Arrangements & Non-Profit

Organisations

Legal Persons — Access to benefic
ownership and control information
(R.33)

afimbabwe should either remove the option for congmto issue

share warrants or require the bearer to be list¢ld share register.

Legal Arrangements — Access to
beneficial ownership and control
information (R.34)

in the BUPSML Guidelines related tioe

identification of beneficiaries undermines the i@pibf the Anti

The provisions

Money Laundering Prevention Authorities to haveelynaccess td
adequate, accurate and current information on thaeficial
ownership of trusts. These provisions should keifedd and
strengthened to ensure that, at the least, all mgoeficiaries of

express trusts must be identified. (to providerdgilations)

Measures should be taken to prevent the unlawfel afslegal
arrangements in relation to money laundering andrist financing
by ensuring that the commercial, trust and othevslaequire
adequate transparency concerning the beneficialeship and

control of trusts and other legal arrangements.

Non-profit organisations (SR.VIII)

Zimbabwe should review the adequacy of its laws @gllations
relating to NPOs that can be abused for the fimanof terrorism.
Zimbabwe should consider implementing measuresisiens with
the Interpretative Note to Special Recommendatibhty ensure
that terrorist organisations cannot pose as legterNPOs, and to
ensure that funds or other assets collected hyaosferred through,
NPOs are not diverted to support the activitiegeaforists or

terrorist organisations

6. National and International

Co-operation

National co-operation and

coordination (R.31)

Establish formal and informal mechanisms to suppodperation

and coordination at policy and operational lev8isch mechanism
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could include establishment of operational taskderto include the
FIU at an early stage of investigations of crimimadtters involving
the proceeds of crime, money laundering and testréinancing and

secondment (part time) of FIIES staff to the Posod vice versa;

Mechanisms should be established or strengthenedoftsultation
between competent authorities, the financial sembok other sectors
(including DNFBP) on implementation of the AML/CFRws,

regulations, guidelines or other measures.

Consideration should be given to inviting largeaficial institutiong
to second appropriate staff to the FIIES to buitdvagnment ang
private sector capacity and reinforce good coojmarat

A review of the effectiveness of the cooperationd @oordination
systems for AML/CFT should be conducted as soopoasible and

thereafter on a regular basis.

The Conventions and UN Special
Resolutions (R.35 & SR.I)

Zimbabwe should fully implement the Vienna and Rate
Conventions, including taking steps outlined elsenghn this report

with respect to prosecution of ML for all seriodteaces.

Zimbabwe should enact and implement legislatioovahg for the
assets of persons and entities designated undeBedhirity Council
Resolution 1267, its successor resolutions and dbduity Council
Resolution 1373 to be frozen without delay. Zimmalshould alsc
implement mechanisms for designating persons aiesntinder UN

Security Council Resolution 1373.

Mutual Legal Assistance (R.32, 36
38, SR.V)

Zimbabwe's measures to give effect to foreign ader freezing,
seizing and confiscation apply equally to ML matter
(Recommendation 38) and FT matters (SR V). Zimkmakan
recognise a foreign confiscation order, but cargiee effect to it
without starting its own proceedings. LikewisembBabwe mus

initiate its own proceedings to enforce a foreigreging order.

The current laws do not provide a specific timarfeaupon which
mutual legal assistance request pertaining to iitieatton, freezing

seizure or confiscation of proceeds of crime camesponded to but
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provides for the requesting country to indicate pexiod within

which it expects a response from the Zimbabweanoaities.

Zimbabwe has an arrangement in place under the SRD@cols on
Mutual Legal Assistance and Extradition for membeuntries a
well as under the Southern Africa Regional Politees Committes
allows for coordinating seizure and confiscatioticaxs with other

countries.

The BUPSML provides for the foration of the Detained Cash Tr
Account for purposes of detaining cash suspectetietqroceed
pending its liability to forfeiture or confiscation Possibilities o
having a permanent Asset Forfeiture Fund beyond'thst Accoun

above are being looked at.

No special permanent arrangement for co-ordinatiizure and
confiscation actions with other countries exisbwéver, co-ordination
may take place on a case-to-case basis. No egsd#ufe fund exists.
Zimbabwe should consider enacting igation which would eng
mutual legal assistance requests pertaining totifction, freezi

seizure or confiscation of proceeds of crime.

Extradition (R.32, 37 & 39, & SR.V

Zimbabwe should take further steps to enter intoaeition treatie
with foreign countries including, as a matter oiogty, those wh
have previously sought assistance with regard d#e in

Zimbabwe.

Other Forms of Co-operation (R.32
& 40, & SR.V)

Zimbabwe does not maintain statistics concerniegiimber of
sanctions applied or the number of formal requiestassistance
made and received by supervisors relating to dudtieg AML/CFT.
However, Zimbabwe does maintain statistics conogrttie number
of formal requests for assistance made to or redddy the FIIES
from foreign counterparts. The figures are uncert@cause the
registration routines are not quite clear, esplcé regards the

requests made to foreign counterparts.

7. Other Issues
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Other relevant AML/CFT measures

or issues

General framework — structural

issues

Table 3 Authorities’ Response to the Evaluation (ihecessary)

Relevant sections and paragraphs | Country comments

Overall Report
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ANNEXES

Annex 1: List of abbreviations
ABBREVIATIONS
AML Anti Money Laundering
AML/CFT Anti Money Laundering/Counter Financing of Terrorism
BLSS Bank Licensing Supervision and Surveillance iision of the Reserve Bank of
Zimbabwe.
BUPSML Bank Use Promotion and Suppression of Monelyaundering Act 2004
CFT Combating the Financing of Terrorism
CVR Central Vehicle Registry
ESAAMLG Eastern and Southern Africa Anti-Money Laundering Group
FATF Financial Action Task Force on Money Launderhg
FIA Financial Institutions Act, 1999
FIIES Financial Intelligence Inspectorate Evaluaton and Security
FIU Financial Intelligence Unit
FT Financing of Terrorism
KYC Know Your Customer
ML Money Laundering
MLPC Money Laundering and Proceeds of Crime Bill
MOF Ministry of Finance
MOJ Ministry of Justice
MOU Memorandum of Understanding
NBFIs Non Bank Financial Institutions
NCCT Non-Cooperative Countries and Territories
NECI National Economic Conduct Inspectorate
RBzZ The Reserve Bank of Zimbabwe
SADC Southern African Development Community
SARPCCO Southern Africa Regional Police Chiefs Cqaeration Organization
SFIT Suppression of Foreign and International Terorism Bill
STRs Suspicious Transaction Reports
PEPs Politically Exposed Persons
UN United Nations
WCO World Customs Organisation
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ZIM Zimbabwe
ZAR South African Rand
ZIMRA Zimbabwe Revenue Authority (Customs and Taxdepartments)
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